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Abstract
This contribution proposes a set of high level requirements that should be considered when developing any solution/response to the issues raised in LS S2-070924 “Connecting Corporate Networks over an aggregated UNI type interface”.

1.0 Introduction

At the last SA2 meeting an LS was received from ETSI TISPAN that outlined a set of issues related to connecting IP-PBXs to IMS (see LS-S2-070924).  Drafting of a reply to this LS was postponed to this meeting.  This contribution provides an initial set of boundary requirements that require to be taken into account whenever developing any solutions or a reply to the issues presented by ETSI TISPAN in the liaison statement.

2.0 Discussion
Thus far the architecture described by TISPAN (and envisaged in the LS) in relation to the connection of an IP-PBX to the IMS can be illustrated by figure 1:
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Figure 1: IP-PBX and IMS over an “aggregated” UNI interface
This model has been developed to ensure that only the IP-PBX is registered in IMS whilst the corporate network users may be registered with the IP-PBX and may use the subscription of the IP-PBX in order to access IMS services.  The LS outlines several issues which follow on from making such an architectural assumption.  Many of these issues are related to identity and routing services which TISPAN has so far assumed to be provided by the “business trunking application server”. In particular there are issues based around the AS having to replace the IMS registered identity (of the IP-PBX) with that of the corporate user (for outgoing calls) and of allowing the AS to perform translations to the Request-URI for incoming calls in order to route the call to the correct IP-PBX (which is assumed to have the knowledge to route the call to the correct corporate user).

3.0 Proposal

It is proposed that the following boundary requirements be agreed to by SA2 when considering any solution / response to TISPAN requirements for this topic and that 3GPP include these points in a reply to the TISPAN liaison:
1. The architectural solution SHALL maximise re-use of existing IMS architectural concepts.

2. The architectural solution SHALL ensure that only public user identities registered with the IMS (the “public network”) may be used to access IMS services provided by the public network. 
3. The architectural solution SHALL ensure that information that is “network asserted” is indeed asserted by the network so that it may be used as trusted information within the context of the trust domain.

NOTE: In particular this requirement refers to the key issue in the current TISPAN LS whereby for outgoing calls the From header in the SIP INVITE may be used to replace the (P-CSCF inserted) P-Asserted-Identity to enable communication of the corporate user id.  Use of the From header in this manner conflicts with requirement 3.
4. In developing an architectural solution it SHOULD be considered as to the internal modelling of the IP-PBX in terms of the roles it plays with respect to Applications, management of user (service) profiles and identities and session control/triggering for corporate users. Such modelling will aide determination of the IMS roles that an IP-PBX plays during registration and during origination / termination of calls from / to corporate users served by the IP-PBX and will act as a focal point to determine architectural gaps whilst meeting requirement #1.
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