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Abstract of the contribution:

This document describes how access through the S2b interface, employing PMIPv6 [draft-sgundave-mpi6-proxymip6-02] for signalling mobility management procedures, can employ techniques specified in IETF draft documents to obtain necessary configuration.

1. Introduction

Non-3GPP accesses are defined by [23.234] to occur through the mediation of a 3GPP AAA Server.  The role of this server is to determine end-to-end authentication, as per [33.234], to support and convey service authorization, to provide policies to the WAN access network (for filtering or QoS) and to collect charging and accounting information.  Access to 3GPP services can occur through Direct WLAN IP Access or WLAN 3GPP IP access.  In both cases, access occurs by means of the PDG.

By means of the enhanced PDG, in addition to gaining access to 3GPP services, a UE can obtain service continuity.  Specifically, communication sessions between the UE and other entities in the network will be maintained despite transitions between access networks.  This document does not describe the mechanisms for handover.  Rather, a necessary condition for the success of handover is described – AAA support for initial configuration as part of IP mobility.

23.234 indicates WLAN attachment occurs as a result of authentication of the UE against the AAA Server (or AAA Proxy).  Once authenticated, the UE forms a secure tunnel, by means of IKEv2, with the PDG.  The ePDG may go one step further and serve as a PMIPv6 PMA.  It can perform a MIPv6 BU on behalf of the UE.  Work in the MIP6 WG of the IETF indicates how this can be achieved.

2. Discussion

RADIUS Mobile IPv6 Support [draft-ietf-mip6-radius-01] describes a procedures that can be supported either by RADIUS and Diameter.

This draft describes how a Network Access Server (NAS) at a provider's network edge establishes proper access control and configuration for a MN  employing MIPv6.  The access procedure assumes that the MN will authenticate itself to the gateway (considered in the document as a NAS) and authenticate itself using 802.1X tunneled in some way.  This access procedure is already defined for both the I-WLAN case and an alternative is defined for the Direct Internet WLAN access approach, over IKEv2.  Both cases supported by  [23.234] are specified by the internet draft cited above.

While the internet draft concerns configuring a MIPv6 capable MN, the proposal presented here does not suggest use of RADIUS to bootstrap or configure the UE.  Rather, this information is used to configure the ePDG so it can serve as a PMA to perform a BU and other functions on behalf of the UE.  The following information is accessed by the RADIUS (or Diameter) exchange:

· The HA address

· The Home Link Prefix

· The Home Address of the MN

· The Home Link Prefix Length

This configuration is needed by a PMIPv6 PMA.  The authoritative source of the MN’s home address and home prefix may be the Home AAA Server (for instance in the case of a static IP address assignment.)  It is also possible that the IP address is assigned dynamically using a different means, for example DHCP or by the SAE GW.  The AAA Server requires an additional means for obtaining this assignment information in this case, via S6c.

For the ePDG to serve as a PMIPv6 PMA, the UE's home address and Home Agent address are needed.  In order to perform attachment procedures for a UE, the ePDG requires initial configuration.  This is a distinct problem to that of bootstrapping the UE's state.  Wherever the determination of the UE’s home address and home prefix occurs, the Home AAA Server shall obtain this information.  The procedure by which the Home AAA Server is informed of address assignment is FFS.

The ePDG must select the appropriate SAE GW to access over S2b.  The Home AAA Server enables this selection by providing the appropriate Home Agent to the PMA, corresponding to the UE’s NAI. This configuration can be obtained over Wm* by means of a simple exchange of a request and answer using Diameter, applying exchanges described in [draft-ietf-mip6-radius-01].






These procedures support the roaming case as well.








In this case, the exchanges defined in [draft-ietf-mip6-radius-01] between the ePDG and th e3GPP AAA Proxy require further interaction with the 3GPP AAA Server over the Wd* interface.  This could be achieved if the 3GPP AAA Proxy operates as a Diameter Relay Agent. [RFC 3588]

3. Proposal

Add the following references to Section 2 of 23.402:
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Add the following text to Section 5.5.1 of 23.402:

5.5.1
SAE-GW Selection and IP address allocation

<This section specifies selection of SAE-GW for PDN access and allocation of IP address applied when connecting non-3GPP accesses to the SAE core as part of  Session Management. >

Editor’s note: Initial attach will be covered in this section.

For the ePDG to serve as a PMIPv6 PMA, the UE's home address and Home Agent address are needed.  In order to perform attachment procedures for a UE, the ePDG requires initial configuration.  This is a distinct problem to that of bootstrapping the UE's state.  Wherever the determination of the UE’s home address and home prefix occurs, the Home AAA Server shall obtain this information.  The procedure by which the Home AAA Server is informed of address assignment is FFS.

The ePDG must select the appropriate SAE GW to access over S2b.  The Home AAA Server enables this selection by providing the appropriate Home Agent to the PMA, corresponding to the UE’s NAI. This configuration can be obtained over Wm* by means of a simple exchange of a request and answer using Diameter, applying exchanges described in [draft-ietf-mip6-radius-01].






These procedures support the roaming case as well.







In this case, the exchanges defined in [draft-ietf-mip6-radius-01] between the ePDG and the 3GPP AAA Proxy require further interaction with the 3GPP AAA Server over the Wd* interface.  This could be achieved from ePDG in the VPLMN if the 3GPP AAA Proxy operates as a Diameter Relay Agent. [RFC 3588]
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