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Abstract of the contribution:

This paper adds the procedure for initial network attach over S2a interface. This document deals only with the non-roaming scenario.

Discussion

This proposal specifies a procedure for attachment to the SAE network from a trusted non-3GPP network over S2a.  The termination point of the S2a interface is described so that context transfer will be possible during subsequent handover or service activation procedures.

We propose to add the following changes to 3GPP TS 23.402.
*** Start of  Proposed Change***
3.3
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [x] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [x].

Abbreviation format

<ACRONYM>
<Explanation>

 N3PTP: Non-3GPP Protocol Termination Point is the logical functionality and NOT a physical entity within trusted non-3GPP access system interworking with the SAE Network. The functionality defines the state and the context and the Non-3GPP SDOs are  expected to map this functionality to different physical/functional entities depending on the access system.
4.2.1
Non-Roaming Architecture

[image: image1]
Figure 4.2.1-1. Non-Roaming Architecture for non-3GPP Accesses within SAE

5.5.1
SAE-GW Selection and IP address allocation

<This section specifies selection of SAE-GW for PDN access and allocation of IP address applied when connecting non-3GPP accesses to the SAE core as part of  Session Management. >
Editor’s note: Initial attach will be covered in this section.

Initial network attach and network selection procedures are carried out as described in section “Network Discovery and Selection”.
5.5.1.x 
Initial Attach on S2a

This section is related to the case when the UE powers-on in a trusted network and connects to the SAE network via S2a interface. Section 5.5.1.X.1 describes the case when network based mobility management mechanism is used over S2a.

5.5.1.x.1
Initial Attach procedure with PMIPv6 for non-roaming scenario

In the non-roaming case, PMIPv6 [8] is used to setup a PMIP tunnel between the N3PTP and the PDN SAE GW.  It is assumed that Proxy Mobility Agent (PMA) is located within N3PTP.  The user plane connectivity between the UE and the N3PTP provides a point-to-point link between the UE and the PMA functionality on the N3PTP.
Note: N3PTP (Non-3GPP Protocol Termination Point) is a logical function which terminates the S2a protocol. It is NOT a physical entity and the individual functions of N3PTP shall be mapped to physical/functional entities within non-3GPP domain by the respective SDOs. The N3PTP may have state and behaviour associated. The need for defining a logical function is that in order to achieve smooth handover, transfer context state may be needed.


[image: image2.emf]
1)
UE attaches to the N3PTP access using the access specific procedures. User can be authenticated and access to the network authorized during the same procedure.

2)
UE requests for IP address to be allocated. This can be part of Attach procedure (step 1) or an independent procedure for eg. DHCP.

3) 
The N3PTP sends the Proxy BU message to the PDN SAE GW.  The proxy binding update message shall be secured.


Editor’s note: How PDN SAE GW is resolved is  FFS. 


Editor’s note: How the Proxy Binding Update message is secured is FFS.
4)   The PDN SAE GW processes the Proxy BU and creates a binding cache entry for the UE after allocating an IP address for the UE.  The PDN SAE GW then sends a proxy binding ack to the N3PTP, which includes the allocated IP address.


Note: If UE requests for both IPv4 and IPv6 addresses, both are allocated.  If the UE requests for only IPv4 or IPv6 address only one address is allocated accordingly.


Editor’s note: Whether the PDN SAE GW should inform the 3GPP AAA server/HSS that it is serving the UE is FFS.  It is FFS which entity stores the allocated PDN SAE GW IP Address.
5)    The IP address is allocated to the UE. This procedure can be part of the access attach procedure or part of the independent procedure.
IP connectivity between UE and PDN SAE GW is now setup.  
****End of Proposed Change****
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