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This contribution proposes the allocation of PCEF functionality in case of IETF based S5/S8 interfaces and non-3GPP access.

1  Introduction

The SAE overall QoS concept is described in TS 23.401 and defines the SAE bearer as a logical aggregate of one or more Service Data Flows (SDFs) [TS 23.203] running between a UE and a PDN SAE-GW. TS 23.401 further details the SAE bearer for GTP based S5/S8 interfaces similar to GPRS with a GTP tunnel per SAE bearer running over S5/S8. This implies that all PCEF functionality is allocated to the PDN SAE GW. 

This contribution argues that this allocation is not applicable to IETF based S5/S8 interfaces nor to non-3GPP access and proposes to describe the PCEF in TS 23.402 as a distributed function between Serving SAE GW and PDN SAE GW in case of LTE access with IETF based S5/S8 and between non-3GPP access and PDN SAE GW in case of non-3GPP access.
2  Discussion
The PCEF encompasses SDF detection, policy enforcement including triggering of control plane session management and flow based charging functionality. The policy enforcement functionality consists per TS 23.203 clause 6.2.2.1 of:

1. Gate enforcement per SDF

2. QoS enforcement at two levels:
  a) PCC rule QoS enforcement per SDF,
  b) IPCAN bearer QoS enforcement including the mapping of one or more SDFs on a bearer and the
    triggering of control plane bearer management.
We would like to observe that the notion of an SDF is associated with a service request that is passed from an AF to the PCRF over Rx. Multiple sequential AF service requests may require SDFs of the same QoS class and these SDFs can be aggregated on the same bearer. This mapping of multiple SDFs on a single bearer does appear to be specific for NW initiated QoS. For UE initiated QoS or in a deployment without PCRF that relies on pre-established PCC rules in the PCEF, there is no AF service that is associated with a bearer. For the latter cases the mapping of ‘SDF’ to bearer is one-to-one.

In Rel-7 the PCEF is allocated to the IPCAN Gateway, e.g. the GGSN in the GPRS case and PDG in the WLAN case. In the SAE system we have multiple gateways, including non-3GPP gateways, so the question arises how to allocate the PCEF functionality listed above to the different gateways. For this allocation we can group the PCEF functionality in two categories: 

1. functions that operate at the SDF level, which are all functions except 2.b)

2. functions that operate at the bearer level, which are the functions under 2.b)

In the following we discuss the allocation of these two categories in the SAE architecture of TS 23.402.

SDF policing and charging functionality

In case of roaming with home routed traffic the home operator will want to have full control over policing and charging at the SDF level, so this functionality has to reside in the PDN SAE GW. Also in the non-roaming case should this functionality reside in the PDN SAE GW, so that policy and charging at the SDF level can be applied at the network edge. This also enables QoS enforcement on the S5/S8 interface per SDF, e.g. DiffServ marking at the transport layer and possibly admission control at the transport layer. 

In case of roaming, the visited operator may want to apply his own policies and flow measurements for charging measurements. He may also want to apply his own policy for transport level QoS in the DL on S1 or S2a/b independently from the transport level QoS on S8. This requires per SDF policing and charging in the Serving SAE GW, and this functionality should therefore be optional for the Serving SA GW.

Bearer binding and QoS management functionality

In case of IETF based S5/S8 there is no notion of a tunnel per bearer on S5/S8, so there is no need for the PDN SAE GW to have knowledge about the SAE radio access bearers over which the SDFs will be carried. Hence there is no need to allocate the functionality of binding SDFs to access bearers to the PDN SAE GW. To do so would unnecessarily complicate the PDN SAE GW, because it would have to perform the mapping of SDFs to an bearer, trigger bearer management and maintain bearer state, whilst the Serving SAE GW would have to map this information on the S11 interface towards the MME. It is not only much more efficient to allocate the functionality of binding SDFs to access bearers to the Serving SAE GW, but this has the added advantage that it provides the capability to support Service Aware Roaming. For the roaming case it is already indicated in TS 23.402 that the QoS rules are provided to the Serving SAE GW via the S7 interface from the vPCRF, so the Serving SAE GW already has the task to perform bearer binding and QoS management in the roaming case. Similarly, the QoS rules could be provided directly to the Serving SAE GW or could be relayed by the PDN SAE GW to the Serving SAE GW in the non-roaming case. 

Equally, for non-3GPP access there is no reason for an SAE gateway to be aware of the possible aggregation of SDFs on a non-3GPP radio bearer, nor should a non-3GPP access system have to support any other QoS control interface than Gx. It is the latter interface that is identified in TS 23.203 annex A as the interface to the PDG and in annex D.2 as the interface to the WiMAX IPCAN. We see no reason to change the Rel-7 allocation of bearer binding and QoS management for Rel-8, because compatibility can be easily achieved if the Serving SAE Gateway relays the QoS rules across the S2a/b reference point to the non-3GPP access gateway or if there is a direct S7 interface with the PCRF.
PCRF-proxy functionality

It has been agreed at the previous meeting that ‘in the non-roaming case, there shall be only one S7 interface defined for transfer of policy and charging rules, common to both S5 variants’. This requires PCRF-proxy functionality in the PDN SAE GW in order to relay the QoS rules to the Serving SAE GW or non-3GPP access and consolidate the response towards the PCRF. This is illustrated in Figure 1.
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Figure 1 - PCRF-proxy functionality in the non-roaming case
The agreed commonality for S5 variants does however create a difference between S5 and S8, whereas the agreed architecture is based on commonality between the roaming and non-roaming architectures. If S9 is used to convey QoS information between a hPCRF and a vPCRF as illustrated in figure 2, then S8 does not have to transfer this information and the PDN SAE GW doesn’t need PCRF-proxy functionality. In case of roaming the vPCRF has to be able to support coordination of the QoS info that is sent to the vPCRF across S9 and to the PDN SAE GW across S7. In addition, the vPCRF will have to support relocation of the Serving SAE GW. And since S7 has to support GW relocation, the vPCRF may as well provide a direct S7 interface to the ePDG and to a trusted non-3GPP access domain. As far as the non-3GPP access is concerned, the QoS management interface remains the same as when the Serving SAE GW would implement PCRF-proxy functionality.

Considering the required PCRF functionality in the roaming case, there is no reason why this capability should not be used in the non-roaming case. This would avoid the need to specify PCRF-proxy functionality specifically for the non-roaming case with IETF based interfaces.
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Figure 2 - PCRF-proxy functionality in the roaming case

Faced with two conflicting agreements (support of S9 in the roaming case and one S7 interface in the non-roaming case) we believe that it would be premature to specify PCRF-proxy functionality for the PDN SAE GW and the Serving SAE GW (in order to support non-3GPP access in the roaming case). SA2 should first endorse the requirement for S9 support in Rel-8, but this is outside the scope of this contribution. We propose to leave the need for PCRF-proxy functionality FFS until support for S9 has been confirmed.
3.  Proposal

Based on the analysis above we propose the following allocation of PCEF functionality in TS 23.402:

The policing and charging functionality for SDFs:

· shall be implemented in the PDN SAE GW

· may be implemented in the Serving SAE GW

The binding of SDFs to Access Bearers and the QoS management functionality:

· shall be implemented in the Serving SAE GW for 3GPP access with IETF-based S5/S8

· shall, if applicable to a non-3GPP access, be implemented in the non-3GPP access 

The following text changes are proposed for TS 23.402 v.0.2

************* first modifications****************

4.4.3 
SAE GW

4.4.3.1 
General

Two logical SAE GWs exist:

· Serving SAE GW

· PDN SAE GW

The functional split of PDN SAE GW and serving SAE GW is described in TS 23.401 Error! Reference source not found..

4.4.3.2 
Serving SAE GW

The functionality of the serving SAE GW is described in TS 23.401 Error! Reference source not found.. In addition to the functions described in TS 23.401 Error! Reference source not found. the Serving SAE GW includes the following functionality:

· for the case of roaming when the non-3GPP IP accesses connected to the VPLMN, the function of a local non-3GPP anchor.  
· Bearer binding (SDFs to access bearers) and QoS management as specified in TS 23.203

· optionally SDF policing and charging functionality as specified in TS 23.203

  Note: 
The need to support PCRF-proxy functionality to relay S7 information elements towards non-3GPP accesses is FFS
4.4.3.3 
PDN SAE GW

PDN SAE GW functionality is described in TS 23.401 Error! Reference source not found.. In addition to the functions described in TS 23.401 Error! Reference source not found., the PDN SAE GW functions includes user plane anchor for mobility between 3GPP access and non-3GPP access.
The PDN SAE GW does include SDF policing and charging functionality, as in the case of GTP-based S5/S8, but it does not include the functionality of binding SDFs to access bearers as this functionality is allocated to the Serving SAE GW.
  Note: 
The need to support PCRF-proxy functionality to relay S7 information elements towards the Serving SAE GW and  non-3GPP accesses is FFS
************* second modifications****************

4.5
Reference Points

4.5.1 
List of Reference Points

S7:
It provides transfer of (QoS) policy and charging rules from PCRF to the PDN SAE GW and the Serving SAE GW. . 
************* end of modifications****************
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