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1 Abstract of the contribution
This paper is intended to study the impacts of the One Tunnel Gn-Proxy solution to the terminal architecture. It  shows that the impacts to the terminal are limited as they consist in adding an applicative layer without any impact on the existing GPRS/UMTS layers.
2 Proposed text
The One Tunnel Gn-Proxy solution terminal architecture impacts are shown with TS 24.007 specification [1] and standardised reference points. There are no modifications to existing blocks or interfaces. 
The main aspects related to protocols and functional blocks in the UE are the following:

1- Transport layers (IPsec/IP/L2/L1) are kept unchanged;

2- R6 WLAN  Interworking protocols for authentication and security are kept unchanged;

3- There is no impact to 3GPP NAS and AS layers.  The new access mode switch is located under application IP layer and switches between I-WLAN mode and GPRS/UMTS mode.  There is no impact on GPRS/UMTS protocol stacks and all the enhanced I-WLAN procedures are transparent to these protocol stacks. 

4- Introduction of specific layers for I-WLAN mode: W-SM and TCP [2] layers for signalling plane, IETF GRE [3] tunnelling for user plane. 

The following figure shows the terminal architecture for PS domain for a multimode terminal.  

The yellow color represents the parts that already exist in R6 I-WLAN and used without modification. 
The blue color represents the parts that are new for One Tunnel Gn-Proxy solution. 
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Figure x: Multimode UMTS-PS/GPRS/I-WLAN terminal architecture
WLAN Access mode switch

WLAN Access Mode Switch is located at RAB-SAP/SN-SAP(xn) applicative interface for user plane and SMREG-SAP applicative interface for control plane, which are kept unchanged.  It switches the mode between I-WLAN and 3GPP.  It performs the following functionalities: 

· Interfaces I-WLAN specific signalling stack W-SM/TCP/IP via the new WSMREG-SAP interface for the control plane, and via the new interface WRAB-SAP for the user plane.

· Handles packet handover (WLAN mode switching) and multiplexes requests based on the current mode (switching between the application signalling at upper SMREG-SAP and either GSM/UMTS SMREG-SAP or the new WLAN SMREG-SAP). This is transparent to the signalling transferred in GPRS/UMTS-PS mode. 
· Switches the user plane data between Application SN-SAP/RAB-SAP and either GPRS/UMTS-PS SN-SAP/RAB-SAP or WLAN RAB SAP.
W-SM (WLAN packet session management)
W-SM in the UE terminates the Session Management signalling protocol for I-WLAN. Its peer entity is in the TTG.  It is in charge of managing/maintaining PDP contexts with the Session Continuity Manager. This is independent from 3GPP NAS layers.
It is supported over TCP [4] that maintains a connectivity between the UE and the network, allowing to split the TTG into separate Security Gateway and W-SM termination physical nodes: the SeGW terminates the IPsec tunnel, whereas the W-SM terminates TCP and can use e.g. a keep alive mechanism.

User Plane tunneling
The user plane data is sent to a new interface from I-WLAN access mode switch to be tunneled over IP.  The tunnel is necessary to identify the flow inside the IPsec tunnel.  This identification may be achieved by the tunneling protocol (e.g. IETF GRE [3]) or by the flow identification at the IP layer.  Details are FFS.

3 Proposal

It is proposed to include the above text in the Technical Report in the subsection “One Tunnel Gn-proxy solutions” of section 6.1 “Solutions”. 
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