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Abstract of the contribution: This paper proposes a description of mobility procedures for the TR section “Solutions”.  Mobility procedures provide seamless mobility between 3GPP-WLAN Interworking and 3GPP Systems, for WLAN Interworking reusing the GGSN deployments. 

This paper describes the PDP context related procedures for I-WLAN Mobility: PDP context activation, PDP context de-activation and PDP context handover depending on the current RAT.

For each procedure, this paper depicts: The role of the Session Continuity Manager and the usage of the specific PCO containers (PCO IE already exists in 24.008 SM messages).

1
Proposed text

6.x.x
One Tunnel Gn-Proxy solution: decription of mobility procedures

6.x.x.1
Handover mechanisms 

As described in “Mobility concepts”, this handover mechanism addresses the Mobile operators that reuse the GGSN deployments to implement the PDG functionality as described in TS 23.234 annex F (normative). 

The mobility mechanism consists in a make-before-break handover  by establishing a second leg in the new RAT, switching the leg by the GGSN then releasing the first leg in the old RAT.

The GGSN is kept as a user plane anchor point even though the user moves between 3GPP and WLAN coverage.

To supply the mobility between WLAN Interworking and GERAN/UTRAN, the Session Continuity Manager (SCM) is introduced and it acts as an anchor point for control plane. This node is in charge of storing the context of the UE  (such as the attached GGSN address) and to update the PDP context when the user changes of system coverage. 
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Figure 1: Handover mechanism for I-WLAN/3GPP Mobility
The establishment of the legs (bearers) is performed via a NAS Session Management protocol,  between UE and TTG (W-SM) or SGSN based on TS 24.008 messages: Activate PDP Context, Modify PDP Context, Deactivate PDP Context.

When a UE setups the first connection for a given APN, the access node (SGSN or TTG) chooses a Session Continuity Manager according to its own criteria (DNS query) and sends a create PDP context request message to the Session Continuity Manager. Then, the Session Continuity Manager forwards this request to the GGSN; but before, it replaces the control plane address of the SGSN or TTG by its own. The IP address of the Session Continuity Manager is returned to the UE in the accept message, thanks to the Protocol Configuration Option field
 that contains the SCM-ADDR container.

6.x.x.2
First PDP context activation on the GERAN/UTRAN side

The current Radio Access in use is GERAN (or UTRAN) and the UE is attached. The scenario below resumes the first activate PDP context procedure:

1. The UE sends to the SGSN, Activate PDP context request as defined in 3GPP TS 24.008. This PDP context has not yet been activated on any access, and so no “SCM_ADDR container” is set in the Protocol Configuration Options (PCO) field.

2. Since the SGSN is unchanged, it processes Activate PDP context request as defined in 3GPP TS 23.060 and 3GPP TS 29.060. The APN resolution provides the SGSN with a list of IP addresses of Session Continuity Managers. The SGSN sends a Create PDP context request to a selected Session Continuity Manager. 

3. The Session Continuity Manager receives the Create PDP context request without SCM_ADDR container within the PCO information. So, the Mobility Manager creates a “PDP context” and among others:

· It stores the parameters related to the Gn signaling (IP address of SGSN and TEID for signaling), as well as the source IP address of the received request, in GERAN/UTRAN Termination;

· It allocates a TEID for GTP signaling for the Network Termination.

Then a DNS query may take place to translate FQDN (APN) into a GGSN IP address, replaces the received IP address and the TEID for GTP-C (signaling) with those of the SCM Network Termination.  The IP address and TEID for GTP-U (user plane) remain those provided by the SGSN because the Session Continuity Manager is never involved in the User Plane.

4. The GGSN processes Create PDP context request as defined in 3GPP TS 23.060 and 29.060.

5. Upon receiving the response from the GGSN, the Session Continuity Manager: 

· Stores the IP address and the TEID for GTP-C (signaling) of the GGSN.

· Sends back to the SGSN a Create PDP context response with its own TEID and IP address for control plane and GGSN TEID and IP address for user plane

· Creates a Protocol Configuration Options field or appends to the existing Protocol Configuration Options field a SCM_ADDR container set with SCM IP address.
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The SGSN returns to the UE, Activate PDP context accept. The UE has to store the IP address of the Session Continuity Manager for the next handover.

6.x.x.3
First PDP context activation on the I-WLAN side

The current Radio Access in use is WLAN and the UE successfully performed an IPSec Tunnel establishment
 with the TTG. This scenario below resumes the first PDP context activation procedure:

1. The UE sends to the TTG an Activate PDP context request. This PDP context has not yet been activated on any access, and so no “SCM_ADDR container” is set in the Protocol Configuration Options (PCO) field. A GRE “key” (tunnel id) is allocated by the UE for user plane downlink traffic and provided within the request.
2. Upon the reception of the Activate PDP Context Request, The serving TTG performs the User Authorization for that APN. Then the TTG initiate a Create PDP Context Procedure. The APN resolution provides the TTG with a list of IP addresses of Session Continuity Managers. The TTG sends Create PDP context request to a selected Session Continuity Manager. 

3. The Session Continuity Manager receives the PDP Context Creation Request without SCM_ADDR container within the PCO information, then it creates a PDP context and among others:

· It stores the parameter related to the Gn signaling (IP address of TTG and TEID for signaling);

· It allocates a TEID for GTP signaling for the Network Termination. 

After, a DNS query may take place to translate FQDN (APN) into a GGSN IP address. Then, the session Continuity Manager sends Creates PDP context request to the GGSN with the IP address and TEID for GTP-U (user plane) provided by the TTG and its IP address and the TEID for GTP-C (signaling). 

4. The GGSN processes Create PDP context request as defined in 3GPP TS 23.060 and 29.060: it returns Create PDP context response to the Session Continuity manager.

5. The Session Continuity Manager stores the IP address and the TEID for GTP-C (signaling) of the GGSN. The Session Continuity Manager sends back to the TTG, a Create PDP context response but:

· Replaces the control TEID and IP address of the GGSN by its own control TEID and IP address,

· Creates a Protocol Configuration Options field or appends to the existing Protocol Configuration Options field a SCM_ADDR container set with the Session Continuity Manager IP address.
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At the end of the procedure, the TTG returns an Activate PDP context accept including the new IP address of Session Continuity Manager in the SCM_ADDR container in the PCO field as received as well as the “ GRE key” and IP address of its selected GRE tunnel for uplink traffic. 

6.x.x.4
Handover from WLAN to GERAN/UTRAN 

The UE has an active PDP context. A handover procedure is initiated on the UE side due to some radio environment-based trigger. The following flow chart describes how active PDP contexts are maintained in a seamless manner. 

1. The UE sends to the SGSN Activate PDP context request. It inserts SCM_ADDR container received on the previous PDP context activate response, in Protocol Configuration Options. 

2. The SGSN sends Create PDP context request to Session Continuity Manager. The destination IP address of this request is found thanks to DNS query on the APN. The APN resolution provides the SGSN with a list of IP addresses of Session Continuity Manager. The SGSN may select an “interim” SCM that is in charge of reading the SCM_ADDR and relays the request to the SCM specified in the SCM_ADDR.

3. The Session Continuity Manager selected by the SGSN, receives Create PDP context request, gets the IP address of the Session Continuity Manager thanks to the Protocol Configuration Option field that contains the SCM_ADDR; then it forwards
 the Create PDP context request toward this Session Continuity Manager. 

4. The Session Continuity Manager anchor retrieves the PDP context (based on IMSI and NSAPI values), registers the parameters related to the Gn signalling (IP address of SGSN and TEID). The Session Continuity Manager sends Updates PDP context request to the GGSN with the IP address and TEID for GTP-U (user plane) provided by the SGSN. 

5. Then, GGSN processes Update PDP context request as defined in 3GPP TS 23.060 and sends an Update PDP context response. Now, the downlink traffic is sent to the SGSN.

6. The Session Continuity Manager sends back to the SGSN Create PDP context response with its own TEID and IP address for control plane and GGSN TEID and IP address for user plane.

7. The SGSN returns to the UE Activate PDP context accept.
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6.x.x.5
Handover from GERAN/UTRAN to WLAN

The handover procedure is initiated on the UE side due to some radio environment-based trigger. If the UE has an active PDP context, the following flow chart describes how active PDP contexts are maintained in a seamless manner:

1. At first, the UE performed an IPSec Tunnel establishment
 with the TTG if it does not exist. 
2. The UE sends to the TTG Activate PDP context request with IP address of the Session Continuity Manager in “SCM_ADDR container” set in the Protocol Configuration Options (PCO) field. A GRE “key” (tunnel identity) is allocated by the UE for user plane downlink traffic and provided within the request.
3. Upon the reception of the Activate PDP Context Request, The serving TTG performs the User Authorization for that APN. Then, the TTG initiates Create PDP Context Procedure. The TTG gets IP address of anchor thanks to SCM_ADDR, and sends Create PDP context request to the Session Continuity Manager. 
4. The Session Continuity Manager retrieves the PDP context (based on IMSI and NSAPI), stores the parameters related to the Gn signalling (IP address of TTG and TEID). Then, it sends Update PDP context request to the GGSN with the IP address and TEID for GTP-U (user plane) provided by the TTG. 
5. The GGSN processes Update PDP context request and returns Update PDP context response. Now, the downlink traffic is sent to the TTG.
6. The Session Continuity Manager sends back to the TTG, Create PDP context response with its own TEID and IP address for control plane and GGSN TEID and IP address for user plane.
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The TTG returns Activate PDP context accept included the GRE key and IP address of its selected GRE tunnel (uplink traffic), towards the UE.

6.x.x.6
PDP context de-activation on the GERAN/UTRAN side

The UE proceeds with the deletion of the PDP context as defined below:

1. Since the PDP context is active on the GERAN/UTRAN side only, the UE initiates Deactivate PDP context request towards the SGSN as defined in 3GPP TS 24. 008.

2. Since the SGSN is unchanged, it processes the de-activate PDP context request as defined in 3GPP TS 23.060 and 3GPP TS 29.060: it sends Delete PDP context request to the Session Continuity Manager.

3. The SCM receives the Delete PDP context request, retrieves the PDP context parameters and initiates Delete PDP context request towards the GGSN.

4. Since the GGSN is unchanged, it processes Delete PDP context request as defined in 3GPP TS 23.060 and 3GPP TS 29.060: it sends Delete PDPD context response to the SMC.

5. The SCM forwards Delete PDP context response towards the SGSN and releases all the resources related to this PDP context.

6. The SGSN sends De-activate PDP context response to the UE.
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6.x.x.7
PDP context de-activation on the WLAN side
The UE proceeds with the deletion of the PDP context as defined below:

1. Since the PDP context is active on the WLAN side, the UE sends Deactivate PDP context request to the TTG.

2. The TTG retrieves the PDP context then sends Delete PDP context request to the Session Continuity Manager.

3. The SCM receives the Delete PDP context request and initiates Delete PDP context request towards the GGSN.

4. Since the GGSN is unchanged, it processes Delete PDP context request as defined in 3GPP TS 23.060 and 3GPP TS 29.060: it sends Delete PDP context response.

5. The SCM forwards Delete PDP context response towards the TTG and releases all resources related to this PDP context.

6. The TTG sends De-activate PDP context response to the UE.

7. If the GERAN/UTRAN Access Termination was still active, the SCM sends Delete PDP Context Request to the SGSN. 

8. The SGSN returns Delete PDP Context Response to the SCM. 
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5 Conclusion and proposal

It is proposed to include the above proposed text in the Technical Report in a new sub-section  “One Tunnel Gn-Proxy solution” of section 6.1 “Solutions”. 
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� The Protocol Configuration Options (PCO) information element may be included in the request when the UE provides the GGSN with application specific parameters; here it provides the SCM_ADDR to the Session Continuity Manager. The SGSN or TTG shall copy the content of this IE transparently from the content of the PCO IE in the Create PDP context request message or Create Secondary PDP context request.


� Upon reception of the Tunnel Establishment Request, the TTG contacts the AAA server for authentication. The AAA server uses service authorization information to start EAP procedures and establish the IPSec tunnel between the UE and the TTG.


� This behaviour takes on the first request only, the “interim” SCM is not involved in further requests, which are directly routed between SGSN and SCM anchor.


� Upon reception of the Tunnel Establishment Request, the TTG contacts the AAA server for authentication. The AAA server uses service authorization information to start EAP procedures and establish the IPSec tunnel between the UE and the TTG.
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