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1 Abstract of the contribution
This paper describes the mobility principles of the One Tunnel Gn-Proxy solution proposed for the case the PDG is split into a GGSN and a TTG. It is based on a Session Continuity Manager used as a control plane anchor, which takes benefit from the fact the WLAN and 3GPP radios of the UE are working in parallel, and on the fact the UE is always known at cell level as it always registers to the WLAN cell it is camping on.

2 Proposed text
2.1 PS mobility overview

A dual mode 3GPP-IWLAN capable terminal under WLAN coverage, has several specificities that do not exist for a GERAN/UMTS terminal:

1) The LA/RA concept used in GSM/UMTS is not needed in WLAN Interworking networks: Once authenticated under WLAN, the terminal always has an IPSec tunnel with the TTG. Therefore, it is possible to reach the terminal at cell level without any paging. 

2) Make before break handovers: WLAN and GERAN/UMTS radios can operate simultaneously. This allows for a simpler handover mechanism, which consists in establishing a second leg in the new RAT, then releasing the first leg in the old RAT.
· No need for MM/PDP context transfer from one RAT to another. 

· The two systems can remain fully independent: they can have their own radio parameters, their own security mechanisms, etc. 
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Figure 1: GGSN as anchor point in the user plane

In the proposed solution, the establishment of the legs (bearers) is performed via dedicated NAS Session Management procedures (equivalent to Activate PDP Context, Modify PDP Context, Deactivate PDP Context, etc.). They could have been established through the establishment of individual IPsec tunnels as described in TS 23.234 [2], but it is proposed to introduce a new NAS Session Management protocol (W-SM) to allow multiple sessions within a single IPsec tunnel. 
Control plane anchor (Session Continuity Manager)
To supply the mobility between WLAN Interworking and GERAN/UTRAN, the Session Continuity Manager acts as an anchor point for control plane. This node is in charge of storing the context of the UE  (such as the attached GGSN address) and to update the PDP context when the user changes of system coverage.

The control plane anchor function is independent from the user plane anchor: the control plane anchor aims to maintain UE signalling context in a central place while moving (a kind of “media GW control function”), whilst the user plane anchor, i.e. the GGSN, aims to switch the user plane (a kind of “media GW”). 
The signalling messages related to one UE are routed to the control plane anchor (called Session Continuity Manager) whatever the active UE is on 3GPP or on WLAN: the SGSN and the TTG both see the Session Continuity Manager as a GGSN; and the GGSN sees the Session Continuity Manager as a SGSN.  
It would be possible to implement Session Continuity Manager in the GGSN, but in order to avoid any changes to existing GGSN, it is possible to host the Session Continuity Manager either in the TTG’s or as standalone nodes; this is implementation dependent. 

To allow for mobility between WLAN Interworking and GERAN/UMTS, the Session Continuity Manager acts as a Gn-Proxy i.e. when the terminal activates a PDP context in the GERAN/UMTS system, the APN address resolution by the DNS causes the legacy SGSN to route the signalling messages towards a Session Continuity Manager entity. The Session Continuity Manager then routes them to the GGSN. 
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Figure 2 Mobility management in Enhanced Up solution
The Session Continuity Manager, that can be. hosted in e.g  a TTG, provides the PDP context anchor functionality for the I-WLAN capable UE while acting as a relay for the first PDP context creation of the UE that are not I-WLAN capable. From an external point of view the Session Continuity Manager is seen as a GGSN by the SGSN and the TTG, but its role is limited to the control plane only. 

Anchor PDP concept
For providing the PDP context anchor functionality, the Session Continuity Manager introduces the concept of Anchor PDP context. An Anchor PDP context is a PDP context with several GTP-C end points called “terminations”. An Anchor PDP context embeds:

· one “Access Termination” per access technology. For the case of the WLAN there are two access terminations in the Anchor PDP context: 

· one for the WLAN mode. This is the GTP-C end point for signalling with the W-SM.

· one for the GERAN/UTRAN mode. This is the GTP-C end point for signalling with the SGSN.

· one “Network Termination”. It is the GTP-C end point for signalling with the GGSN. 

Anchor PDP context interface

The Anchor PDP context interfaces the SGSN, the TTG and the GGSN via Gn. However only the GTP-C part of Gn is considered since the user plane (GTP-U) is out of the scope of the Anchor PDP context.
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Figure 3 eTTG architecture
The UE W-SM termination and the Session Continuity Manager exchange information by using specific containers created in the PCO Information Element present in the signalling messages related to PDP context. The PCO IE (Protocol Configuration Options) is specified in TS 24.008 [3] to convey information from external protocols between the MS and the GGSN. The protocol configuration options information element is transparent to the SGSN. These new containers are processed by the Session Continuity Manager and, according to TS 29.060 [4], ignored by the legacy GGSNs.
The PCO container is used to exchange the Session Continuity Manager address between the UE and the Session Continuity Manager.
WLAN Access type: It is appended by the UE W-SM termination. It indicates to the Session Continuity Manager that the MS is WLAN capable and informs the Session Continuity Manager about the access PDP context that is identified by the request.

Anchor address (ANCHOR_ADDR): that container contains the IP address of the Session Continuity Manager on which the Anchor PDP context has been created (wherever GPRS/UMTS or WLAN). It is appended by the Session Continuity Manager upon the creation of the Anchor PDP context within the PDP context creation response. The UE W-SM termination is intended to store that address and to append a ANCHOR_ADDR container for each subsequent request related to that PDP address. The UE W-SM termination removes that address upon the deletion of the last PDP context related to that PDP address.

Master Termination (MASTER_REQ): the usage of this container is related to the mobility. It indicates to the Session Continuity Manager that the request comes from the MS. That container is present in modify PDP context request initiated by UE W-SM termination during a handover procedure. By the way it indicates to the Anchor PDP context the corresponding Access Termination is becoming MASTER.

Anchor PDP Context states
Below are represented

· the state of the Anchor PDP Context as seen from outside

· the Access Termination states and substates

· The Network Termination states and substates
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Figure 4 WLAN state diagram
Termination states

ACTIVE:In the ACTIVE state, the Termination (Access type or Network type) knows the remote GTP-C endpoint (IP address and a Teid). At least one PDP create procedure has been successfully processed between the Termination and the remote endpoint.

ACTIVE Access termination sub-states

An Access Termination in the ACTIVE state may be in one of the following sub states: MASTER or SLAVE. 

There is only one MASTER Access Termination per Anchor PDP. When an Access Termination becomes MASTER, the former MASTER Access Termination reverts to SLAVE role.

· MASTER (C-Plane and U-Plane ready): 

The GGSN is configured with the parameters of the remote User Plane peer entity (IP address, TEID) i.e. the user plane is ready to be used for transfer. 

· SLAVE (C-Plane ready): 

The Access Termination knows the GTP-C endpoint but has not configured the GGSN with the GTP-U endpoint parameters. The transition from SLAVE to MASTER is performed on an explicit request from the MS (Create PDPor Update PDP with Master-Req IE). In some cases, it may be possible to have an implicit transition from SLAVE to MASTER (e.g: when the SGSN requests the PDP context deletion upon the expiration of MS reachable timer).

ACTIVE Network Termination sub-states:

A Network Termination in the ACTIVE state may be in one of the following sub states

· OPERATIONAL: 

A MASTER access termination exists. 

· DEGRADED: 

No Access termination is ACTIVE any more, but the MS is not the initiator (e.g: a network failure on the access side has been detected by the SGSN or W-SM , and a delete PDP context has been triggered).The user plane switching is impossible. Nevertheless the Anchor PDP context is kept ACTIVE for a given time that should enable a re-connection of the handset. This maintains the IP address of the PDP context, and enables to recover the on going sessions. Upon a timer expiration, if no create PDP context is received from the SGSN or the W-SM, the anchor PDP context is deleted.

INACTIVE: In the INACTIVE state, the Termination does not know any remote GTP-C endpoint. A transition from the INACTIVE to ACTIVE state is always triggered by an activate PDP context request initiated from the MS.
Anchor PDP states

INACTIVE: All the terminations of the anchor PDP are INACTIVE. The Session Continuity Manager does not know the IMSI/NSAPI identifier of the PDP. The only request that can be processed for such an Anchor PDP context is a create PDP context request from a SGSN or a W-SM. All other requests are rejected with an “unknown PDP” cause.

ACTIVE: The Session Continuity Manager knows the IMSI/NSAPI identifier of the Anchor PDP context. The Network termination is ACTIVE and an IP address has been allocated by the GGSN (Dynamic PDP)

Access Termination transitions

An Access Termination performs a transition from the INACTIVE to the ACTIVE-MASTER state upon the receipt of a create PDP context (the MASTER role is implicitly requested on create PDP context). 

The transition from INACTIVE to ACTIVE at the Access Termination triggers the transition to OPERATIONAL at the Network Termination, which initiates a create or update PDP context procedure (depending on the current state of the Network Termination) with the GGSN with the user plane parameters of the MASTER Access Termination.

When a delete PDP context request is initiated by the GGSN (received on the Network Termination), all the Terminations are deleted and the Anchor PDP context enters the INACTIVE state. During the transition, a delete PDP context procedure is initiated for each ACTIVE access Termination.

When a delete PDP context request is initiated by the MS on the ACTIVE-MASTER Access Termination, all the Termination are deleted and the Anchor PDP context enters the INACTIVE state. During the transition, a delete PDP context procedure is initiated on the Network Termination as well as on the other Access Termination when ACTIVE.

When the origin of the delete PDP context request received on the ACTIVE-MASTER Access Termination is not the MS but either the SGSN or the eTTG, only the associated Access Termination is deleted (INACTIVE).

When a delete PDP context request is received on the ACTIVE-SLAVE Access Termination (initiated either by the MS or the SGSN or the eTTG), only the associated Access Termination is deleted (INACTIVE).

An ACTIVE Access Termination with the MASTER role enters the SLAVE role because of another Access Termination takes the MASTER role. While taking the SLAVE role a delete timer is started. Upon the timer expiration, the Session Continuity Manager initiates a delete PDP context to the remote end associated to the Access Termination. Then the Access Termination enters the INACTIVE state.

Note: the introduction of the timer permits to avoid signaling overloading while MS is switching back and forth between the GAN and UTRAN/GERAN.

An ACTIVE Access Termination with the SLAVE role enters MASTER upon receiving either a create PDP context or an update PDP context request. Note that in the case of the update PDP context, the PCO should explicitly contain the MASTER_REQ container.

When receiving an update PDP request without MASTER_REQ container on an access termination in ACTIVE-SLAVE state the request is processed locally; no procedure is initiated on the Network Termination. When the Access Termination is ACTIVE-MASTER, the update procedure is initiated with the GGSN by using the Network Termination.

Network Termination transition

A Network Termination performs a transition from the INACTIVE to the ACTIVE-OPERATIONAL state upon the receipt of a create PDP context from a SGSN or a W-SM:

· with an ANCHOR_ADDR container set to the IP address of that Session Continuity Manager or without ANCHOR_ADDR container, 

· and with an IMSI/NSAPI identifier unknown from the Session Continuity Manager.

A create PDP context procedure is initiated by the Network Termination with the GGSN.

An ACTIVE-OPERATIONNAL Network Termination enters the ACTIVE-DEGRADED state when all the access Terminations are INACTIVE and a timer is started. If no access termination becomes ACTIVE-MASTER back, at timer expiration the Network Termination becomes INACTIVE (it initiates a delete procedure with the GGSN).

A Network Termination in the ACTIVE state enters the INACTIVE state when receiving a PDP context delete request from the GGSN. This triggers a deletion of all the ACTIVE Access Termination too.

An update of the Network termination is processed each time a PDP context update procedure is required with the GGSN:

· Update on the ACTIVE-MASTER Access Termination,

· The MASTER role switches to another Access Termination.

An update initiated by the GGSN triggers an update procedure on the current ACTIVE-MASTER termination if any.
3 Conclusion and proposal

It is proposed to include the above text in the Technical Report in the subsection “One Tunnel Gn-proxy solutions” of section 6.1 “Solutions”. 
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