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1. Introduction
This contribution proposes the LTE attach principles into TS 23.401. As it is described in section 7.13 in TR23.882, Default SAE Bearer is established at LTE attach in order to provide “always-on IP connectivity for UE/users”. However the attach principles and procedures to connect default IP access service, has not been decided yet. 
2. Discussion

In LTE, the default IP access service including the establishment of the default SAE Bearer is done as part of the attach procedure. The following is the extraction from TR23.882. 

7.9.1
Description of Key Issue – Default IP Access Service

…..
The Default IP Access Service is established for a UE immediately after the subscriber has been authenticated and authorized by the network. The Default IP Access Service provides the UE with Ipv6 and/or Ipv4 connectivity to operator services, other Ues, private IP networks, or the Internet. The Default IP Access Service supports mobility of the terminal.

The Default IP Access Service includes the establishment of the default SAE Bearer as part of the attach procedure. Optionally, the establishment of one or more dedicated SAE Bearers may be triggered by the completion of the attach procedure. The establishment of these additional bearers is determined by operator policy and may be based on subscription information.
7.13.1
Description of Network Attachment

A UE/user needs to register with the network to receive services that require registration. This registration is described as Network Attachment. The always-on IP connectivity for UE/users of the SAE system is enabled by establishing a basic IP bearer during Network Attachment.　…….
In order to establish the default SAE bearer, the core network entities, which are in charge of SAE bearer establishment (e.g. MME, Serving SAE GW, PDN SAE GW), have to resolve the APN for the default SAE bearer. As default IP service is assumed to be different per user, the APN should be informed from UE or retrieved from HSS/AAA.
1) Inform the APN from UE
(a) Inform APN included in attach request
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(b) Inform APN after attach procedures
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figure1.b

2) Retrieve the APN from HSS/AAA
- HSS/AAA stores the default APN information for the subscriber
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figure2. 
There are concerns in “(1) Inform the APN from UE”. If APN is informed in attach request, the APN is sent in the insecure situation. And if APN is sent from UE after attach procedures, it is similar to being executed GMM and SM procedures step by step, and it takes long time to complete the network attachment.
However in case “(2) Retrieve the APN from HSS/AAA”, as HSS/AAA stores the default APN information of the subscriber, UE does not need to send APN including in attach request. The information is securely retrieved and default SAE bearer is established at the time of the attach. 
note: The SAE bearer information (e.g. APN, UE IP address, SAE Bearer ID) is informed to UE for sending the user packets with the default SAE bearer, as it is described in section 7.13.2 Solution for Key Issue Network Attachment in TR23.882.
This procedure also has the advantages when a subscriber establishes multiple default SAE bearers, as it is possible to establish multiple bearers with only one attach request (figure3.).
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figure3.
NTT DoCoMo believes in order to realize the quick and secure LTE attach, the APN for default SAE bearer is stored in HSS/AAA and is retrieved at the time of LTE attach.
3.  Proposal
If the discussion above is agreed, NTT DoCoMo would like to add the following principle and procedure in section 5.3 in TS23.401
======Proposed Change====
5.3
Authentication, Security and Location Management

5.3.X Description of Network Attachment
In order to establish the default IP access service connection quickly and securely, HSS/AAA maintains the APN information for default IP access service instead of the UE providing the APN information with the NAS signalling during the attach procedure. The APN information for default IP access service will be informed to the UE together with the SAE bearer information (e.g. UE IP address, SAE Bearer ID) when the attach procedure has completed. 
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