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1 Introduction
In S2#56bis [1] has been agreed that defined the default IP service as:

“The Default IP Access Service includes the establishment of the default SAE Bearer as part of the attach procedure. Optionally, the establishment of one or more dedicated SAE Bearers may be triggered by the completion of the attach procedure. The establishment of these additional bearers is determined by operator policy and may be based on subscription information.”
This contribution provides the signalling flow of the initial attach procedure when the establishment of the default IP service consist of the establishment of a number of dedicated bearers together with the default SAE bearer.

2 Establishment of the Default IP Service

The Default IP Access Service includes the establishment of the default SAE Bearer as part of the initial attach procedure. Optionally, the establishment of one or more dedicated SAE Bearers may be triggered by the completion of the attach procedure. The establishment of these additional bearers is determined by operator policy stored in the PCRF and may be based on subscription information.
The following flow shows the example case that the default IP service consists of 3 SAE bearers.
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Figure 1: Establishment of the default IP service including the default SAE bearer and a number of dedicated SAE bearers
1. The UE sends the initial attach request which indicates the APN that it requires connection

2. The MME triggers the UE’s authentication with the HSS

3-6. The UE’s location is updated in the HSS and/or the UE’s details are inserted

7. The MME sends the Create Bearer Request to the Serving SAE GW to setup the default IP service

8. The Bearer Request is forwarded to the appropriate PDN-Access SAE GW indicated by the APN
NOTE: In case the S-SAE GW and P-SAE GW are collocated in the same physical node in the single SAE GW configuration option this message is not necessary.

9. The PDN Access SAE GW downloads the UE’s policy information from the PCRF including the description of the default IP service. This includes information regarding the dedicated SAE bearers that would have to be setup in parallel in addition to the default SAE bearer.

10. The PDN Access SAE GW sends the bearer response to the S-SAE GW which includes the IP configuration and QoS information for the SAE bearers that will be setup and the Uplink Packet Filters (UL-PFs).

NOTE: Depending on whether the S5/S8 is based on GTP or IETF-protocols this message may be implemented with a single or multiple protocols.

11. The Serving SAE GW responds to the MME sending the IP configuration, QoS information and the UL-PFs for the number of SAE bearers that will be setup.

12. The MME sends to the eNodeB the QoS information for the SAE bearers, in addition to the User Plane and RRC keys. The QoS information will include the mapping between the S1 GTP-u Tunnel Endpoint Indentifiers and QoS settings (e.g. Label, GBR/non-GBR) of the different SAE bearers are part of the default IP service. 
13-15.The eNodeB configures the necessary radio bearers with RRC signalling corresponding to the number and QoS information of the SAE bearers that correspond to the default IP service for this particular UE.

NOTE: The Radio Bearer configuration for the entire set of Radio Bearer configuration may be possible to be performed with one signalling message. It depends on the semantics of the RRC protocol and is FFS.

16. The eNodeB responds to the MME acknowledging the establishment of Radio Bearers and provides the information for the Serving SAE GW.

17. The MME acknowledges the Access Bearer establishment to the Serving SAE GW.

18. The MME sends the Attach Accept including the IP configuration options and UL-PFs for the SAE bearers that have been established.

19. The UE acknowledges and completes the Attach procedure. 
3 Proposal

It is proposed to add the following sub-section under 5.4 of 3GPP TS 23.401 with the title “Establishment of the default IP service”, which is going to include the content of section 2.
4 References

[1]. “Support of QoS differentiation between several parallel SAE bearers”, S2-071061, T-Mobile, Ericsson, Nokia
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