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Abstract of the contribution: Proposes IP address allocation methods to SAE bearers.
Introduction

The SAE bearers (for both GTP- and IETF-based S5/S8) require an IP address in a similar manner as the GPRS PDP contexts. The TS 23.060 define the GPRS PDP contexts related address assignment principles in high level. These principles use various IETF protocols defined for this purpose. They comprise the following possibilities for SAE bearer address allocation: 
· Permanent HPLMN allocated address

· Dynamic HPLMN allocated address (allocated at bearer activation)

· Dynamic VPLMN allocated address (allocated at bearer activation)

· Permanent or dynamic external PDN operator or administrator allocated address

TS 29.061 further define the protocol aspects of these address assignment procedures for GPRS. 

This contribution proposes that these high level principles defined in IETF and used for GPRS are to be re-used for SAE bearers and added to TS 23.401 sub-clause “5.4. Session Management, QoS and interaction with PCC functionality” with one exception. This exception would be that both IPv4 and IPv6 addresses can be allocated for one SAE bearer context to allow the context to be used for both IPv4 and IPv6 purposes. This would simplify the bearer model and decrease the number of needed bearers. In addition, the contribution proposes to add “IP address allocation” to PDN SAE GW functions in sub-clause 4.4.3.3.
The details of these principles are FFS. The TS 23.060 and TS 29.061 can be used as basis but some modifications are likely. 

Proposal 

Proposed amendments to TS 23.401
*** Start of 1st change ***
4.4.3.3
PDN SAE GW

The PDN SAE GW is the SAE gateway which terminates the SGi interface towards the PDN. 

If a UE is accessing multiple PDNs, there may be more than one PDN SAE GW for that UE.

PDN SAE GW functions include:

· Policy Enforcement

· Per-user based packet filtering (by e.g. deep packet inspection)

· Charging Support

· Lawful Interception
· IP address allocation
*** End of 1st change ***

*** Start of 2nd change ***
5.4.x
Static and Dynamic IP Addresses
One of the following ways shall be used to allocate the SAE bearer IP address for the UE: 
a) the HPLMN allocates the IP address permanently to the UE (static address);
b) the HPLMN allocates the IP address to the UE when the default SAE bearer is activated (dynamic HPLMN address);
c) the VPLMN allocates the IP address to the UE when the default SAE bearer is activated (dynamic VPLMN address); or
d) the PDN operator or administrator allocates a static or dynamic IP address to the UE’s default SAE bearer (External PDN Address Allocation).
The IP address allocated for the UE’s default SAE bearer shall also be used for the UE’s dedicated SAE bearers. The IP address allocation for the multiple PDN SAE GW case is FFS.

It is the HPLMN operator that shall define in the subscription whether a dynamic HPLMN or VPLMN address may be used.
Every SAE default bearer shall have one IPv4, one IPv6 or both IPv4 and IPv6 addresses allocated. For cases b) and c) above the HPLMN or VPLMN allocates the IPv4, IPv6 or both IPv4 and IPv6 addresses for the UE, as the allocating PLMN supports these versions for SAE bearers. It is mandatory for the UE to support both IPv4 and IPv6 addresses. 
*** End of 2nd change ***

