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*** NEXT PROPOSED CHANGE ***
4.2
Naming and Addressing

The UE shall use a special emergency Public User Identifier in the emergency registration request. The implicit registration set of the emergency Public User Identifier shall contain an associated emergency public user Tel URI defined according to TS 23.003 [20].
Editor's Note:
The emergency public user Tel URI still needs to be agreed by 3GPP TSG-CT WG4
*** NEXT PROPOSED CHANGE ***
6
Functional description

6.1
UE

-
Should be able to detect an emergency session establishment request.

-
Use a special emergency Public User Identifier in the IMS emergency registration request.

-
The UE may perform an IMS emergency session establishment without prior emergency registration when already IMS registered and provided one of the following conditions is met:

-
it is in home network (e.g. including IP-CANs where roaming outside the home network is not supported)

-
it is roaming outside its home network and aware that the assigned P-CSCF is from the visited network.

-
Otherwise, the UE shall perform an IMS emergency registration.

Editor's Note:
The format of this public user identity has to be defined by stage 3.

-
Include an emergency service indication in the emergency session request.

-
Include an equipment identifier in the request to establish an emergency session for "anonymous user".
NOTE:
"Anonymous user" in this context is the person who does not have sufficient credential for IMS registration. No Stage 3 work is expected as the anonymous user detection already existed today.
-
Attempt the emergency call in CS domain, if capable.
-
Handle a 380 (Alternative Service) response with the type set to "emergency" as a result of emergency attempt.

-
Handle a response with an indication set to "IMS emergency registration required" as a result of emergency session establishment attempt.
-
Other general requirements of UE shall be referred to the general requirements of emergency calls in TS 22.101 [8].
The UE initiates the emergency session establishment request, and for the purpose of processing the request properly in the network the following specific information is supplied in the request message.

-
Emergency session indication.
-
Emergency Public User Identifier if an IMS emergency registration is performed. If not, any registered Public User Identifier is used.

-
Optionally, type of emergency service. It could be implied in the above emergency session indication.

-
UE's location information, if available.

-
The emergency public user Tel URI associated to the emergency Public User Identifier, if available and if an IMS emergency registration is performed. If no IMS emergency registration is performed, any registered non-emergency Public User Tel URI may be used.
6.2
IMS Functional entities

6.2.1
Proxy-CSCF

-
Handle registration requests with an emergency Public User Identifier like any other registration requests and forward the request to the IBCF or I-CSCF in the user's home network.

-
Detect an emergency session establishment request.

-
Reject/allow unmarked emergency requests.

-
Reject/allow anonymous emergency requests.

-
May query IP-CAN for location identifier.

-
Select an Emergency CSCF in the same network to handle the emergency session request. The selection method is not standardized in the present document.

-
Prioritize the emergency session.

-
Check the validity of the caller Tel URI if provided by the UE and shall provide the emergency public user Tel URI in the session establishment request if it is aware about the emergency public user Tel URI associated with the emergency Public User Identifier.
-
May response to the UE with an indication that "IMS emergency registration required" as a result of processing the emergency session establishment attempt.
-
May verify that a terminating session establishment attempt to a UE identified by a registered emergency public user Tel URI originates from an emergency centre or PSAP and, depending on operator policy and  local regulations, may reject the session if not verified.
6.2.2
Serving-CSCF

-
Check the validity of a terminating session establishment request to a UE identified by an emergency public user Tel URI by verifying whether the emergency public user Tel URI is registered. If registered, continue session establishment using the emergency public user Tel URI.
-
Check the validity of a terminating session establishment request to a UE identified by a non-emergency public user Tel URI by verifying whether the non-emergency public user Tel URI or the corresponding emergency public user Tel URI, defined according to TS 23.003 [20], is registered. If one or both Tel URIs are registered:
-
continue session establishment using the non-emergency public user Tel URI if registered

-
continue session establishment using the emergency public user Tel URI in place of the non-emergency public user Tel URI if the former is registered but not the latter.
Editor's Note:
The emergency public user Tel URI still needs to be agreed by 3GPP TSG-CT WG4
6.2.3
Emergency-CSCF

-
Receive an emergency session establishment request from a P-CSCF.

-
If location information is not included in the emergency request or additional location information is required, the E-CSCF may request the LRF to retrieve location information as described in subclause 7.6 Retrieving Location information for Emergency Session.

-
If required, the E-CSCF requests the LRF to validate the location information if included by the UE.

-
Determines or queries the LRF for the proper routing information/PSAP destination.
-
Route emergency session establishment requests to an appropriate destination including anonymous session establishment requests.

-
Subject to national requirements, the E-CSCF may send the contents of the P-asserted ID or UE identification to the LRF.
-
Based on local policy, the E-CSCF may route the emergency IMS call to ECS for further call process.

6.2.4
Location Retrieval Function

The Location Retrieval Function (LRF) is responsible for retrieving the location information of the UE that has initiated an IMS emergency session. It shall be possible to support configurations where the Location Retrieval Function (LRF) may consist of a Routing Determination Function (RDF) and a Location Server (e.g. GMLC), the interface between Location Server and RDF is out of scope of this specification.

The LRF utilizes the RDF to provide the routing information to the E-CSCF for routing the emergency request. The RDF can interact with a location functional entity (e.g., GMLC) and manage ESQK allocation and management. The ESQK is used by the PSAP to query the LRF for location information and optionally a callback number. The LRF-PSAP interactions are outside the scope of this specification.

Information provided by the LRF to the E-CSCF includes the routing information and other parameters necessary for emergency services, which are subject to local regulation. For example, this information may include the ESQK, ESRN, LRO in North America, location number in EU, PSAP SIP URI or Tel URI.

In order to provide the correct PSAP destination address to the E-CSCF, the LRF may require interim location information for the UE.

In some regions, for example in the North American region, it may be a requirement to provide the PSAP with an accurate initial location estimate for the UE and possibly to provide an accurate updated location estimate for the UE if requested by the PSAP. When this requirement exists, the LRF may store a record of the emergency session including all information provided by the E-CSCF and shall only release this record when informed by the E-CSCF that the emergency session has terminated. The information provided by the LRF to the E-CSCF (e.g. ESQK) shall then include correlation information identifying both the LRF and the emergency session record in the LRF. This correlation information shall be transferred to the PSAP during session establishment (e.g. in a SIP INVITE or via SS7 ISUP signalling from the MGCF). The PSAP may use this information to request an initial location estimate from the LRF and/or to request an updated location estimate.
6.2.5
HSS
-
Check the validity of a user location retrieval request for a UE identified by an emergency public user Tel URI by verifying whether the emergency public user Tel URI is registered. If registered, provide the S-CSCF address in the user location response.
-
Check the validity of a user location retrieval request for a UE identified by a non-emergency public user Tel URI by verifying whether the non-emergency public user Tel URI or the corresponding emergency public user Tel URI, defined according to TS 23.003 [20], is registered. If one or both Tel URIs are registered, provide the S-CSCF address in the user location response. 
Editor's Note:
The emergency public user Tel URI still needs to be agreed by 3GPP TSG-CT WG4
*** NEXT PROPOSED CHANGE ***
7.3
Emergency Session Establishment in the Serving IMS network

If the UE is able to detect that the user is requesting an emergency session then it shall include an emergency service indication in the emergency session establishment request.
If the UE is CS capable and not attached to the PS domain, the UE shall attempt an emergency call in the CS domain. If the UE is only PS attached, and the network has indicated that IMS emergency services are supported, it should attempt the emergency call in the PS Domain. If the UE is attached to both domains, it should attempt the emergency call as directed by the network operator. No explicit direction means that the CS domain is the preferred domain for emergency calls. For an attempt in the IM CN Subsystem of the PS domain, the attempt should be in the serving (visited if roaming) IM CN Subsystem of the PS domain.
Editor's Note:
How the UE gets the policy related to domain selection is FFS.

If the initial attempt is in the CS domain and it fails, the serving (visited if roaming) IM CN Subsystem of the PS domain shall be attempted if the UE is capable. If the initial attempt is in the IM CN Subsystem of the PS domain and it fails, the UE shall make the attempt in the CS domain (if the UE is capable and if for an appropriate service e.g., voice).

If a UE attempts to initiate a session and receives a 380 (Alternative Service) response with the type set to "emergency", the UE shall then re-attempt the session as described above with first attempt being towards the CS domain (if the UE is capable and if for an appropriate service e.g., voice), and with an indication that emergency service is requested.

If the UE is aware that it does not have sufficient credentials to authenticate with the IMS network, it shall not initiate an IMS registration but immediately establish an emergency session towards the P-CSCF, see subclause 7.4.

Upon receiving an initial request for an emergency session, the P-CSCF shall follow the rules and procedures described in TS 23.228 [1] with the following additions and clarifications:

-
The P-CSCF is the IMS network entity, which detects an emergency session.

-
A P-CSCF in the home network should, when it can recognise the emergency number or emergency indication, respond to the UE indicating that the UE should initiate an emergency session in the visited network (e.g. via the CS domain of the visited network).
-
For the case that the initial request carries an indication that the request is for emergency services, and the UE is not registered in the IMS network, see subclause 7.4 for details.

-
For the case that UE is IMS registered and the initial request does not carry an indication that the request is for emergency services, and the P-CSCF is able to detect that the request is for emergency services, the P-CSCF shall perform the " Non UE detectable Emergency Session " described in subclause 7.1.2 above.

-
On receipt of a session establishment request, which is recognized to be for an emergency service, the P-CSCF shall check whether the UE provided a Tel URI as its identity in the request. If a Tel URI is present in the request, the P-CSCF shall check the validity of this Tel URI. If no Tel URI is present in the request and the P-CSCF is aware about the emergency public user Tel URI associated with the emergency Public User Identifier, it shall provide the emergency public user Tel URI to the E-CSCFin the session establishment request.

-
The P-CSCF may query the IP-CAN for the location identifier.

-
P-CSCF shall prioritize emergency sessions over other non-emergency sessions.

Upon receiving an initial request for an emergency session from P-CSCF, the E-CSCF shall perform the following:

-
if location information is not included in the emergency service request or if additional location information is required, the E-CSCF, if required, retrieves the UE's location information as described in subclause 7.6 Retrieving Location information for Emergency Session.
-
If location information is included by the UE, the E-CSCF, if required requests the LRF to validate the location information.

-
May determine or may request the LRF to determine the appropriate routing information which could be based on the type of emergency service requested and UE's location.

Editor's Note:
This "routing" interface and RDF interaction is FFS! It is expected that the input parameter to the RDF to determine the proper PSAP routing is location information, user's identity, and type of emergency service requested.

Editor's Note:
Location interface and E-CSCF interaction is FFS!

Editor's Note:
How the IMS network routes the emergency session based on location information is FFS.

-
determine the default PSAP destination if routing based on UE's location is required but the location is unknown.

-
If the PSAP/emergency centre contains a point of presence within the IMS connectivity network, the E-CSCF shall forward the emergency session initiation request directly to the PSAP/emergency centre.

-
If the PSAP/emergency centre has its point of presence in the PSTN/ISDN network or the CS domain, the E-CSCF uses the Tel-URI obtained from the LRF and forwards the request to an appropriate BGCF/MGCF for routing in the GSTN. This number shall have the same format as used for CS emergency calls. The MGCF may insert any available location information in the PSTN/CS signalling. The MGCF may identify the UE in the PSTN/CS signalling using the E.164 number contained in whichever public user Tel URI for the UE was made available.
NOTE:
In case an ESRN is received from the LRF, the E-CSCF maps the received ESRN from the LRF to a TEL-URI before forwarding the request to MGCF.
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