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1. Introduction

To support IMS emergency calls, it is assumed in Rel-7 that each UE minimally has an alias SIP URI and a Tel URI which would be registered when the UE performs an emergency registration and at least one of which would be delivered to a PSAP to identify the UE and enable subsequent call back in certain cases. Requirements associated with these can be found in 3GPP TS 24.229 clause 4.2 bullet 9, clause 5.1.6, clause 5.2.10 and in 3GPP TS 23.167 clause 4.1 (bullets 3 and 22), clause 4.2, clause 6.1, clause 7.2.

A major problem associated with any Tel URI associated with an emergency public user identity is that such a Tel URI should be distinct from any other Tel URI assigned to the UE for non-emergency use. This follows from the requirements concerning IMS registration in 3GPP TS 23.228 including the use of implicit registration sets whereby a number of SIP URIs and/or Tel URIs belonging to the same implicit registration set are all registered together (in the HSS, P-CSCF and S-CSCF) when an IMS registration is performed for any one of them (e.g. see 3GPP TS 23.228 clause 4.3.3.2 and clause 5.2.1a). Since an emergency registration has to be performed using a P-CSCF in the visited network whereas any other (non-emergency) registration may be performed (and typically is performed) using a P-CSCF in the home network, it will not be possible to place an alias SIP URI or Tel URI denoting an emergency public user identity in the same implicit registration set as any SIP URI or Tel URI that is used for non-emergency calls. Otherwise, one registration would destroy another. For example, an emergency registration for some Tel URI X via a visited network P-CSCF that was performed after a non-emergency registration for some SIP or Tel URI Y via a home network P-CSCF would effectively reregister Y in the visited network P-CSCF if X and Y were in the same implicit registration set. This might then impede or block IMS services associated with Y – e.g. where the visited network provided limited service. If the registrations were performed in the reverse order in this example, then the UE might not be able to place an emergency call because X would then become registered in a home network P-CSCF. Given that SIP URIs and Tel URIs that denote emergency public user identities cannot be in the same implicit registration set as other public user SIP URI and Tel URI identities, it follows that they must be different – e.g. an emergency public user Tel URI cannot contain just the normal UE MSISDN.

It should be noted that the problem described above only arises when the UE needs to perform an emergency registration prior to establishing an IMS emergency call. If a UE is not roaming and has already registered in a home network P-CSCF before the user invokes an emergency call, then a non-emergency Tel URI can be included in the SIP INVITE (e.g. inserted by the P-CSCF or S-CSCF) and call back from the PSAP, if needed, can occur in the normal manner using the non-emergency Tel URI.

2. Possible Solutions to achieve distinct emergency public user Tel URIs

One simple solution would be to assign every UE a second unique E.164 number for use within an emergency public user Tel URI. However, this would be confusing to PSAPs since the UE’s normal E.164 number (MSISDN) would continue to be delivered for emergency calls made using the circuit switched domain. This would make it harder or impossible for PSAPs to identify a repeated emergency call from a UE who may have lost coverage in one domain and been forced to retry the call in a different domain. More seriously, some numbering plans (e.g. North American NANP) may not accommodate such extensive allocation of new numbers. 

A second solution suggested at SA2#56 (see S2-070153) would be for a home network HSS to allocate temporary unique Tel URIs to UEs for the duration of any emergency registration. The E.164 numbers within these Tel URIs would come from a small pool of numbers belonging to the home network with numbers reassigned to new calls some time after relinquishment for any previous call. This solution does not require any new impacts to the IMS or UE although it does impact the HSS. This solution overcomes the number limitation problem but suffers from the same problem as in solution 1 with regard to delivering different numbers to the PSAP for emergency calls made using the packet domain versus circuit domain. In addition, it will be more difficult for the PSAP to identify the caller (since the PSAP would have to provide the home network with the received temporary number and the date and time of the call in order to receive user information such as name and address when this is needed) and the PSAP would be more susceptible to prank and malicious emergency calls. Finally, once a temporary number was reassigned, any PSAP call back attempt would fail or go to the wrong user unless the PSAP first obtained the permanent MSISDN from the home network operator.

A third solution would be to use the normal MSISDN E.164 number but with an extra optional parameter in the Tel URI as allowed in RFC 3966. For example, the following distinct Tel URIs might be defined for the same E.164 number +1-123-456-7890

Non-emergency Tel URI
=
Tel:+1-123-456-7890

Emergency Tel URI
=
Tel:+1-123-456-7890;emergency

According to the rules in RFC 3966, the above are different Tel URIs even though they contain the same E.164 number. However, use of the same E.164 number means that a PSTN capable PSAP would receive the same E.164 number for both circuit mode and packet mode emergency calls. From a PSAP perspective, there would then be no difference between emergency calls made using either mode – in fact, the PSAP would not necessarily be aware which mode had been used.
It should be noted that TS 23.167 already implies some solution equivalent to solution 3 since section 7.5.1 specifies PSAP call back using the MSISDN. This would not be possible if a solution 1 or solution 2 based approach was used.
3. Consequences of reusing the MSISDN E.164 number in an Emergency Public User Tel URI

This section examines the consequences and impacts implied by solution 3.

Whatever optional parameter was chosen to distinguish an emergency public user Tel URI would need to be supported in the HSS, S-CSCF, P-CSCF and UE – which would probably be an implementation impact in Rel-7 compared to Rel-6. When delivering a SIP based emergency call to the PSTN, the MGCF would need to deliver just the E.164 part of an emergency public user Tel URI (another implementation impact possibly compared to Rel-6).

In the case of call back from a PSTN capable PSAP to the UE, the MGCF could assume – e.g. when receiving the MSISDN in an ISUP IAM message – that a non-emergency public user Tel URI was intended and populate this in the SIP INVITE sent on to the I-CSCF. In this case, there would be no impact to the MGCF compared to Rel-6. However, when verifying whether a queried public user Tel URI was registered or not (when the I-CSCF queries the HSS for an incoming call), the HSS would need to verify the registration status of both the non-emergency public user Tel URI and the emergency public user Tel-URI containing the called E.164 number. If either Tel URI was found to be registered, the HSS would need to provide the I-CSCF with the address of the S-CSCF in which one or both Tel URIs were registered. When the S-CSCF later received the forwarded SIP INVITE from the I-CSCF, it would also need to verify the registration status of both public user Tel URIs. The following alternative registration states would then be possible:

(a) Non-emergency public user Tel URI registered; emergency public user Tel URI not registered

(b) Non-emergency public user Tel URI not registered; emergency public user Tel-URI registered

(c) Non-emergency public user Tel-URI registered; emergency public user Tel-URI registered

In case (a), the SIP INVITE should be forwarded to the P-CSCF associated with the non-emergency public user Tel URI registration. This would correspond to a normal non-emergency call. In case (b), the SIP INVITE should be forwarded to the P-CSCF associated with the emergency public user Tel URI registration if the S-CSCF is aware that the call comes from a PSAP or cannot rule this out (e.g. if the S-CSCF can recognize the PSAP calling number or is ignorant of some or all valid PSAP numbers). In addition, the S-CSCF should replace the non-emergency public user Tel URI in the SIP INVITE with the corresponding emergency public user Tel URI so that the P-CSCF can correctly locate the UE registration.  In case (c), the call can be forwarded to the P-CSCF associated with either registered public user Tel URI, although it may be preferable to use the P-CSCF associated with the non-emergency public user Tel URI to avoid possible problems in the event that the call does not come from a PSAP.

A possible problem for case (b) arises if calls to the UE from parties other than a PSAP are still delivered to the UE despite the UE not having registered for normal IMS service. The problem would be most acute when the visited and home networks have no normal roaming agreement. This problem can be resolved if the P-CSCF is aware of PSAP E.164 numbers in its own local area and restricts calls coming from other numbers. If the P-CSCF is not aware of all such numbers or it is preferred not to support this type of filtering, the P-CSCF could employ other measures to limit calls from non-PSAP users. For example, the P-CSCF could impose a small registration duration and only allow terminating calls to an authenticated UE after an emergency call had been successfully placed.

Backward compatibility for a pre-Release 7 visited network should not be needed as a Rel-7 or later UE would not attempt, or at least not successfully complete, an emergency registration in such a network which implies the P-CSCF would never see an emergency public user Tel URI.

4. Proposal

It is proposed to include the solution described above in Rel-7 whereby non-emergency and emergency public user Tel URIs contain the normal MSISDN. No other solution seems to provide the same level of transparency to PSTN capable PSAPs in combination with no fresh demands on national numbering plans. If agreeable, impacts to support this solution would be needed (minimally) in 3GPP 23.003 (to define the emergency public user Tel URI variant), 24.229 (to define detailed IMS signalling and procedural impacts), 29.228 (to define HSS impacts related to the Cx interface) and in 23.167. IETF related impacts should not be needed because it is only proposed to add a new optional parameter to the Tel URI rather than a mandatory one.
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