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This contributionn proposes the LTE attach procedure into TS 23.401.

1. Introduction

This contribution proposes the LTE attach procedure into TS 23.401.

In the SA2 Ad-hoc meeting in St. Louis, it was greed to adapt the Alternative B in TS 23.882 Annex H for MME/ UPE split model. At the same time, the overall SAE architecture was refined as well. This contribution proposes the LTE attach procedure based on the Attach procedure that described in both the subsection 7.13 ‘Network Attachment’ and annex H.2 alternative B.
2. Discussion
2.1 Proposed functions in this paper
· AAA maintains the PDN SAE GW IP address for active session
In order to provide the service continuity between different access systems, the PDN SAE GW, as the anchor node, has to be the same before and after where hand over takes place. NEC believes that AAA server is the most suitable node in the EPC to maintain the PDN SAE GW address since the AAA server is always communicated by the PDN SAE GW for initial attach from any access systems.

· HSS maintains the Serving SAE GW address for UE.
While PDN SAE GW is designated based on APN, the Serving SAE GW is not related to the APN and is commonly used in case multiple sessions exists. In this sense, NEC believes that the HSS is the most suitable node in the EPC to maintain the Serving SAE GW address.  In addition, since HSS usually has the O&M interface for network maintenance, this ability of HSS, I.e. the HSS can designate the Serving SAE GW in initial attach, is very useful to control the network dynamically. For example, dynamic load balancing, load re-distribution, putting nailed connection UEs to the same Serving SAE GW for route optimization purpose.
· PDN SAE GW discovery in case of hand over from non-3GPP access system

Although initial UE attach is a bland new event for LTE system, this may be an event for the service continuity from non-3GPP access. If it is, the EPC has to find the right PDN SAE GW that has been used for non-3GPP access.
However, the PDN SAE GW is selected by the Serving SAE GW using the APN translation and this mechanism has ambiguity to find the right PDN SAE GW.

In order to find the specific PDN SAE GW in the initial UE attach, this paper proposes to reselect the right PDN SAE GW based on an indication from the AAA server at a PDN SAE GW that has been selected by the APN translation. 
This function can be achieved by using the existing GTP protocol as seen below.

· Section 7.3.2
‘Create PDP Context Response’ in 29.060

The GGSN shall include a GGSN Address for control plane and a GGSN address for user traffic, which may differ from that provided by the underlying network service (e.g. IP).

3. Proposal
NEC would like to add the following sub section to the 23.401.

5.3


Authentication, Security and Location Management

<This section describes the MM functionality and signalling flows for, eg attach, detach, identity check, paging, etc.>

5.3.1
Authentication procedure
<This section describes the Authentication procedure.>

.5.3.2
LTE Attach procedure (including default bearer handling)
The LTE Attach procedure including default bearer handling is illustrated in Figure X.

]
[image: image1]Figure X: LTE Attach procedure (including default bearer handling)
1)
The MS initiates the attach procedure by the transmission of an Attach Request (IMSI or P‑TMSI, old TAI, APN, QoS Requested and etc) to the MME. IMSI shall be included if the MS does not have a valid P‑TMSI available. If the MS uses P‑TMSI for identifying itself and if it has also stored its old P‑TMSI Signature, then the MS shall include the old P‑TMSI Signature in the Attach Request message. If the MS has a valid P‑TMSI, then P‑TMSI and the old TAI associated with P‑TMSI shall be included. 

2)
If the MS identifies itself with P‑TMSI and the MME has changed since detach, the new MME sends an Identification Request (P‑TMSI, old TAI, old P‑TMSI Signature) to the old MME to request the IMSI. The old MME responds with Identification Response (IMSI, Authentication Quintets). If the MS is not known in the old MME, the old MME responds with an appropriate error cause. The old MME also validates the old P‑TMSI Signature and responds with an appropriate error cause if it does not match the value stored in the old MME.

3)
If the MS is unknown in both the old and new MME, the MME sends an Identity Request (Identity Type = IMSI) to the MS. The MS responds with Identity Response (IMSI).

4)
The authentication functions are defined in the clause "Authentication". 

5)
The equipment checking functions are defined in the clause "Identity Check Procedures". Equipment checking is optional.

6)
The MME sends the MME registration request (IMSI, new MME IP address, etc) to the HSS to register UE.

7)
The HSS sends the subscriber deregistration request to the old MME if HSS has an old MME information.

8)
The subscriber information in the old MME is deleted or marked as not present and the old MME returns the subscriber deregistration response to the HSS.

9)
The HSS confirms the registration of the new MME. the HSS sends the MME registration response (Subscription data, Serving SAE GW address, etc) to new MME.
10)
New MME constructs the Activate PDP Context Request using information obtained from the UE in step 1.

The Serving SAE GW forwards the Activate PDP Context Request (IMSI, APN, etc) to the PDN SAE GW. The APN is used by the Serving SAE GW to determine a destined Serving SAE GW.
11)
The PDN SAE GW sends the Authorization request (IMSI, APN) to the AAA in order to perform access authorization.

12)
The AAA server forwards the Authorization request (IMSI, APN) to the HSS.
13)
The HSS performs the access authorization based on the subscription data. Once HSS authorizes the user access, the HSS sets the necessary information that corresponds to the specified APN access onto the Authorization response (User IP address, Subscribed QoS, PDN SAE GW address, etc) and sends it to the AAA server. The user IP address is set if HSS keeps it as the subscription.
14)
Once the AAA server confirms the positive response from the HSS, then AAA server sends the Authorization response (User IP address, PDN SAE GW address, etc) to the PDN SAE GW. In case there is an active session ongoing via non-3GPP access, then the AAA server sets the PDN SAE GW address that being used for that session. 
Note: If active session(s) are established, the AAA server maintains the PDN SAE GW address per APN basis. The PDN SAE GW address is provided for initial attach and this makes the service continuity among different access types possible.

The PDN SAE GW checks the PDN SAE GW address n the Authorization response whether it is the same as its PDN SAE GW address. If not, then the Activate PDP Context Request (IMSI, APN, User IP address, AD(Authorization Done), etc) that received in step 10 is relayed to the specified PDN SAE GW address with necessary information that received from the AAA server are added into that message. The AD parameter is also added in order not to perform authorization process again in the destined PDN SAE GW.
15)
The PDN SAE GW as the PCEF interacts with the PCRF in order to obtain Policy and Charging Rules.
16)
The PDN SAE GW returns the Activate PDP Context Response to the Serving SAE GW. 

Once the Serving SAE GW receives positive Activate PDP Context Response, then the Serving SAE GW returns the Activate PDP Context Response to the MME.

Note: It is FFS whether following step 17 to 20 are always performed or not.

17)
The MME sends the Radio bearer request (QoS, TEID-U(Serving SAE GW, etc) to the eNB.
18)
The Radio bearer is established between eNB and UE.

19)
The eNB returns the Radio bearer response(Negotiated QoS, TEID-U(eNB)) to the MME.
20)
MME sends the update PDP context request (QoS, TEID-U) to the Serving SAE GW to inform TEID-U. If Negotiated QoS is downgraded, then the Serving SAE GW initiates the update PDP context procedure to the PDN SAE GW to adjust the QoS attribution for two PDP contexts, one for between eNB and Serving SAE GW and the other one between Serving SAE GW and PDN SAE GW.
21
MME sends the Attach Accept (User IP address) to the UE.
22)
The UE returns the Attach Complete to the MME.


















































































































13. Authorization response
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19. Radio Bearer Response
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3 Identity Response
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20. Update PDP context procedure














14. Authorization response











6. MME Registration request
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