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1.
Introduction

Support for UE-Initiated SAE Bearer establishment and UE-Initiated SAE Bearer modification in SAE/LTE have been proposed by several companies. We see several reasons why UE initiated procedures have to be supported also in the SAE/LTE system, as for former releases. 

The SAE architecture should not close the door for third party operators’, content / service providers’ and communities’ possibility to use the same QoS bearers as can be done for operator internal services. The QoS demand for such bearers are unknown to the cellular operator and a simple solution is to use NAS level UE-initiated bearers for such use cases. Note that such use cases are already supported today with GPRS/GERAN and GPRS/UTRAN which support UE-initiated bearers, and it would be valuable to support such use cases in LTE/SAE as well. 
UE-initiated SAE Bearer establishment and UE-Initiated SAE Bearer modification procedures are needed in SAE at least for backwards compatibility, for applications and application environments working over 3GPP Rel-7 and being re-used over the SAE/LTE system. In addition, due to backwards compatibility reasons within GPRS/EDGE and W-CDMA/HSPA specifications, the procedures will remain in future releases of GPRS/EDGE and W-CDMA/HSPA.
Keeping these UE-initiated procedures also in the specifications for SAE add very little cost since both mobile and network nodes needs to implement them to be compatible with products of earlier releases, i.e. earlier releases of mobiles connected to an SAE GW as well as SGSN/GGSN nodes connected with a new dual mode mobile. 

It should be noted that it is still an operator policy what bearers that will be accepted for usage by unknown applications. Different operators may have different policies and tariffs for different type of SAE bearers, i.e. network is still in control. 

2. 
Guiding principles for SAE Bearer handling
Support for network- and UE-Initiated SAE Bearer establishment, and network- and UE-Initiated SAE Bearer modification should be designed to co-exist in a natural way in SAE/LTE. 
For SAE it is assumed that a default SAE Bearer is set up  in the later phase of the Attach procedure. The default SAE Bearer would be used for e.g. background traffic and AF signalling, and would typically have a ‘best effort’ QoS, although the actual QoS would be subject to operator preference. 

For applications requiring support for transfer of data with specific QoS, e.g. applications supporting voice or video transfer, there is a need to set up dedicated SAE Bearers supporting different and specific QoS, appropriate for the application media flows. The setup of the dedicated SAE Bearers should be realized with UE- and network-initiated NAS level procedures.
The Policy and Charging Control in SAE should be similar to what is supported in 3GPP Rel-7. 
3.
Proposal

The following text is proposed to be added in 3GPP TS 23.401 v0.2.0 in a new subclause 5.4.x. 

*********************** start change ***********************************

5.4
Session Management, QoS and interaction with PCC functionality
<This section describes the SM and QoS functionality and signalling flows for, eg SAE gateway selection, IP address allocation, establishment of higher QoS bearers, release etc.>
Editor's note: The MME provides bearer management functions including dedicated bearer establishment.
5.4.x
SAE Bearer establishment

5.4.x.1
UE-Initiated SAE Bearer establishment

For UE-Initiated SAE Bearer establishment, the Resource Establishment is triggered by a request from the UE. 
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Figure x: UE-Initiated SAE Bearer Establishment
1)
The default IP access bearer has been established and the UE may have an AF signalling relation established with the network.

2)
The UE sends an Activate SAE Bearer Request (QoS requested, Traffic Filter) to initiate an SAE bearer.
3)
The MME forwards the Activate SAE Bearer Request to the SAE GW.
4)
Optionally, the SAE GW requests the authorization of allowed service(s) and PCC Rules information from the PCRF.
5)
The SAE GW receives the authorization decision, if requested.
6)
The Dedicated SAE Bearer is established.
Editor’s Note: Step 6 should be aligned with the Dedicated SAE Bearer establishment, details are FFS. 
5.4.x.2
Network-Initiated SAE Bearer establishment

5.4.y
SAE Bearer modification

5.4.y.1
UE-Initiated SAE Bearer modification

5.4.y.2
Network-Initiated SAE Bearer modification

************************ end change  **********************************
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