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Abstract of the contribution:

The working assumption in 3GPP SA2 is that SAE/LTE end-users should be allowed to change between 3GPP accesses and non-3GPP access while minimising impacts on their existing established connections between an UE and a PDN SAE GW. Maintaining a selected PDN SAE gateway makes switching between accesses easier since it avoids disrupting established connectivity and that the Home IP address can be kept. Thus there is a need to register the selected PDN SAE GW identity in the core network for this purpose.

1. Introduction

SAE/LTE end-users will be assigned a PDN SAE GW when establishing connectivity. Once a PDN SAE GW is selected it should be kept regardless of whether the end user remains in a given access or changes between accesses. 
The problem that this contribution tries to solve is outlined in the following use-cases:

· An end-user attaches to LTE.  At some point a PDN SAE GW is assigned to the end-user to terminate the connection.  The end user later changes to a non-3GPP access and thus a new attach procedure is triggered. If a new PDN SAE GW is selected for the connection, this could result in an unexpected service disruption if the previously selected old PDN SAE GW is still anchoring the user plane for established connectivity. 
· An end-user attaches to non-3GPP. At some point a PDN SAE GW is assigned to the end-user to terminate the SAE connection.  The end user later changes to an LTE access and thus a new attach procedure is triggered. If a new PDN SAE GW is selected for the connection, this could result in an unexpected service disruption if the previously selected old PDN SAE GW is still anchoring the user plane for established connectivity.

Note that the use case of a an end user attaching to LTE and then changing to a 2G/3G access is already solved since the MME will always be aware of the PDN SAE GW identity allocated to an end-user. The MME can provide the PDN SAE GW identity to an SGSN for LTE and 2G/3G handover scenarios.
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In general, the problem can be summarised saying that in the current SAE/LTE architectures when a UE changes between different access-networks this might result in a PDN SAE GW re-selection process. In all likelihood, PDN SAE GW pools shall exist thus the newly selected PDN SAE GW could be different than the currently assigned PDN SAE GW.

2. Discussion

One possible solution to the previous problem could be to introduce some sort of coordination between an old PDN SAE GW, the newly selected PDN SAE GW, and the UE and/or Serving SAE GW. However such a mechanism seems awkward and cumbersome for the following reasons: 
· adds extra latency and delay; 
· requires extra signalling to the UE; 
· can still result in significant service disruption due to the fact that the old PDN SAE GW may start to discard packets which are meant for an established connection if it detects that the UE’s IP address is not reachable before the new PDN SAE is able to discover the old PDN SAE GW or vice-versa and the “coordination” between both is finally set-up.
Hence, due to the disadvantages of the above approach this contribution will not look at it any further.

In order to avoid complex solutions that may introduce unnecessary latency, delays and service disruptions that involves either tunnelling, redirecting or proxying established connections between an old assigned PDN SAE GW and a new assigned PDN SAE GW, this contribution proposes including the selected PDN SAE GW identity for a given connection as part of the end user’s control plane state information. In order to furnish the selected PDN SAE GW identity for an established connection to any access, it is recommended to include this information as part of the end user’s soft state information in the HSS. If a selected PDN SAE GW identity is available in the HSS as part of the end user’s soft state data then no additional PDN SAE GW selection should take place for that same established connection when a user changes between accesses. 
Thus, revisiting the specific use cases listed earlier:
· An end-user attaches to LTE.  At some point a PDN SAE GW is assigned to the end-user to terminate the connection.  The selected PDN SAE GW identity is registered in the HSS as part of the end user’s soft state data. The end user later changes to a non-3GPP access and thus a new attach procedure is triggered. The control plane entities related to the non-3GPP access (e.g. AAA) retrieve the end user’s currently selected PDN SAE GW identity from the HSS e.g. as part of the user’s profile. The returned PDN SAE GW is used without any additional SAE PDN GW selection process.
· An end-user attaches to non-3GPP. At some point a PDN SAE GW is assigned to the end-user to terminate the connection. The selected PDN SAE GW identity is registered in the HSS as part of the end user’s soft state data.  The end user later changes to an LTE access and thus a new attach procedure is triggered. The control plane entities related to the 3GPP/LTE access (e.g. MME) retrieve the end user’s currently selected PDN SAE GW identity from the HSS e.g. as part of the user’s profile. The returned PDN SAE GW is used without any additional SAE PDN GW selection. 

[image: image2.emf]LTE

TRUSTED

Non-3GPP

access

UN-TRUSTED

Non-3GPP

access

PDN

SAE

GW

Serving

SAE 

GW

MME

PDN

SAE

GW

UE

SGi

LTE

TRUSTED

Non-3GPP

access

UN-TRUSTED

Non-3GPP

access

PDN

SAE

GW

Serving

SAE 

GW

MME

PDN

SAE

GW

UE

SGi

UE Changes access

PDN SAE GW address provided

to new access in user’s profile so 

it is re-selected

currently selected PDN SAE 

GW registered in HSS

HSS

AAA

HSS

AAA

connection

connection


There still might be a need to assign a new PDN SAE GW to an established connection after a user has changed between accesses. For example, reasons for Home Agent change can be found in the IETF draft "Mobility Header Home Agent Switch Message" (draft-ietf-mip6-ha-switch-03.txt). The reasons outlined in the referred draft are of an operation and maintenance nature.  Handover or change of access-network should not trigger such a process due to the disadvantages listed at the beginning of this chapter.
The overall benefit with the approach of registering the identity of the selected PDN SAE GW in HSS per user is that it is a simple yet network-efficient mechanism and independent of the network access.
3. Conclusion
To provide seamless mobility between LTE and non-3GPP accesses while minimising service disruption, a currently selected PDN SAE GW for an established connection must be kept and re-used. In order to achieve this, this contribution concludes that the simplest and most efficient solution is to store the identity of the selected PDN SAE GW in the HSS per user and provide said identity as part of the user’s profile to the control plane entities (e.g. MME, AAA) when the user attaches to a new access, without performing an additional PDN SAE GW selection procedure.
4. Text Proposal for TS 23.401
The following text is proposed to be added in 3GPP TS 23.401 v0.2.0 under chapter 4.4. Network Elements:
*********************** start change to 3GPP TS 23.401 ***********************************

4.4.4
HSS

The HSS is the master database for a given user and is defined in 3G TS 23.002. HSS functions and architecture defined in TS 23.002 apply to SAE.

In addition to what is stated in TS 23.002, the following SAE-specific HSS-function is considered:

•
 A selected PDN SAE GW identity is registered as part of the user’s profile in the HSS for the purpose of supporting user mobility between LTE and non-3GPP accesses.
*********************** end change to 3GPP TS 23.401 ***********************************
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