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1. Introduction

At the SA2 ad hoc meeting in St Louis, Option B was selected as the basis for MME separation. Option B avoids control signalling between the eNodeB and the SAE GW, and instead uses only the S1_MME reference point for signalling. This allows for a scalable and clean separation of the MME for control signalling, without the burden of control signalling over the S1_U reference point. 
The contribution discusses how to maintain a simple system with a clean control plane-user plane separation and at the same time achieve a fast, secure as well as reliable Intra E-UTRA handover between eNodeBs when the serving SAE GW is preserved.

The contribution is a discussion of section 5.5 “Handover” from 3GPP TS 23.401 v0.2.1.
2. Proposed handover procedure

The flow of the proposal starts when part of the procedure outlined in 3GPP TS 36.300 v1.0.0 section 10.1.2.1 is performed.

The first part of the intra-LTE handover procedure is carried out in the RAN and then continues with a core network interaction.
The core network interaction starts when the target eNodeB sends a Handover Complete message to MME using the secure and reliable S1-MME interface.

The MME sends an Update Serving SAE GW Context Request using the S11 interface to instruct the serving SAE GW that the UE now uses a new eNodeB with new GTP-U TEIDs for downlink payload packets. SAE Bearers of the UE may have been affected by the change and the serving SAE GW is informed about the effect on the SAE Bearers.

The serving SAE GW moves the downlink GTP-U destination addresses and TEIDs of the SAE Bearers of the UE and acknowledges the instruction from MME by sending a Update Serving SAE GW Context Response message to MME using the S11 interface. The serving SAE GW is now able to send downlink payload packets for the UE to the target eNodeB.

The MME receives the Update Serving SAE GW Context Response. The MME sends a Handover Complete Acknowledge to the target eNodeB using the S1-MME interface.
The procedure then continues in the RAN nodes.

The core network interaction may, as an optional optimization, switch downlink GTP-U TEIDs of SAE Bearers using in band information piggy-backed to uplink GTP-U payload packets of the UE. It is also possible to send such a GTP-U packet if there is no payload, as a header-only packet. The optional step is transparent to the procedure and may be omitted without any specific handling. Also, this message does not need an acknowledgement since the reliability of the path switch is provided via the MME signalling.
The flow including the optional in band piggy-backed switch is described by the figure and description below:
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Figure: Inter eNodeB handover without CN node relocation
The sequence starts when the UE is in state LTE_ACTIVE and payload transport is handled between UE and source eNodeB, and between source eNodeB and serving SAE Gateway.
1.
The source eNodeB receives a measurement report from UE. The source eNodeB decides to perform a handover procedure.

2.
The source eNodeB sends a Handover Request message to the target eNodeB over the X2 interface. The target eNodeB prepares for a handover.
3.
The target eNodeB sends a Handover Request Acknowledge message back to the source eNodeB reporting that it is prepared to handle the UE.
4.
The source eNodeB starts the handover execution by sending a Handover Command to the UE.

Downlink data is forwarded from the source eNodeB to the target eNodeB over the X2 interface.

5.
The UE sends a Handover Confirm message to the target eNodeB.
6.
The target eNodeB sends uplink payload packets to the serving SAE GW

7.
Optionally, an uplink GTP-U PDU provides the serving SAE Gateway with information about current GTP-U tunnel endpoint at the source eNodeB and the new GTP-U tunnel endpoint at the target eNodeB. 
8.
The serving SAE Gateway optionally switches the downlink data path to the target eNodeB. 
9.
If the path was changed in step 8, the serving SAE Gateway starts a timer to supervise the unconfirmed path switch. 
10.
The target eNodeB sends a Handover Complete message to the MME over the S1-MME interface.

11.
The MME sends an Update Serving SAE GW Context Request message to the serving SAE Gateway to confirm the user plane path switch and to instruct the SAE GW of which IP bearer services to apply for the UE. The serving SAE Gateway switches the downlink data path to the target eNodeB.
12.
If the path was changed in step 8, the serving SAE Gateway stops the supervision timer.

13.
The serving SAE Gateway sends a confirming Update Serving SAE GW Context Response message to the MME.
14.
The MME confirms the path switch with the Handover Complete Ack message to the target eNodeB.

15.
The target eNB send a Relesase resource message to the source eNodeB. The source eNodeB removes the UE context.
3. Comparison with other solutions
An alternative solution would be to extend the S1-U interface to send a mandatory handover message to the serving SAE GW and perform the switch. However, we identify a number of disadvantages with this approach.
· This would however require an acknowledgement message back to eNodeB. The GTP-U protocol is optimized for fast packet transport and do not provide a reliable transport which means that a GTP-U message might be lost.

· A transport mechanism that provides a reliable message transport, including aspects of error handling, would need to be added at either the application layer of the S1-U interface or by adding a new protocol to the S1-U interface.
Either way adds complexity to the interface.

· Adding transport of control messages at the S1-U interface would need an additional security handling to ensure the integrity of the control message path. Integrity protection of control messages require processing power at the endpoints of the S1-U.

· Adding a new path of control signalling beside the S1-MME also means that the extended S1-U interface will need configuration support to maintain and verify communication links also when there is no payload traffic. The control signalling path needs additional supervision which will add to the complexity of O&M of the network.

· A control signalling path between the eNodeB and the serving SAE GW creates a static relationship between the nodes. This is not the case of the S1-U interface based on the GTP-U protocol only. The static relationship adds to the complexity of network configuration.

In total, adding control signalling to the S1-U interface cause a higher degree of complexity to both ends of the S1-U interface, but also to the O&M of the network.

The extra processing needs from the added control signalling capability at the S1-U interface will either cause a degraded performance in payload transport or an increase in cost of the involved nodes.

4. Proposal 

Start of modified section in TS 23.401: 
5.5
Handover

<This section describes the functionality and signalling flows for intra and inter-RAT handover etc. Handovers between IPv4 and IPv6 can be documented here. For intra-LTE handover it is FFS how this section relates to the RAN 3 TS. >
5.5.1
Inter eNodeB handover with CN node relocation (variant 1)

This procedure shall be used for inter eNodeB handover in the following cases: 
· There is no X2 connectivity between source eNodeB and target eNodeB (or it is not desired to be utilized) or

· There is no S1-MME connectivity between target eNodeB and source MME (or it is not desired to be utilized) or 

· There is no S1-U connectivity between target eNodeB and source Serving SAEGW (or it is not desired to be utilized)

To cover all the above scenarios and their combination this Inter eNodeB handover with CN node relocation procedure does not rely on:

· signaling on X2 between source eNodeB and target eNodeB,

· signaling on S1-MME between target eNodeB and source MME nor

· signaling on S1-U between target eNodeB and source Serving SAEGW

NOTE:
Whether X2 is used to find out the non existence of S1-MME or S1-U connectivity is out of scope of this procedure.
This inter eNodeB handover with CN node relocation procedure can be used to relocate MME, Serving SAEGW or both.

NOTE:
Other variants of CN node relocation procedure are FFS.

5.5.x
Inter eNodeB handover with CN nodes preserved
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Figure: Inter eNodeB handover without CN node relocation
The sequence starts when the UE is in state LTE_ACTIVE and payload transport is handled between UE and source eNodeB, and between source eNodeB and serving SAE Gateway.
1.
The source eNodeB receives a measurement report from UE. The source eNodeB decides to perform a handover procedure.

2.
The source eNodeB sends a Handover Request message to the target eNodeB over the X2 interface. The target eNodeB prepares for a handover.
3.
The target eNodeB sends a Handover Request Acknowledge message back to the source eNodeB reporting that it is prepared to handle the UE.
4.
The source eNodeB starts the handover execution by sending a Handover Command to the UE.

Downlink data is forwarded from the source eNodeB to the target eNodeB over the X2 interface.

5.
The UE sends a Handover Confirm message to the target eNodeB.
6.
The target eNodeB sends uplink payload packets to the serving SAE GW

7.
Optionally, an uplink GTP-U PDU provides the serving SAE Gateway with information about current GTP-U tunnel endpoint at the source eNodeB and the new GTP-U tunnel endpoint at the target eNodeB. 

8.
The serving SAE Gateway optionally switches the downlink data path to the target eNodeB. 
9.
If the path was changed in step 8, the serving SAE Gateway starts a timer to supervise the unconfirmed path switch. 
10.
The target eNodeB sends a Handover Complete message to the MME over the S1-MME interface.

11.
The MME sends an Update Serving SAE GW Context Request message to the serving SAE Gateway to confirm the user plane path switch and to instruct the SAE GW of which IP bearer services to apply for the UE. The serving SAE Gateway switches the downlink data path to the target eNodeB.
12.
If the path was changed in step 8, the serving SAE Gateway stops the supervision timer.

13.
The serving SAE Gateway sends a confirming Update Serving SAE GW Context Response message to the MME.
14.
The MME confirms the path switch with the Handover Complete Ack message to the target eNodeB.

15.
The target eNB send a Relesase resource message to the source eNodeB. The source eNodeB removes the UE context.
5.6
Information Storage

<This section describes the context information that is stored in the different nodes, eg in HSS, hSAE GW, vSAE GW, MME, UPE, EnB, UE, etc. 


It also gives a high level overview of recovery and restoration procedures>
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