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Abstract of the contribution: This document discusses potential issues with the current domain selection for SMS over IP. Specifically, interworking SIP signalling with existing MAP signalling and the possibility of the SMS‑GMSC timing out.
1 Introduction
At the last SA2 meeting in St. Louis, Vodafone raised concerns with potential operation time outs occurring at the SMS-GMSC when delivering an SM to a network that has implemented an IP-SM-GW. This paper discusses this issue in depth, and proposes an appropriate way forward.
2 Problem Description
2.1 Paging Time
In 3GPP specifications, the length of time an MSC/VLR or an SGSN will wait for successful paging is not specified. In real world implementations in Vodafone, we have determined that maximum paging times in PLMNs average between 15 and 23 seconds.

It should be noted that the configuration for paging retries is a very delicate balance between load control and awareness of protocol time‑out values. Altering paging configurations in PLMNs is generally not acceptable, without very good reason, as it can have dire consequences on all existing services in a PLMN.
The paging time for an IMS subscriber is not very easily quantified as it really all depends on the underlying IP‑CAN being used. 

Therefore, Vodafone propose that 25 seconds maximum paging time is used as a working assumption.
2.2 SMS‑GMSC delivery time for an SM
According to 3GPP TS 29.002 [1], the timer for MAP_Forward_SM is defined to be as follows:
mt-ForwardSM  OPERATION ::= {



--Timer ml

ARGUMENT



MT-ForwardSM-Arg


RESULT



MT-ForwardSM-Res



-- optional


ERRORS {



systemFailure |



dataMissing |



unexpectedDataValue |



facilityNotSupported |



unidentifiedSubscriber |



illegalSubscriber |



illegalEquipment |



subscriberBusyForMT-SMS |



sm-DeliveryFailure |



absentSubscriberSM}


CODE
local:44 }

The timer "ml" is used by the SMS‑GMSC for the MAP_MT_Forward_SM operation (highlighted in red above). Timers used in MAP are defined in 3GPP TS 29.002 [1], section 17.1.2, as follows:

The Timer Values used in the operation definitions are indicated as ASN.1 comments. The Timer Value Ranges are:

s
= from 3 seconds to 10 seconds;

m
= from 15 seconds to 30 seconds;

ml
= from 1 minute to 10 minutes;

l
= from 28 hours to 38 hours.
Thus, an IP‑SM‑GW theoretically has been 1 to 10 minutes to deliver the MT SM to the UE.
2.3 Conclusion to Problem
According to the current version of 3GPP TS 23.204 [4] v.7.2.0, upon receiving an MT SM, an IP-SM-GW attempts delivery to all three domains of CS, PS and IMS. Noting that the minimum timer value for the MAP_Forward_SM is 60 seconds, and the maximum paging time is 25 seconds, the maximum time required for the IP‑SM‑GW to deliver the SM is 75 seconds.

NOTE: This 75 seconds does not include time taken for the MAP_Forward_SM request to reach the IP‑SM‑GW from the SMS‑GMSC, nor the time required for the response to reach the SMS‑GMSC from the IP‑SM‑GW, which could be significant if the SMS‑GMSC and the IP‑SM‑GW are geographically far away from each other. This could be between 1 and 5 seconds (worst case), taking into account any (M)NP "dips" that are required by transit networks.
Thus, the IP‑SM‑GW in the best case requires an extra 15 seconds for delivery that may well not be accounted for in the SMS‑GMSC, resulting in the SMS‑GMSC either retrying or invoking a needless MAP_Report_SM_Delivery_Status operation towards the HLR, even though the SM may have been delivered (e.g. on the 3rd domain tried).
This has a number of dire consequences:

· Destination subscriber receives the SM and but the originating subscriber is not informed of its delivery (this adversely affects any automated services that rely such a notification).
· Destination subscriber receives multiple copies of the SM. This results in a mismatch in billing between the originating subscriber's network and the destination subscriber's network.
· Destination subscriber never receives the SM, due to the SM expiring before it can be successfully delivered (this can occur anyway, however, the risk of this occurring is now increased).
It should be noted that all of the above would adversely affect general customer satisfaction, and therefore harm existing markets.
3 Potential Solutions

3.1 Solution #1: Attempt delivery via one domain only by substituting either CS or PS for IMS
In this solution the MAP_MT_Forward_SM arrives at the IP‑SM‑GW and the IP‑SM‑GW forwards it to the IMS domain instead of the target domain. For instance, the MAP_MT_Forward_SM could be targeted towards an MSC/VLR (determined by analysing the SSN of the destination GT) but the IP‑SM‑GW instead forwards it on to an S-CSCF.
If delivery to the IMS domain fails, the relevant error is returned and the SMS‑GMSC can try another domain itself as per existing SMS procedures in the SMS‑GMSC i.e. by using the second address returned in the associated MAP_SRI_For_SM response.

This solution is advantageous in that the existing SMS‑GMSC timer for the MAP_SRI_For_SM will be sufficient, as per current delivery procedures today.

However, the MWD procedure in the HLR needs to be enhanced in order to accommodate setting either the CS or PS domain availability based on the subscriber's IMS availability instead. Otherwise, an infinite loop between the SMS‑GMSC, IP‑SM‑GW and the HLR/HSS when the subscriber is attached to the substituted domain (i.e. CS or PS) but not IMS registered. For example, if the CS domain is substituted for the IMS domain in the MWD, and a destination subscriber is CS attached but not IMS registered, then the following would occur:
1. SMS‑GMSC performs a look‑up in the HLR (MAP_SRI_For_SM), gets back what it thinks is an MSC/VLR address (but in reality points to an IP‑SM‑GW).
2. SMS‑GMSC forwards the SM to the IP‑SM‑GW (MAP_Forward_SM)

3. IP‑SM-GW attempts to deliver the SM to the S-CSCF, but this fails, so it responds with a negative response, result code set to "Absent subscriber".
4. SMS‑GMSC asks the HLR/HSS to inform it when the subscriber comes back on‑line (MAP_Report_SM_Delivery_Status), and the HLR stores the SMS‑GMSC address.

5. HLR/HSS notices immediately that the subscriber is CS attached and so informs the SMS‑GMSC (MAP_Alert_Service_Centre).
6. Processing continues at Step 1, until such time as the user next IMS registers.
In enhancing the MWD in the HLR to avoid the above from happening results in availability information for the domain to be substituted for IMS (CS or PS) no longer being able to be used for knowing when a subscriber is CS/PS available again. To the standards world, this may not seem as much of a problem, however, it will impact any operator‑specific value‑added services that rely on this information e.g. some voicemail solutions on the market today. An IMS domain could be added to the MWD field to try to resolve this, however, the HLR would still have to "know" when to return information for which domain, possibly dependent upon which node is asking (e.g. based on source address/GT), which complicates the HLR modifications even more.
Specifying Solution #1 in 3GPP would impact 3GPP TS 23.204 [4] and 29.002 [1] for definition of the new procedure, 23.040 [3] and 23.008 [2] for definition of the new MWD sub‑fields.

Note that the implications of this solution would apply also to an IP-SM-GW attempting delivery only to the IMS domain of a subscriber that has a PS and/or CS subscription! Therefore, this needs to be taken into account when considering an MT solution.

3.2 Solution #2: Attempt delivery via a maximum of two domains only
In this solution, the MAP_MT_Forward_SM arrives at the IP‑SM‑GW and the IP‑SM‑GW forwards it to the IMS domain. If this fails for some reason, the IP‑SM‑GW immediately retries delivery to the target domain (determined by analysing the SSN of the destination GT). For instance, the MAP_MT_Forward_SM could be targeted towards an MSC/VLR but the IP‑SM‑GW instead attempts to forward it on to an S-CSCF, and then if this fails, forwards it on to the MSC/VLR.
As per current SMS procedures (since R97), the SMS‑GMSC can try another domain itself using the second address returned in the MAP_SRI_For_SM response (Additional Number field).

This solution has the disadvantage in that it still has to attempt delivery to more than one domain in the time set in the SMS‑GMSC that accounts for delivery to only one, and therefore, still runs a risk of the timer expiring. However, since now only two domains and not three domains as currently specified are to be attempted, the possibility of SMS‑GMSC time out in this solution is much less than in the current solution. In fact, the time that an IP‑SM‑GW has to attempt delivery to a domain has now increased by 33% compared to the current solution.
This solution also has the advantage that there are no impacts on the HLR and no impacts on the sending network (SMS‑GMSC), as with the current solution, so can be easily specified in time for Rel‑7.
Specifying Solution #2 in 3GPP would impact only 3GPP TS 23.204 [4], for this slight change in procedural definition.
4 Conclusion
Both solutions above resolve the stated problem. However, solution 1 comes at a higher cost, in that the HLR needs to be modified. The HLR is the crux of a 3GPP network, and as such, operators are always keen to avoid having to modify it wherever possible, or at least, minimise such modifications. There is also the possibility of bespoke operator value‑added services being impacted too (although, this is not easily quantifiable in the standards arena).
Solution 2 does not completely remove the stated problem of time‑out at the SMS‑GMSC, which solution 1 does, however, solution 2 decreases the probability of the timeout down to more of an acceptable level, giving the IP‑SM‑GW 33% more time to deliver an SM to a domain compared to the current solution. Solution #2 also better retains support for the aforementioned operator value‑added services as well as being fairly simplistic and thus deliverable in time for Rel‑7.
Therefore, in order to retain correct MT SMS delivery in the IP‑SM‑GW in all scenarios whilst using current SMS‑GMSC infrastructure of SMS interworking partner networks, Solution #2 is proposed. A proposed CR to implement this simple fix can be found in S2‑071162. The solution also takes into account avoiding the infinite loop between the SMS‑GMSC, IP‑SM‑GW and the HLR/HSS as described in Solution #1.
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