3GPP TSG SA WG2 Architecture                                                               S2-071138
March 26-30th 2007
Warsaw, Poland
Source:
QUALCOMM Europe
Title:
SAE Attach signaling flow
Document for:
Discussion and Approval

Agenda Item:
8.2.1
Work Item / Release:
SAE / Rel-8

1.  Introduction


This paper proposes a signaling flow for SAE Attach to be introduced to the TS 23.401. 
In this paper it is proposed that the SAE Attach solely creates a trusted signaling connection between the UE and the MME.

The functionality to establish the default SAE bearer towards a PDN SAE GW is not coupled with the SAE Attach procedure. 
The following motivations for this decoupling exist:

1. The APN that needs to be sent from the UE to the SAE network to trigger a Default SAE Bearer establishment can be considered sensitive information.  Such information should be sent only after the NAS signaling security is in place. i.e. only after completion of the SAE Attach procedure.
2. The Default SAE Bearer establishment towards a given PDN is not always coupled with immediately preceding SAE Attach, so a separate procedure to trigger a default SAE bearer is anyway needed (e.g. multi PDN access case or connecting to a new PDN after UE is already SAE attached),

2. SAE Attach
The purpose of SAE Attach procedure is to create a trusted signaling connection between UE and SAE core network (MME). 
The trusted signaling connection can then be used for transferring NAS signaling, e.g. Service Request, between UE and MME.
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Figure 1. SAE Access Attach signaling flow example.
1.
A LTE Radio connection is established between the UE and the EUTRAN. To identify the UE by EUTRAN an URNTI is allocated for the UE.
2.
The UE sends NAS signaling to the SAE system. For attach, the NAS signaling is "SAE Attach". 

3.
Based on the included UE NAS identification (TMSI or IMSI) within the message 2, the EUTRAN resolves the MME to which the NAS message is to be forwarded. If TMSI is used as NAS identifier, then MME is derived from TMSI. If the corresponding MME can not be reached from EUTRAN or if IMSI is used as NAS identifier, the EUTRAN selects a default MME.

4.
The EUTRAN forwards the NAS message of step 2 to the MME in an Initial L3 message. The URNTI is used as EUTRAN identification of the associated UE.
5.
In case a TMSI was used as NAS identifier received in the NAS message and if the MME is not aware of the IMSI associated with the TMSI, the MME requests the subscriber identification from the old MME. The old MME is resolved based on the TMSI received within the NAS message of step 4.

6. 
The old MME responds with subscribers IMSI.
7.
The MME retrieves Subscriber profile from the HSS and may retrieve authentication information (authentication vectors)
8.
The MME shall execute authentication of the subscriber and may establish secure NAS communication between itself and UE (setup NAS level integrity protection and /or encryption)
9. 
The MME allocates a new TMSI for the UE and sends an Attach Accept message to the UE.

10.  The UE stores the new TMSI and responds to the MME with an Attach Complete message.

11.
The MME informs the old MME that the old TMSI can be released by a "Identity Reallocation Complete" message
3. Proposal

It is proposed to add the section 2 of this contribution as a description of SAE Attach to the section 5.4. of TS 23.401. 
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