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1.  Introduction

This paper discusses the role of service differentiation in SAE, and the mechanisms to provide it.  The discussion is organized in terms of different potential use cases. For each broadly identified use case, we attempt to describe how service differentiation can be achieved.  
2.  Perspectives on Service Differentiation 

In this paper, service differentiation refers to the capability of the system to provide different treatment for the transport and delivery of different IP flows comprising an end-to-end service. Different treatment in terms of transport and delivery should impact the “Quality of Experience” for the end user consuming the end-to-end service. 
Providing a better treatment for an IP flow is typically associated with a larger consumption of system resources or use of those resources at the time when they are most valuable (e.g. at times of peak traffic volume).  Hence, this comes at increased cost for the network operator. 
From the operator’s point of view, premium utilization of system resources for a given service, in terms of quantity or timing, should result in the possibility of getting additional revenue for that service.  The ability to offer differentiated treatment allows the operator to price services commensurate with the Quality of Experience.
The user’s perspective is to adapt his/her desired Quality of Experience to the cost scale of such quality.
As a result, the following aspects should be considered in designing the SAE system:

· capabilities and mechanisms to provide service differentiation in SAE 

· “cost” of providing differentiated services, and

· related “compensation” for providing differentiated services 
If the linkage among these aspects is not well designed, the user would have no incentive to request anything but the maximum QoS irrespective of the service, and the network operator would have little or no incentive to provide anything but the lowest possible QoS for a given service. Additionally, the end user would in a number of cases end up being charged a fixed fee irrespective of the services consumed. 

The following sections illustrate the practical use cases that justify the previous statements and indicate that a proper linkage of those three aspects can be created. 
This can result in a SAE system where the network operator can exploit all the available business opportunities in order to generate revenues, and therefore extract more value from the SAE system.
3 Service Differentiation Use Cases
3.1 USE CASE 1: Preconfigured QoS for Specific Service

In this use case, the operator has configured its network to provide specific QoS for a certain service, including QoS, admission and other forms of applicable policy rules, and charging rules.
It is expected that this type of preconfigured rules can be subscriber-specific or globally applicable.

Example of application for use case 1:
The network operator agrees with a certain service provider to offer a preconfigured treatment for traffic from and to that service provider’s servers, e.g. ESPN.  The Service Level Agreement (SLA) between the two can stipulate items such as a maximum allowable blocking rate, a maximum delay of streaming media, and so on.

Elements of implementation:

· A PCC rule for the service is preconfigured. In the PCC rule, the specific IP flows are identified by their TFT (e.g. by the IP address and port number of the application server).  

· This specific treatment is provided to subscribers in accordance with a business agreement between the operator and the service provider. The business agreement entails compensation from the service provider to the operator based on the amount of generated traffic and dependent on the elements of the SLA, some of which were enumerated above (e.g. one could envisage that a 2% blocking agreement for up to 100,000 subscribers would entail more compensation that a 10% blocking agreement for the same number of subscribers). 
Requirements for the SAE system for use case 1: 
1. Capability to pre-configure PCC rules. 
2. Capability to make the preconfigured PCC rules available at the SAEGW as appropriate  

3.2 USE CASE 2: Dynamic Establishment of IMS Based Service

In this use case, a specific end-to-end service is established by SIP/SDP signaling via the operator IMS system.  The only actors involved in the use case are the network operator and the subscriber.
Example of application for use case 2:
· IMS based services
Elements of implementation:

· The IMS application server (CSCF) pushes the flow description to the PCRF, and the PCRF pushes the corresponding PCC rule to the SAEGW.
· The SAE system treats the indicated IP flows accordingly and collects the necessary charging information. The end user is typically charged differently for using the service, e.g. based on the type and quality of media (audio/video, codec rate, etc.), time of day, blocking rate guarantee, etc.
Requirements for SAE system for use case 2: 
1. Rx interface between IMS CSCF and the PCRF
3.3. USE CASE 3: Dynamic Establishment of Service from Rx-equipped Non-IMS Application Server

This use case is similar to use case 2. In use case 3, however, the application server is assumed not to be an IMS CSCF but some other application server which has been equipped with an Rx interface towards the operator PCRF. 
The application server can be operated by the operator or by a 3rd party service provider. Revenue generation for the operator, and charging for the end user typically depend on who operates the application server, and on additional operator specific decisions based on the collected charging information.

Example of application for use case 3:
· Rx-equipped non-IMS services
Elements of implementation:

· Similar to Use Case 2, with possibly additional appropriate security measures for the external server access to PCRF or any other control elements in the operator’s network.
Requirements for SAE system for use case 3: 
1. Rx interface between the AS and the PCRF
3.4 USE CASE 4: Dynamic Establishment of Service Known by UE

For this use case, the UE has the capability to dynamically negotiate an end-to-end quality of service with a peer entity. The peer entity can be typically seen as an application server.  
This use case addresses business models that involve access to services provided by enterprise networks (e.g. secure VoIP over intranet, specific business applications, and so on), or access to third party services not known a priory by the operator (i.e. towards which there is no Rx interface).
Examples of application for use case 4:
· Example 1: The user has purchased a subscription for specific QoS treatment for IP flows, including IP flows from/to third parties. The user has agreed to pay specific rate for each specific treatment, regardless of where the flows originate or terminate.
· The user (effectively the User Agent in the UE) has now the incentive to request the “actually needed” QoS for each given IP flow, as opposed to requesting the maximum QoS for all flows. In fact, the user now gets charged appropriately for the service-specific QoS it requests (e.g. the user would not want to request real-time QoS for an FTP transfers, since a megabyte of real-time service would be more expensive than the same amount of data with delay elasticity more appropriate to an e-mail application).
· Note that the operator can anyway perform content filtering and other equivalent functions if that is required by the operator’s policy at the SAEGW.
· Example 2: The user belongs to a group that has access to specific services or to a specific PDN (e.g. to the intranet of company XYZ). The owner of the service or of the PDN has agreed to compensate the operator for whatever QoS the subscribers belonging to this group requests. 
· This use case enables for example subscribers of large enterprises to request QoS tailored to their specific business applications.
· The same considerations as above apply. Since the UE conducts business applications provided by the enterprise, and the enterprise gets charged proportionally to the requested (and provided QoS), the UE’s have no incentive to request a higher QoS than needed.

· Additional details on potential examples are reported in S2-071135.
Requirements for SAE system for use case 4: 

1. "QoS request" signaling from the UE to the SAE system to request a specific QoS treatment for certain flows 
2. Capability in the SAE network to handle the signalling from the UE (e.g. service-specific QoS policy check to authorize the QoS request, etc)
4 Conclusions
This paper describes several use cases in which the operator can provide service differentiation for various end-to-end services.
It is shown from the perspectives of each of the actors involved in the uses cases that they would want to have service differentiation.  As the end result, service differentiation leads to more efficient use of network resources, and use of the resources commensurate with the cost of providing the service.
At least four broad families of use cases have been identified, and are summarized in the following table. It is worth noting that these use cases are not confined to IMS services.
	Use case family
	Examples
	Requirements for SAE

	1
	Preconfigured QoS  for specific services

	The network operator offers a specific treatment for IP flows to and from a certain service provider’s servers, e.g. ESPN. 


	Capability to pre-configure multiple PCC rules for each service provider. 

Capability to make the preconfigured PCC rules available at the SAEGW as appropriate  

	2
	Dynamic establishment of IMS based services
	Operator controlled IMS based services
	Support of IMS

Rx interface between the AS and the PCRF

	3
	Dynamic establishment of services Rx-equipped non-IMS application servers
	Rx-equipped non-IMS services


	Rx interface between the non-IMS application server and the PCRF



	4
	Dynamic establishment of services known by the UE
	Subscriptions that allow the end user to request specific QoS treatments for IP flows (and where the user gets charged in relation to them).
Support of groups of subscribers that has access to specific services or to a specific PDN (e.g. company intranet), whereas the owner of the service has agreed to compensate the operator for whatever QoS the subscriber belonging to this group requests.
	"QoS request" signaling from the UE to the SAE system to request a specific QoS treatment for certain flows 

Capability in the SAE network to handle the signalling from the UE (e.g. service-specific QoS policy check to authorize the QoS request)


Table 1: four families of use cases for service differentiation in SAE
The SAE system should support all these use cases in order to provide a broad range of business models and revenue-generating opportunities to the network operators. 

It is therefore proposed to agree that SAE shall support all of the four described use cases.



























