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Introduction

This contribution presents a Service Request (UE initiated) information flow and proposes to add it into the TS 23.401. 
Discussion

The proposed service request procedure in this paper is initiated by the UE when the UE has uplink packets to send. This procedure may be extended if the requirement of UE initiated bearer establishment is supported in SAE/LTE.
Proposal

It is proposed to make following updates into TS 23.401.
**** Start of changes ****

5.3
Authentication, Security and Location Management

<This section describes the MM functionality and signalling flows for, eg attach, detach, identity check, paging, etc.>
5.3.x
Service Request
The Service Request procedure is used by a LTE UE in LTE‑IDLE state to request the establishment of a secure connection to a Serving SAE GW. The UE in LTE‑IDLE state initiates this procedure in order to send uplink user data, or as paging response. This procedure is also used by a UE in LET‑ACTIVE state to re-setup the SAE bearer.
5.3.x.y
UE Initiated Service Request Procedure
The UE in LTE‑IDLE state sends the Service Request message to the MME to re-setup the SAE bearer, which will be used to transfer the uplink data. After receiving the Service Request message, the MME may perform authentication, and it shall perform the security mode procedure. The MME shall start the SAE Bearer re-establishment between the Serving SAE GW and the UE. A UE in LTE-ACTIVE state also requests the re-setup for the SAE Bearer that needs to transfer data but have not been allocated resources in a previous Service Request.
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Figure 5.3 -x: UE Initiated Service Request Procedure
1. 
The UE establishes an RRC connection if no RRC connection available.
2.
The UE sends a Service Request (S-TMSI, TAI, KSI, Service Type) message to the MME. Service Type indicates data.
3.
The MME shall perform the security function if the UE in LTE-IDLE state initiated the service request. The MME shall distribute the RRC key and security algorithms list allowed by the CN to the eNB if the UE in LTE-IDLE state initiated the service request.
4.
The MME sends an UE Context Setup Request (Bearer ID(s), TEID(s), Serving SAE GW IP Address(es), Bearer QoS Profile(s) over S1, AMBR, IMSI) to the eNB to distribute all the information needed by the eNB. The MME shall distribute the AMBR to the eNB if the UE in LTE-IDLE state initiated the service request.
The Bearer QoS Profile over S1 comprises Label, ARP, GBR (only needed for GBR bearers) and MBR (if separated MBR needed, such as GBR bearers).

5.
The eNB stores all the distributed information from the MME and initiates the Radio Bearer setup procedure towards UE to indicate to the UE the new Radio Bearer information and corresponding Bearer IDs.

6.
The eNB responds with an UE Context Setup Complete (Bearer ID(s), TEID(s), eNB IP Address(es)) to the MME.

7.
The MME sends an Update Bearer Context Indication to the Serving SAE GW to provide the user plane information allocated by the eNB for the re-established Bearers. The Serving SAE GW responds by returning an Update Bearer Context Ack to the MME.
8.
The UE sends the uplink user data.
**** End of changes ****
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