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Abstract of the contribution: This contribution describes attach signalling flows and is proposed to be included into the TS23.401.
Discussion
The Attach procedure includes the establishment of the default SAE Bearer, so the Attach signalling flows include some characteristics of PDP Activation Procedures described by TS 23060, such as Attach Request message includes IP Address parameter, PCO parameter, etc.
The solution proposed in this contribution is based on the following assumptions:
1. The Default QoS profile for the default SAE Bearer is subscribed QoS profile in HSS. 
2. The PCC rules for the default SAE Bearer is predefined PCC rules configured by the SAE GW, not dynamic PCC rules.
Proposal

It is proposed to make following updates into TS 23.401.
**** Start of changes ****

5.3
Authentication, Security and Location Management

5.3.X    Attach procedure
A UE/user needs to register with the network to receive services that require registration. This registration is described as Network Attachment. The always-on IP connectivity for UE/users of the SAE system is enabled by establishing a default SAE bearer during Network Attachment.

The procedure described in this sub-clause is based on the following assumptions:
1.  The Default QoS profile for the default SAE Bearer is subscribed QoS profile in HSS. 

2.  The PCC rules for the default SAE Bearer is predefined PCC rules configured by the SAE GW, not dynamic PCC rules.
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Figure 5.3-X: Attach Procedure
1)  The UE initiates the attach procedure by the transmission of an Attach Request (IMSI or S‑TMSI, old TAI, old S‑TMSI Signature, UE network capability, IP address, Protocol Configuration Options) message to the MME. IMSI shall be included if the UE does not have a valid S‑TMSI available. If the UE has a valid S-TMSI, S-TMSI and the old TAI associated with S-TMSI shall be included. If the UE uses S-TMSI for identifying itself and if it has also stored its old S-TMSI Signature, the UE shall include the old S-TMSI Signature in the Attach Request message. UE network capability contains non radio-related capabilities, e.g. UE security capabilities (a list of supported encryption and integrity protection algorithms), inter-RAT Handover capability, etc.

The UE shall use IP Address to indicate whether it requires the use of a static default SAE Bearer IP address or whether it requires the use of a dynamic default SAE Bearer IP address for the default SAE Bearer. The UE shall leave IP Address empty to request a dynamic default SAE Bearer IP address. Protocol Configuration Options may be used to transfer optional default SAE Bearer parameters and/or request to the SAE GW. Protocol Configuration Options is sent transparently through the MME.
2)  If the UE identifies itself with S-TMSI and the MME has changed since detach, the new MME sends an Identification Request (S-TMSI, old TAI, old S-TMSI Signature) to the old MME to request the IMSI. The old MME responds with Identification Response (IMSI, Authentication Triplets or Authentication Quintets). If the UE is not known in the old MME, the old MME responds with an appropriate error cause. The old MME also validates the old S-TMSI Signature and responds with an error cause if it does not match the value stored in the old MME.
3)  If the UE is unknown in both the old and new MME, the MME sends an Identity Request (Identity Type = IMSI) to the UE. The UE responds with Identity Response (IMSI).

4)  If no UE context for the UE exists anywhere in the network, authentication is mandatory.

5)  If there are active bearer contexts in the new MME for this particular UE (i.e. the UE re-attaches to the same MME without having properly detached before), the new MME deletes these Bearer contexts by sending Delete Bearer Context Request messages to the SAE GW involved. The SAE GW acknowledges with Delete Bearer Context Response message.
   Note: The Bearer Context Delete procedure is exchanged between the Serving SAE Gateway and the PDN SAE Gateway when the PDN SAE Gateway is remote from the Serving SAE Gateway.
6)  If the MME has changed since the last detach, or if it is the very first attach, the MME sends an Update Location (MME Identity, IMSI) to the HSS.

7)  The HSS sends Cancel Location (IMSI, Cancellation Type) to the old MME with Cancellation Type set to Update Procedure. The old MME acknowledges with Cancel Location Ack (IMSI) and removes the MM and bearer contexts.

8) If there are active bearer contexts in the old MME for this particular UE, the old MME deletes these bearer contexts by sending Delete Bearer Context Request messages to the SAE GW involved. The SAE GW returns Delete Bearer Context Response message to the MME.
   Note: The Bearer Context Delete procedure is exchanged between the Serving SAE Gateway and the PDN SAE Gateway when the PDN SAE Gateway is remote from the Serving SAE Gateway.
9) The HSS sends Insert Subscriber Data (IMSI, Subscription Data) message to the new MME. AMBR parameter is included in the Subscription Data. The MME constructs a UE context for the UE and returns an Insert Subscriber Data Ack (IMSI) message to the HSS. 

10) The HSS acknowledges the Update Location message by sending an Update Location Ack to the MME. 
11) The MME selects the SAE GW to create default SAE Bearer and sends a Create Bearer Context Request (MME address for Control Plane, MME Tunnel Endpoint Identifier Control Plane, IP address, Quality of Service Profile, Protocol Configuration Options, serving network identity, RAT Type) message to the selected SAE GW. 
Note: The selection mechanism of SAE GW is FFS, e.g. the SAE GW is selected according to the UE location information or SAE GW load information, etc.

    If the UE requests a dynamic IP address and a dynamic IP address is allowed, then the IP Address field shall be empty. If the UE requests a static default SAE Bearer IP address or subscribed a static default SAE Bearer IP Address the IP Address field shall contain the static IP Address.
    The Quality of Service Profile information element shall be the QoS values to be used by the default SAE Bearer, which should be subscribed default QoS profile.

    The Protocol Configuration Options (PCO) information element may be included in the request when the UE provides the SAE GW with application specific parameters. The MME includes this IE in the Create Bearer Context Request if the associated Attach Request from the UE includes protocol configuration options. The MME shall copy the content of this IE transparently from the content of the PCO IE in the Attach Request message.
    The SAE GW creates default SAE Bearer Context. The SAE GW enforces the predefined PCC rules configured by the SAE GW for the default SAE Bearer.

The SAE GW returns a Create Bearer Context Response (IP Address, Protocol Configuration Options) message to the MME.

IP Address is included if the SAE GW allocates an IP address. If the SAE GW has been configured by the operator to use External PDN Address Allocation for default SAE Bearer, IP Address shall be set to 0.0.0.0, indicating that the default SAE Bearer address shall be negotiated by the UE with the external PDN after completion of the Attach procedure.
Protocol Configuration Options contain optional bearer parameters that the SAE GW may transfer to the UE. These optional bearer parameters may be requested by the UE in the Attach Request message, or may be sent unsolicited by the SAE GW. Protocol Configuration Options are sent transparently through the MME. If the PCO information element from the UE includes P-CSCF Address Request information, the SAE GW will select the P-CSCF IP address and include P-CSCF IP address to the Protocol Configuration Options information element.
   Note: The Bearer Context Create procedure is exchanged between the Serving SAE Gateway and the PDN SAE Gateway when the PDN SAE Gateway is remote from the Serving SAE Gateway.
12) The MME sends a UE Context Setup Request (SAE Bearer ID, SAE Bearer QoS Parameters over S1, SAE GW address for user plane, SAE GW Tunnel Endpoint Identifier user Plane, AMBR) to the ENB to establish the default Radio Access Bearer.

13) The eNB sends a Radio Bearer Setup Request towards the UE. The message parameters include the Radio Bearer QoS. The UE acknowledges the radio bearer setup by returning Radio Bearer Setup Response message to the eNB.

14) The eNB acknowledges the SAE bearer establishment by returning UE Context Setup Response message (eNB address, eNB Tunnel Endpoint Identifier) to the MME.

15) The MME sends an Update Bearer Context Request (eNB address, eNB Tunnel Endpoint Identifier) message to the SAE GW. The SAE GW acknowledges Update Bearer Context Request by returning Update Bearer Context Response.

16) The MME sends an Attach Accept (S-TMSI, S-TMSI Signature, IP Address, Protocol Configuration Options) message to the UE. S-TMSI and S-TMSI Signature are included if the MME allocates new S-TMSI and new S-TMSI Signature. IP Address is included if the UE has requested a dynamic address. Protocol Configuration Options are included if the UE has requested the information in the Attach Request message or if the information may be sent unsolicited by the SAE GW.

17) If S-TMSI was changed, the UE acknowledges the received S-TMSI by returning an Attach Complete   message to the MME.
**** End of changes ****
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