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This contribution discusses roaming scenarios, including 3GPP and non-3GPP accesses, for home routed traffic. 
1. Introduction
The SAE architecture agreed in TS 23.401 v0.2.1 and TS 23.402 v0.2.0 allows several alternatives, including:
· Both host based and network based mobility schemes shall be supported over S2 reference point 
· S8b and S2a/b are possible roaming interfaces when roaming in non-3GPP accesses 

· S8a and S8b are possible roaming interfaces when roaming in 3GPP accesses 

· S2c can be used over the roaming interface

Different combinations of these alternatives result in different roaming scenarios. The number of possible combinations can become quite large, and in order to guide the continued work on SAE stage 2, it is important to investigate what combinations are most relevant and need to be supported.
2. Roaming scenarios
Annex X: Roaming scenarios for non-3GPP accesses (informative)
This annex presents some of the possible roaming scenarios for consideration for SAE. The purpose of this annex is not to mandate any scenarios but to provide guidance for continued specification work.
The scenarios focus on the use of S2a/b/c and S8a/b in different roaming scenarios. Roaming scenarios with pre-SAE networks is not included in this annex. 
Note that only S2 and S8 interfaces are shown for simplicity. Interfaces related to e.g. AAA and policy control are not included.
The exact protocols supported are described in the main body of this TS.

Scenario 1
In this scenario a network-based mobility management mechanism is used on S2 and the roaming interface when roaming in non-3GPP IP accesses is based on S8b. The Serving SAE GW may act as a local non-3GPP anchor in the VPLMN.
Note: The interface between UE and network to signal access change is FFS and not shown in the figure below. 
· UE capability: Mobility with assistance from NW-based schemes 
· Anchor in HPLMN: Proxy Mobile IP Home Agent

· Anchor in VPLMN: 3GPP Anchor and Proxy Mobile IP Home Agent 

· Non-3GPP roaming interface: S8b
· 3GPP roaming interface: S8b  
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Figure 1. Scenario 1
*) Note: The 3GPP accesses may be provided by the HPLMN, the VPLMN or both. 
Scenario 2
In this scenario a network-based mobility management mechanism is used on S2 and the roaming interface when roaming in non-3GPP IP accesses is based on S2. The Serving SAE GW is only used to connect 3GPP accesses. The roaming interface for 3GPP accesses can be either S8a or S8b.
The mobility mechanism used in this scenario could be based on Proxy Mobile IP and/or Mobile IP in FA mode. This scenario is applicable if the user plane traffic does not need to pass a Serving SAE GW in the VPLMN. 

Note: The interface between UE and network to signal access change is not shown in the figure below. For Mobile IP in FA mode, Mobile IP signaling between UE and network is used to signal access change. For the PMIP case, access change signaling is FFS. 
· UE capability: Mobility with assistance from NW-based schemes and/or Mobile IP with FA CoA

· Anchor in HPLMN: Proxy Mobile IP Home Agent and/or Mobile IPv4 Home Agent. Also S8a termination if S8a is used for 3GPP roaming
· Anchor in VPLMN: 3GPP Anchor 

· Non-3GPP roaming interface: S2a/S2b
· 3GPP roaming interface: S8a/b  
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Figure 2. Scenario 2
*) See note after Figure 1
Scenario 3

This scenario shows a case were a host-based mobility management mechanism is used on S2 and the roaming interface when roaming in non-3GPP IP accesses is based on S2. The Serving SAE GW is only used to connect 3GPP accesses. The roaming interface for 3GPP accesses can be either S8a or S8b.
The scenario shows a case where the UE is at its “home link” (in Mobile IP sense) when in 3GPP accesses. Mobile IP user plane tunneling is thus not used over the 3GPP accesses, only Mobile IP signaling is sent if needed.
Mobile IP signaling between UE and network is used to signal access change.

Plain host based Mobile IP provides a single mobility anchor point (Home Agent). The user plane for non-3GPP accesses is thus not anchored in the Serving SAE GW in the VPLMN. 
· UE capability: Mobile IP 

· Local IP addresses in trusted non-3GPP IP access network and ePDG
· Anchor in HPLMN: Mobile IP Home Agent and S8a/b termination
· Anchor in VPLMN: 3GPP Anchor 

· Non-3GPP roaming interface: S2c

· 3GPP roaming interface: S8a/b 
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Figure 3. Scenario 3
*) See note after Figure 1

Scenario 4
This scenario shows a case were a host based mobility management mechanism is used on S2 and the roaming interface when roaming in non-3GPP IP accesses is based on S2. The difference from scenario 3 is that the user plane for non-3GPP IP accesses passes a Serving SAE GW in the VPLMN.
The scenario shows a case where the UE is at its “home link” (in Mobile IP sense) when in 3GPP accesses. Mobile IP user plane tunneling is thus not used over the 3GPP accesses, only Mobile IP signaling is sent if needed.
Mobile IP signaling between UE and network is used to signal access change. 

Tunnels (or equivalent) are used between the trusted non-3GPP access / ePDG and Serving SAE GW to force traffic through the Serving SAE GW. This is indicated by thick lines in the figure below. The tunnels could e.g. be pre-configured or based on PMIP. Host based Mobile IP (S2c) is thus run on top of this tunnel.
The scenario is e.g. applicable in a three-operator scenario where there is no direct business relationship between the non-3GPP access network operator and the HPLMN. The business relation is mediated by the VPLMN operator.

· UE capability: Mobile IP with co-located CoA
· Local IP address in Serving SAE GW in VPLMN 

· Anchor in HPLMN: Mobile IP Home Agent and S8a/b termination
· Anchor in VPLMN: 3GPP Anchor and Proxy Mobile IP Home Agent

· Non-3GPP roaming interface: S2c

· 3GPP roaming interface: S8a/b
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Figure 4 Scenario 4
*) See note after Figure 1

3. Conclusion

Four roaming scenarios have been identified based on alternatives for host and network based mobility schemes, S2 interface variants and S8 interface variants. 
It is of course possible to construct further roaming scenarios involving S8 and S2 interfaces in different combinations. We believe however that the four scenarios above are the most relevant scenarios resulting from the SAE architecture defined in TS 23.401 v0.2.1 and TS 23.402 v0.2.0.

4. Proposal
It is proposed that SA2 discusses these scenarios and conclude which ones that shall be supported in the specification.
It is proposed that that SA2 captures the scenarios presented in section 2 of this paper in a new annex in TS 23.402 for further discussion on roaming scenarios. 
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