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This contribution proposes an input to TS 23.402, Section 5.1 “Control and User planes”, related to the S2 reference point.
1. Introduction
This contribution presents the protocol stacks for the reference points S2a, S2b, and S2c to be included into TS 23.402. It is assumed that the protocol options as proposed in S2-071144 shall be supported.
2. Proposal

Proposed changes in TS 23.402:  
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5
Functional description and Information Flows

<This section specifies key functions of the architecture enhancements for non-3GPP accesses>
5.1
Control and User Planes

<This section specifies the protocol stacks on the control and user planes for each of the interfaces required for non-3GPP access support.>

5.1.x
S2 reference points
The S2 reference points are terminated at the core network side in the PDN SAE GW. In the roaming case, S2 can be terminated also in the Serving SAE GW. The protocol stacks shown in the following subclauses are applicable independently of where S2 terminates.
5.1.x.1
Protocol options for S2a

The following protocols shall be supported on S2a:
· PMIPv6  (Figure X1)

· MIPv4 FA mode (Figure X2)


The figures below illustrate the control planes for Mobility Management (MM) and the user planes for each protocol option. 

[image: image1.emf] 

L2/L1  

IPv4/v6  

L2/L1  

L2/L1  

IPv4/v6  

L2/L1  

IPv4/v6  

IPv4/v6  

UE  

Non - 3GPP IP Access   PMA   SAEGW   HA  

S2a - u  

Tunnelling   Layer  

Tunnelling   Layer  

L2/L1  

L2/L1  

IPSec/IPv6  

L2/L1  

PMIPv6  

UE  

Non - 3GPP IP Acces s   PMA   SAEGW   HA  

S2a - c        

L2/L1  

L2/L1  

PMIPv6  

PMIPv6  

UE  

Non - 3GPP IP Access   PMA   SAEGW   HA  

S2a - c        

L2/L1  

L2/L1   L2/L1  

IPv4   IPv4  

PMIPv6  

IPSec/IPv6  

IPSec/IPv6  

IPSec/IPv6  


Figure X1: Protocols for MM control and user planes of S2a for the PMIPv6 option

Legend:

· According to terms defined in PMIPv6 [8], the functional entities terminating both the control and user planes are denoted PMA (Proxy Mobile Agent) in the non-3GPP IP access and HA (Home Agent) in the SAE GW.

· The MM control plane stack is PMIPv6 [8] over IPv6 [RFC2460]. PMIPv6 signalling messages shall be secured by the use of IPSec extension headers [RFC3775]. IPv6 packets may be encapsulated in IPv4 when an IPv4 transport network is employed.
· The user plane carries remote IPv4/v6 packets over either an IPv4 or an IPv6 transport network.

· The tunnelling layer implements IPv4/v6 encapsulation applicable for PMIPv6 [8]. The tunnelling mechanisms supported are defined in MIPv6 [RFC3775]. In some cases the tunnelling layer may not be present.
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Figure X2: Protocols for MM control and user planes of S2a for the MIPv4 FA mode option

Legend:

· According to terms defined in MIPv4 [RFC3344], the functional entities terminating both the control and user planes are denoted MN (Mobile Node) in the UE, FA (Foreign Agent) in the non-3GPP IP access, and HA (Home Agent) in the SAE GW.

· The MM control plane stack is MIPv4 [RFC3344] over UDP [RFC768] over IPv4 [RFC791]. MIPv4 messages shall be secured by MN-HA Authenticators as defined in [RFC3344].
· The user plane carries remote IPv4 packets over an IPv4 transport network.

· The tunnelling layer implements IP encapsulation applicable for MIPv4 as defined in [RFC3344]. In some cases the tunnelling layer may not be present.




· 
5.1.x.2
Protocol options for S2b

The following protocol shall be supported on S2b:

· PMIPv6  (Figure X3)

· 
· 
The figure below illustrates the control plane for Mobility Management (MM) and the user plane.
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Figure X3: Protocols for MM control and user planes of S2b for the PMIPv6 option

Legend:

· According to terms defined in PMIPv6 [8], the functional entities terminating both the control and user planes are denoted PMA (Proxy Mobile Agent) in the non-3GPP IP access and HA (Home Agent) in the SAE GW.

· The MM control plane stack is PMIPv6 [8] over IPv6 [RFC2460]. PMIPv6 signalling messages shall be secured by the use of IPSec extension headers [RFC3775]. IPv6 packets may be encapsulated in IPv4 when an IPv4 transport network is employed.

· The user plane carries remote IPv4/v6 packets over either an IPv4 or an IPv6 transport network.

· The tunnelling layer implements IPv4/v6 encapsulation applicable for PMIPv6 [8]. The tunnelling mechanisms supported are defined in MIPv6 [RFC3775]. In some cases the tunnelling layer may not be present.




· 
· 
· 
· 




· 
5.1.x.3
Protocol options for S2c

The following protocol shall be supported on S2c:

· DS-MIPv6  (Figure X4)
· 
The figure below illustrates the control plane for Mobility Management (MM) and the user plane.
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Figure X4: Protocols for MM control and user planes of S2c for the DS-MIPv6 option

Legend:

· According to terms defined in MIPv6 [RFC3775], the functional entities terminating both the control and user planes are denoted MN (Mobile Node) in the UE, and HA (Home Agent) in the SAE GW.

· The MM control plane stack is MIPv6 [RFC3775] with Dual Stack Extensions [10] over IPv6 [RFC2460]. DS-MIPv6 signalling messages shall be secured by the use of IPSec extension headers [RFC3775]. IPv6 packets may be encapsulated in IPv4 when an IPv4 transport network is employed.
· The user plane carries remote IPv4/v6 packets over either an IPv4 or an IPv6 transport network.
· The tunnelling layer implements IP encapsulation applicable for MIPv6 as defined in [RFC3775]. In some cases the tunnelling layer may not be present.




· 
· 
· 
· 
*** End of modified Section ***
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