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This contribution argues that mobility mode selection should be done together with SAE GW selection as part of the Default IP Access service and discusses how this can be done.
1
Introduction
The SAE system architecture provides support for both host-based (Client MIP) and network-based mobility (Proxy MIP). It is currently not clear whether there is any mandatory mobility support either in the network or in the terminal.
In our understanding the SAE system will have to accommodate all UEs regardless of whether they are equipped with CMIP client or not. We also believe that some operators may choose to rely on PMIP only for inter-technology handovers, whereas some others may want to use CMIP for this purpose.
The decision about the mobility mode will therefore depend on the combination of UE and network capabilities, and is likely to be dynamic, in particular in roaming scenarios.
SAE has the notion of Default IP Access service which means that the default IP connectivity is enabled as the mobile attaches to the network (i.e. in GPRS terminology this means that the PDP context activation procedure is performed along with the GPRS attach procedure). The UE does not need to perform an explicit “PDP context activation” procedure to transfer data.

If host-based mobility (CMIP) is needed for the access to which the UE attaches, or if there is likelihood that it may be needed sometime in the future, then the MIP client will have to be engaged in the UE’s protocol stack from the beginning, even if it may not actually be used in the bearer plane (e.g. a UE attaching to LTE access will typically not need to rely on CMIP mobility; however, if there is any likelihood that this UE moves at some instant in the future towards a non-3GPP access that has no PMIP support, then the UE must engage the MIP client even across the LTE access).
As pointed out in the St Louis meeting (S2-070969), in order to support inter-tech handovers with network-based mobility (PMIP), the UE may require “virtual interface” functionality in order to cope with the case where the same IP address may be temporarily assigned to two physical interfaces. Presently, it is unclear whether this functionality would be mandatory in the terminal or not. For the purpose of this paper we consider it as optional UE capability in the same way as CMIP support.
From the above discussion it is obvious that the mobility mode decision will have to be made during network attachment i.e. during establishment of the Default IP Access service. Given that SAE GW selection should also be done at network attachment, the present paper suggests that these two have to be considered together.
2
Discussion
We expect that the mobility mode selection as well as the SAE GW selection will be made by a function in the HPLMN, most likely collocated with the HSS or the 3GPP AAA Server. The main input parameters assisting the decision should be the following:

· UE capability for inter-technology mobility management (CMIP, Virtual Interface), and
· Network capability for inter-technology mobility management (CMIP or PMIP).
The decision process may further be refined by taking into account additional parameters (e.g. UE’s geographical location and knowledge about presence of non-3GPP access in that location, etc).

In roaming scenarios the VPLMN’s capability can be made known to the HPLMN based on roaming agreements.
On the contrary, UE’s capability would have to be signalled dynamically along with Access Authentication, and sometimes possibly along Tunnel Authentication (only for untrusted non-3GPP access). 

Once the selection is made in the HPLMN, there has to be a means for conveying the selected Mobility Mode as well as the selected PDN SAE GW back to the UE.
For 3GPP access this requires definition of appropriate containers in S6a access authentication messages as well as in NAS messages.
For non-3GPP access this requires definition of 3GPP-specific extensions to EAP containers.

Depending on the selected Mobility Mode, the PDN SAE GW may be conveyed to the UE (CMIP) or not (PMIP). The reason for this is that with CMIP the UE has to explicitly trigger a Binding Update with the PDN SAE GW and therefore it has to know the PDN SAE GW address.
In the next sub-sections we consider the SAE GW and Mobility mode selection into more details for each of the following: 3GPP access, untrusted non-3GPP access and trusted non-3GPP access.

2.1
3GPP Access
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 Figure 1: PDN SAE GW selection and mobility mode selection with 3GPP access
Depicted in Figure 1 is a high-level call flow for mobility mode and SAE GW selection with 3GPP access.

UE triggers the Access Authentication procedure for 3GPP access via MME and S6a and provides its mobility management capability.

As part of the Access Authentication procedure, the HSS/AAA authenticates the UE and selects the PDN SAE GW as well as the mobility mode (CMIP vs PMIP) based on various criteria (e.g. roaming agreements with VPLMN, access type, UE capability, etc.)

The selected PDN SAE GW (in the form of FQDN or IP address) is provided to the MME, as well as the selected mobility mode.

The MME selects a Serving SAE GW based on unspecified criteria and forwards to it info on selected PDN SAE GW. The Serving SAE GW sends a PMIP Binding Update to PDN SAE GW (or equivalent for the GTP variant of S5/S8). This step is common for both the mobility modes, CMIP and PMIP.

If the selected mobility mode is CMIP:

· MME relays the selected PDN SAE GW info to UE;
· If the UE is “at home” in CMIP sense, it performs any CMIP procedures related to the case when it is “at home”, otherwise it sends a CMIP Binding Update to the PDN SAE GW.

If the selected mode is Simple IP (i.e. PMIP on network side):

· UE does not need to be informed of the selected PDN SAE GW.
2.2
Untrusted Non-3GPP Access

[image: image2.emf]e-PDG

PDN 

SAE GW

HSS/

AAA

EAP-based Access Authentication (UE capability)

PDN SAE GW selection, 

mobility mode selection

Access Authentication Complete 

(mobility mode, PDN SAE GW)

For CMIP

IPSec tunnel setup 

complete

CMIP Binding Update

For PMIP

(Simple IP)

Serving

SAE GW

IPSec tunnel setup

complete

PMIP Binding Update

PMIP Binding Update

DNS discovery 

of e-PDG

IKEv2 authentication &

Tunnel setup

EAP-based Tunnel Authentication

IKEv2 authentication &

Tunnel setup (opt. PDN GW)

EAP-based Tunnel Authentication

Tunnel Authentication Complete (opt. PDN GW)

 Figure 2: PDN SAE GW selection and mobility mode selection with untrusted non-3GPP access

Depicted in Figure 2 is a high-level call flow for mobility mode and SAE GW selection with untrusted non-3GPP access.

The UE triggers the Access Authentication procedure (EAP-SIM, EAP-AKA) and provides its mobility management capability.

As part of the Access Authentication procedure, the HSS/AAA authenticates the UE and selects the PDN SAE GW as well as the mobility mode (CMIP vs PMIP) based on various criteria (e.g. roaming agreements with VPLMN, access type, UE capability, etc.).
The selected mobility mode and possibly the selected PDN SAE GW (in the form of FQDN or IP address) are provided to the UE as part of Access Authentication.

The UE makes a DNS discovery of local ePDG (e.g. by constructing an FQDN of the type ePDG.operator.com).

If the selected mobility mode is CMIP:

· UE completes establishment of IPsec tunnel to ePDG, and then

· UE sends a CMIP Binding Update to the selected PDN SAE GW.
If the selected mobility mode is Simple IP (i.e. PMIP):

· UE begins establishment of IPsec tunnel to ePDG and possibly passes the selected PDN SAE GW info (received during Access Authentication) in IKEv2 payload; alternatively, ePDG retrieves info about the selected PDN SAE GW during Tunnel Authentication (via Wm* interface);
· ePDG selects a Serving SAE GW based on unspecified criteria and sends a PMIP Binding Update to Serving SAE GW, including info on selected PDN SAE GW;
· Serving SAE GW sends a PMIP Binding Update to PDN SAE GW.
2.3
Trusted Non-3GPP Access
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 Figure 3: PDN SAE GW selection and mobility mode selection with trusted non-3GPP access

Depicted in Figure 3 is a high-level call flow for mobility mode and SAE GW selection with trusted non-3GPP access.

The UE triggers the Access Authentication procedure (EAP-SIM, EAP-AKA) and provides its mobility management capability.

As part of the Access Authentication procedure, the HSS/AAA authenticates the UE and selects the PDN SAE GW as well as the mobility mode (CMIP vs PMIP) based on various criteria (e.g. roaming agreements with VPLMN, access type, UE capability, etc.).
The selected mobility mode and possibly the selected PDN SAE GW (in the form of FQDN or IP address) are provided to the UE as part of Access Authentication.

If the selected mobility mode is CMIP:

· At the end of the Access Authentication procedure, UE sends a CMIP Binding Update to the selected PDN SAE GW.
If the selected mobility mode is Simple IP (i.e. PMIP):

· It is assumed that the information about the selected PDN SAE GW access has been intercepted by the trusted non-3GPP access;
· Trusted Non-3GPP access selects a Serving SAE GW based on unspecified criteria and sends a PMIP Binding Update to Serving SAE GW, including info on selected PDN SAE GW;
· Serving SAE GW sends a PMIP Binding Update to PDN SAE GW;
· Trusted non-3GPP access indicates to UE that Default IP Access service is established.

3
Proposal
Based on the discussion in Section 2 it is proposed to agree on the following text input to TS 23.401 and /or TS 23.402:
· 
· 
· 
· 
· 
· 
· 
· 
· It shall be possible to perform mobility mode selection for mobility between 3GPP and non-3GPP accesses (i.e. host-based vs network-based mobility) as part of Access Authentication;

· In the specific case of untrusted non-3GPP access, mobility mode selection service may be done as part of Tunnel Authentication.
NOTE: it is FFS how these requirements can be met with “non-integrated” devices (e.g. laptops).
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