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1. Discussion

Figure 1 shows the non-roaming architecture for 3GPP accesses within SAE.
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Figure 1 Non-Roaming Architecture for 3GPP Accesses within SAE
The purpose of this contribution is to begin the process of adding more detailed descriptions for the high level functions allocated  across the network elements EUTRAN, MME, serving SAE GW and PDN SAE GW. 
All the text in the next section is new text proposed into TS 23.401. This text has been taken from TR 23.882 and change-bars indicate changes proposed to text in TR 23.882 when included into TS 23.401. 

************ CHANGE – ADD TEXT TO SECTION 4.3 IN 23.401 ************* 
4.3 High Level Functions
The functions in the evolved packet core are listed below..

-
IP access service enabling functions such as IP address allocation.

-
Packet routing and forwarding, including management and storage of user plane UE context describing IP bearer service and internal routing information.

-
Policy and Charging Enforcement Function (PCEF) based on TS 23.203, including termination of Gx+ interface according to the PCC architecture and termination of the Gy = Ro interface with the on-line charging server.

-
Collection of Charging Information for online or offline charging systems, including support for bearer and flow based charging for IP services, and for session based services.

-
Mobility Anchor for mobility between different 3GPP based accesses (SAE/LTE and pre-SAE/LTE).

-
Mobility Anchor for mobility between 3GPP accesses and non 3GPP accesses.

-
Management and storage of UE control plane context, including generation of a temporary identity and mapping it to a permanent identity (e.g. IMSI).

-
Mobility management, including determination of tracking areas and allowed PLMNs for handovers, and registration and tracking of LTE_IDLE state Ues.

-
Authentication, authorization and key management, including HSS/AAA interaction.

-
Lawful interception of user plane traffic.

-
Lawful interception of signaling traffic.

-
Gateway functionality to external networks, including support for Network Address Translation (NAT) and Firewall.


-
Multicasting traffic to multiple UEs.


-
Ciphering termination for user plane traffic.

-
Ciphering/integrity termination for NAS signaling.

-
IP Header compression for user plane traffic.


-
Termination of LTE_IDLE state UE traffic on the downlink data path and paging requests.
4.3.1 Assignment of Functions to Network Elements
4.4 The functions identified in the functional model are assigned to the network elements 
Table 1: Mapping of Functions to Network Elements
	HIGH-LEVEL FUNCTION:
	EUTRAN
	MME         
	Serving SAE GW
	PDN SAE GW

	IP access service enabling functions such as IP address allocation.
	
	
	
	X

	Packet routing and forwarding, including management and storage of user plane UE context describing IP bearer service and internal routing information.
	
	
	X
	X

	Policy and Charging Enforcement Function (PCEF) based on TS 23.203, including termination of Gx+ interface according to the PCC architecture and termination of the Gy = Ro interface with the on-line charging server.
	
	
	X
	X

	Collection of Charging Information for online or offline charging systems, including support for bearer and flow based charging for IP services, and for session based services.
	
	
	
	X

	Mobility Anchor for mobility between different 3GPP based accesses (SAE/LTE and pre-SAE/LTE).
	
	
	X
	

	Mobility Anchor for mobility between 3GPP accesses and non 3GPP accesses.
	
	
	X
	X

	Management and storage of UE control plane context, including generation of a temporary identity and mapping it to a permanent identity (e.g. IMSI).
	
	X
	
	

	Mobility management, including determination of tracking areas and allowed PLMNs for handovers, and registration and tracking of LTE_IDLE state Ues.
	
	X
	
	

	Authentication, authorization and key management, including HSS/AAA interaction.
	
	X
	
	

	Lawful interception of user plane traffic.
	
	
	X
	X

	Lawful interception of signaling traffic.
	
	X
	
	

	Gateway functionality to external networks, including support for Network Address Translation (NAT) and Firewall.
	
	
	
	X

	Multicasting traffic to multiple UEes.
	X
	
	X
	

	Ciphering termination for user plane traffic.
	X
	
	
	

	Ciphering/integrity termination for NAS signaling.
	
	X
	
	

	IP Header compression for user plane traffic.
	X
	
	
	

	Termination of LTE_IDLE state UE traffic on the downlink data path and paging requests.
	
	FFS
	FFS
	

	NOTE 1: Allocation of PCEF functionality between Serving SAE GW and PDN SAE GW depends on Roaming scenario and on protocol used on the S5 interface.
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