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Abstract of the contribution: This contribution presents the signalling procedures for UE mobility in LTE_idle, when there is also a need to change the MME and/or Serving SAE GW. The proposal is to include these flows in TS 23.401
1. Introduction

The movement of UE within the LTE/SAE coverage in may create a need to change the MME or Serving SAE GW or both. When the UE is in LTE_idle the change will be done in conjunction with the TA Update procedure. The TA Update procedure will be performed:

· when the TAI broadcast by the LTE cell is different from those in the list of TAs allocated to the UE.
· when the periodic TA update timer expires,

In the TAU procedure the UE always sends a TAU Request message to the MME. The eUTRAN directs this to the old MME that used to serving the UE before, or to a new MM, if the old MME can not be contacted, or new MME would be more optimal. The MME change may therefore be decided at the routing of the TAU Request.

Furthermore, the MME that will serve the UE after the TAU procedure may select to change the Serving SAE GW, if the old one can not be contacted, or a new one would be more optimal. 
In summary, the TA Update procedure cases that lead to CN node changes are as follows:
1. TAU with MME and SAE-GW Change: The TAU Request is forwarded to a new MME, and the new MME decides to change the Serving SAE GW. This is the most versatile combination of the procedure and contains all components used in the following two cases.
2. TAU with MME change: TAU Request is forwarded to a new MME, but Serving SAE GW is not changed.
3. TAU with SAE-GW change: The TAU Request is forwarded to the MME that has been serving the UE before, but the MME selects to change the Serving SAE-GW.
This contribution describes the signaling flow to be applied in these cases, and proposes them for the inclusion in the TS 23.401. The content of sections 2-4 in this contribution could form the basis of a new section 5.x.
2.  Proposed procedure for both MME and Serving SAE GW change in LTE_idle
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1)
The UE detects a change of the TA.

2)
If the new TAI is different from TAI(s) allocated to the UE before, the UE initiates the TAU procedure by sending an TAU Request (IMSI or S‑TMSI and old TAI, Core Network Classmark, KSI, Follow On Request, DRX Parameters) message to the MME. The S‑TMSI and the old TAI associated with S‑TMSI shall be included. KSI shall be included if the UE has valid security parameters. Core Network Classmark is described in clause "UE Network Capability". The UE shall set "Follow On Request" if there is pending uplink traffic (user data). DRX Parameters indicates whether or not the UE uses discontinuous reception and the DRX cycle length.


In case of network sharing is applied the TAU request includes information for selecting network or MME. The Evolved RAN selects the MME.
3)
The new MME sends an Identification and Context Request (S‑TMSI, old TAI) to the old MME to retrieve user information. The new MME derives the old MME from old TAI and old S-TMSI. 
4)
The old MME responds with an Identification and Context Response (MME context (e.g. IMSI, Authentication Triplets or Authentication Quintets, SAE Bearer Contexts, subscription data)). If the UE is not known in the old MME, the old MME responds with an appropriate error cause.

5)
The authentication functions are defined in the clause "Security Function". Ciphering procedures are described in clause "Security Function". If S‑TMSI allocation is going to be done and the network supports ciphering, the NAS messages shall be ciphered.

6)
The MME sends an Update Location (MME Identity, IMSI, IMEISV, subscription data received) to the HSS. IMEISV is sent if the ADD function is supported.
7)
The HSS sends Cancel Location (IMSI, Cancellation Type) to the old MME with Cancellation Type set to Update Procedure.
8)
The old MME acknowledges with Cancel Location Ack (IMSI). 

9)
The HSS acknowledges the Update Location (Subscription Data) message by sending an Update Location Ack message to the MME after the cancelling of old MM context is finished. If the Update Location is rejected by the HSS, the MME rejects the TAU Request from the UE with an appropriate cause.

10)
The new MME validates the UE's presence in the (new) TA. If due to regional subscription restrictions or access restrictions the UE is not allowed to attach in the TA, the MME rejects the TAU Request with an appropriate cause. If subscription checking fails for other reasons, the MME rejects the TAU Request with an appropriate cause. If all checks are successful then the MME constructs an MM context for the UE.
The MME selects a new Serving SAE-GW as described under “SAE-GW selection function” and sends a Create SAE Bearer Request (MM context, SAE Bearer Contexts, Charging Characteristics, IMEISV, CGI/SAI, RAT type) message to the selected new Serving SAE-GW. The PDN SAE-GW address is indicated in the SAE Bearer Contexts.

11)
The new Serving SAE-GW sends Update SAE Bearer Request message (Serving SAE-GW Address, Serving SAE-GW Tunnel Endpoint Identifier, QoS Negotiated, serving network identity, CGI/SAI, RAT type) to the PDN SAE-GW concerned.
12)
The PDN SAE-GW updates its SAE Bearer contexts and returns an Update SAE Bearer Response (PDN SAE-GW Tunnel Endpoint Identifier) message. 

13)
The Serving SAE-GW updates its SAE Bearer. This allows the Serving SAE-GW to route SAE Bearer PDUs to the PDN SAE-GW when received from evolved RAN.


The Serving SAE-GW returns a Create SAE Bearer Response (TEID, QoS Negotiated) message to the MME.
14)
The new MME sends an Identification and Context Acknowledge message to the old MME. This informs the old MME that the new Serving SAE GW is ready to receive data packets belonging to the activated SAE Bearer. The old MME marks in its context that the information in the SAE-GWs and the HSS are invalid. This triggers MME to update the SAE-GWs and the HSS  if the UE initiates a TAU procedure back to the old MME before completing the ongoing TAU procedure. If the security functions do not authenticate the UE correctly, then the TAU shall be rejected, and the new MME shall send a reject indication to the old MME. The old MME shall continue as if the Identification and Context Request was never received.
15)
If there are active SAE Bearers in the old MME for this particular UE and the new MME has indicated that Serving SAE GW functionality is to be moved, the old MME deletes these SAE Bearers by sending Delete SAE Bearer Request (TEID) messages to the Serving SAE-GW.
16)
The Serving SAE-GW acknowledges with Delete SAE Bearer Response (TEID) messages.
17)
If “Follow On Request” was indicated in the TAU Request the new MME establishes the RAB(s). The MME sends SAE Bearer Setup Request (QoS, Serving SAE-GW address and TEID) message to the evolved RAN to setup radio and S1 bearers for the SAE Bearer(s). 

18)
The evolved RAN establishes the radio bearer for the SAE Bearer. 
19)
The evolved RAN confirms by sending SAE Bearer Setup Response (eNodeB address and TEID) message to the MME.
20)
The MME sends Update SAE Bearer Request (eNodeB address and TEID) message to the Serving SAE-GW. This allows the Serving SAE-GW to route PDP PDUs between the evolved RAN and the PDN SAE-GW. 
21)
The Serving SAE-GW confirms by sending Update SAE Bearer Response message to the MME.
22)
The MME sends an TAU Accept (S‑TMSI, TA, QoS) message to the UE. S‑TMSI is included if the MME allocates a new S‑TMSI.

23)
If S‑TMSI was changed, the UE acknowledges the received S-TMSI by returning an TAU Complete message to the MME.

3.  Proposed procedure for MME change in LTE_idle
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1)
The UE detects a change of the TA.

2)
If the new TAI is different from TAI(s) allocated to the UE before, the UE initiates the TAU procedure by sending an TAU Request (IMSI or S‑TMSI and old TAI, Core Network Classmark, KSI, Follow On Request, DRX Parameters) message to the MME. The S‑TMSI and the old TAI associated with S‑TMSI shall be included. KSI shall be included if the UE has valid security parameters. Core Network Classmark is described in clause "UE Network Capability". The UE shall set "Follow On Request" if there is pending uplink traffic (user data). DRX Parameters indicates whether or not the UE uses discontinuous reception and the DRX cycle length.


In case of network sharing is applied the TAU request includes information for selecting network or MME. The Evolved RAN selects the MME.
3)
The new MME sends an Identity and Context Request (S‑TMSI, old TAI) to the old MME to retrieve user information. The new MME derives the old MME from old TAI and old S-TMSI.

4)
The old MME responds with an Identification and Context Response (MME context (e.g. IMSI, Authentication Triplets or Authentication Quintets, SAE Bearer Contexts, subscription data)). If the UE is not known in the old MME, the old MME responds with an appropriate error cause.

5)
The authentication functions are defined in the clause "Security Function". Ciphering procedures are described in clause "Security Function". If S‑TMSI allocation is going to be done and the network supports ciphering, the NAS messages shall be ciphered.

6)
The MME sends an Update Location (MME Identity, IMSI, IMEISV, subscription data received) to the HSS. IMEISV is sent if the ADD function is supported.
7)
The HSS sends Cancel Location (IMSI, Cancellation Type) to the old MME with Cancellation Type set to Update Procedure.
8)
The old MME acknowledges with Cancel Location Ack (IMSI).

9)
The HSS acknowledges the Update Location (Subscription Data) message by sending an Update Location Ack message to the MME after the cancelling of old MM context is finished. If the Update Location is rejected by the HSS, the MME rejects the TAU Request from the UE with an appropriate cause.

10)
The new MME validates the UE's presence in the (new) TA. If due to regional subscription restrictions or access restrictions the UE is not allowed to attach in the TA, the MME rejects the TAU Request with an appropriate cause. If subscription checking fails for other reasons, the MME rejects the TAU Request with an appropriate cause. If all checks are successful then the MME constructs an MM context for the UE.

The new MME sends the Update SAE Bearer Request (MME Id) to Serving SAE-GW
11)
The Serving SAE-GW confirms the new MME information with Update SAE Bearer Response
12)
The new MME sends an Identification and Context Acknowledge message to the old MME. The old MME marks in its context that the HSS is invalid. This triggers MME to update the HSS, if the UE initiates a TAU procedure back to the old MME before completing the ongoing TAU procedure. If the security functions do not authenticate the UE correctly, then the TAU shall be rejected, and the new MME shall send a reject indication to the old MME. The old MME shall continue as if the Identification and Context Request was never received.
13)
If “Follow On Request” was indicated in the TAU Request the new MME establishes the RAB(s). The MME sends SAE Bearer Setup Request (QoS, Serving SAE-GW address and TEID) message to the evolved RAN to setup radio and S1 bearers for the SAE Bearer(s). 

14)
The evolved RAN establishes the radio bearer for the SAE Bearer. 
15)
The evolved RAN confirms by sending SAE Bearer Setup Response (eNodeB address and TEID) message to the MME.
16)
The MME sends Update SAE Bearer Request (eNodeB address and TEID) message to the Serving SAE-GW. This allows the Serving SAE-GW to route PDP PDUs between the evolved RAN and the PDN SAE-GW. 
17)
The Serving SAE-GW confirms by sending Update SAE Bearer Response message to the MME.
18)
The MME sends an TAU Accept (S‑TMSI, TA, QoS) message to the UE. S‑TMSI is included if the MME allocates a new S‑TMSI.

19)
If S‑TMSI was changed, the UE acknowledges the received S-TMSI by returning an TAU Complete message to the MME.

4.  Proposed procedure for Serving SAE GW change in LTE_idle
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1)
The UE detects a change of the TA.

2)
If the new TAI is different from TAI(s) allocated to the UE before, the UE initiates the TAU procedure by sending an TAU Request (IMSI or S‑TMSI and old TAI, Core Network Classmark, KSI, Follow On Request, DRX Parameters) message to the MME. The S‑TMSI and the old TAI associated with S‑TMSI shall be included. KSI shall be included if the UE has valid security parameters. Core Network Classmark is described in clause "UE Network Capability". The UE shall set "Follow On Request" if there is pending uplink traffic (user data). DRX Parameters indicates whether or not the UE uses discontinuous reception and the DRX cycle length.


In case of network sharing is applied the TAU request includes information for selecting network or MME. The Evolved RAN selects the MME serving the UE.
3)
The MME validates the UE's presence in the (new) TA. If due to regional subscription restrictions or access restrictions the UE is not allowed to attach in the TA, the MME rejects the TAU Request with an appropriate cause. If subscription checking fails for other reasons, the MME rejects the TAU Request with an appropriate cause. If all checks are successful then the MME constructs an MM context for the UE.
The MME selects a new Serving SAE-GW as described under “SAE-GW selection function” and sends a Create SAE Bearer Request (MM context, SAE Bearer Contexts, Charging Characteristics, IMEISV, CGI/SAI, RAT type) message to the selected new Serving SAE-GW. The PDN SAE-GW address is indicated in the SAE Bearer Contexts.

4)
The new Serving SAE-GW sends Update SAE Bearer Request message (Serving SAE-GW Address, Serving SAE-GW Tunnel Endpoint Identifier, QoS Negotiated, serving network identity, CGI/SAI, RAT type) to the PDN SAE-GW concerned.
5)
The PDN SAE-GW updates its SAE Bearer contexts and returns an Update SAE Bearer Response (PDN SAE-GW Tunnel Endpoint Identifier) message.
6)
The Serving SAE-GW updates its SAE Bearer. This allows the Serving SAE-GW to route SAE Bearer PDUs to the PDN SAE-GW when received from evolved RAN.


The Serving SAE-GW returns a Create SAE Bearer Response (TEID, QoS Negotiated) message to the MME.

7)
If there are active SAE Bearers for this particular UE, the MME deletes these SAE Bearers from the old Serving SAE-GW by sending Delete SAE Bearer Request (TEID) message.
8)
The old Serving SAE-GW acknowledges with Delete SAE Bearer Response (TEID) messages.
9)
If “Follow On Request” was indicated in the TAU Request the new MME establishes the RAB(s). The MME sends SAE Bearer Setup Request (QoS, Serving SAE-GW address and TEID) message to the evolved RAN to setup radio and S1 bearers for the SAE Bearer(s). 

10)
The evolved RAN establishes the radio bearer for the SAE Bearer. 
11)
The evolved RAN confirms by sending SAE Bearer Setup Response (eNodeB address and TEID) message to the MME.
12)
The MME sends Update SAE Bearer Request (eNodeB address and TEID) message to the Serving SAE-GW. This allows the Serving SAE-GW to route PDP PDUs between the evolved RAN and the PDN SAE-GW. 
13)
The Serving SAE-GW confirms by sending Update SAE Bearer Response message to the MME.
14)
The MME sends an TAU Accept (S‑TMSI, TA, QoS) message to the UE. S‑TMSI is included if the MME allocates a new S‑TMSI.

15)
If S‑TMSI was changed, the UE acknowledges the received S-TMSI by returning an TAU Complete message to the MME.

5. Proposal

It is proposed to add sections 2 to 4 in section 5.x (to be created) of 23.401.
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