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Abstract of the contribution: The architectural alternatives are revised to provide better clarity on the role of Service Broker (SB) as a logically separate function component from S-CSCF and AS.  The goal is to remove the impression that the SB has to be embedded in the AS and leave open the location options of SB – it can be located outside AS and S-CSCF, or embedded in either AS or S-SCCF.
*** BEGIN CHANGES ***
5.1
Centralized Service Brokering Functions
In this architecture, the Application Servers involved in offering the integrated service are unaware of the existence of the Service Broker and the S-CSCF views the Service Broker as an Application Server supporting the ISC interface.
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The interfaces between the Service Broker and the Application Servers continue to support ISC.    

Standards thus need to be defined for the Service Broker including its interfaces and procedures.
5.1.1
Architecture Reference Model

Editor’s note: This section presents the proposed functional element architecture to support <solution architecture 1> 

5.1.2
Identified Impacts to Current Architecture and Interfaces

Editor’s note: This subsection presents the architecture and protocol enhancements to be made to the current architecture to support <solution architecture 1>

5.1.3
Other enhancements

Editor’s note: This subsection presents enhancements needed by other protocols, interfaces or user profiles to support <solution architecture 1>

5.1.4
Security

Editor’s note: This subsection presents how <solution architecture 1> addresses the security requirements in section 4.1

5.1.5
Charging

Editor’s note: This subsection presents how <solution architecture 1> addresses the security requirements in section 4.2
5.2 
Distributed Service Brokering Functions
In this architecture, each Application Server involved in offering the integrated service is equipped by one Service Broker so that they can coordinate to offer the services.  The Application Servers are unaware of the function of the Service Brokering and the S-CSCF still decides how to invoke its Service Brokers/Application Servers.   Unlike the Service Broker defined in the centralized architecture, the Service Broker in this architecture can dynamically send the S-CSCF subsequent Filter Criteria to instruct which Service Brokers/Application Servers to invoke next for the integrated service.  
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In order to interwork multiple Application Servers consistently and coherently, standards are required for protocols and procedures of Service Brokers.   
5.2.1
Architecture Reference Model

Editor’s note: This section presents the proposed functional element architecture to support <solution architecture 1> 

5.2.2
Identified Impacts to Current Architecture and Interfaces

Editor’s note: This subsection presents the architecture and protocol enhancements to be made to the current architecture to support <solution architecture 1>

5.2.3
Other enhancements

Editor’s note: This subsection presents enhancements needed by other protocols, interfaces or user profiles to support <solution architecture 1>

5.2.4
Security

Editor’s note: This subsection presents how <solution architecture 1> addresses the security requirements in section 4.1

5.2.5
Charging

Editor’s note: This subsection presents how <solution architecture 1> addresses the security requirements in section 4.2
5.3 
Hybrid Service Brokering Functions

This architecture is a hybrid of the above two architectures.  The Service Brokers under this architecture have to manage service interactions not only among the application servers under its direct control but also with its peer Service Brokers.

Three possible configurations of the hybrid architecture are depicted below.  Note that these are not supposed to be exhaustive as there are many possibilities of hybrid configuration.    These three are just examples of many possibilities.

1)  Architecture Configuration 1 where some server brokers (e.g. the rightmost one) act as both centralized and distributed service brokers.
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2) Architecture Configuration 2 where multiple service brokers are interfaced with the S-CSCF and they act as both centralized and distributed brokers.
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3) Architecture Configuration 3 where multiple distributed service brokers are coordinated through a centralized service broker interfaced with the S-CSCF. 
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5.3.1
Architecture Reference Model

Editor’s note: This section presents the proposed functional element architecture to support <solution architecture 1> 

5.3.2
Identified Impacts to Current Architecture and Interfaces

Editor’s note: This subsection presents the architecture and protocol enhancements to be made to the current architecture to support <solution architecture 1>

5.3.3
Other enhancements

Editor’s note: This subsection presents enhancements needed by other protocols, interfaces or user profiles to support <solution architecture 1>

5.3.4
Security

Editor’s note: This subsection presents how <solution architecture 1> addresses the security requirements in section 4.1

5.3.5
Charging

Editor’s note: This subsection presents how <solution architecture 1> addresses the security requirements in section 4.2
5.4
Service Interaction Management by Service Brokers
Service Brokering Functions can either be centralized in a Service Broker or distributed over multiple Service Brokers. 

Thus two service interaction management scenarios are possible: 

· Distributed service interaction management: where the Service Brokers with service brokering functions coordinate and control the interactions among multiple interacting applications.

· Centralized service interaction management: where a centralized Service Broker is used to coordinate and control the interactions among multiple interacting applications.

In addition, there can be mixed use of centralized and distributed service interaction management to support a hybrid architecture.

*** END CHANGES ***
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