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Abstract of the contribution:
From the decision of TA concept which be adopted in SAE/LTE system, the scope of S-TMSI should be MME Pool Area(s) unique.
1 Introduction

In the RAN3#55 meeting, Multi-TA Registration has been agreed as the TA concept used in SAE/LTE system. From Multi-TA Registration’s point of view, the scope of S-TMSI should be MME Pool Area(s) unique rather than TA(s) unique.

2 Discussion
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Figure 1

The figure as above shows an example of overlapping MME Pool Areas, the MME Pool Area 1 is served by MME-1s, the MME Pool Area 2 is served by MME-2s.

There are five possible candidates for the scope within which the S-TMSI is unique:1)TA; 2) TA List; 3)MME Serving Area; 4)MME Pool Area; 5)Whole MME Pool Areas overlapped together. All these candidates are analyzed as below:

1) TA

If the scope of S-TMSI is TA unique, the S-TMSI of the UE needs to be re-allocated at every time by TA update procedure when the UE entered new TA, regardless if the TA belongs to UE’s TA List or not. But from the one concept of the Multi-TA Registration, no TA update procedure needs to be performed when the TA which UE entered is contained in the TA List. From the conflict as mentioned above, this scope can not be accepted.
2) TA List

If the UE would be allocated a different S-TMSI to be used in each set of Tracking Areas, it just be adapted for fixed grouping of TA within an MME Pool Area. 
3)MME Serving Area
As normal, if the UE would be allocated a different S-TMSI when the serving MME changed, the S-TMSI will not be changed when the UE moves between TAs included in one TA List, and S-TMSI will not be changed within the MME serving area. When the DL data arrives, it is very easy to find the serving MME and page UE according to it’s TA List. But the UEs which are served by different MMEs might have the same S-TMSIs allocated by different MME.
4) MME Pool Area

If the MME Pool Area is not overlapped with any other MME Pool Area, to avoid the same S-TMSI number allocated for different UEs by different MMEs, it is suitable to limit the scope of S-TMSI in one MME Pool Area and identified uniquely. If the identifier of every MME is the part of S-TMSI, the paging message can be distributed to the right serving MME by the S-TMSI.

5) Whole MME Pool Areas overlapped together

If the MME Pool Area is overlapped with other MME Pool Areas, the S-TMSI should be unique in the Whole MME Pool Areas overlapped together, it similar to the pre-SAE system.,
In fact, the candidate 4) is a special case of candidate 5).

3 Conclusion

According to the analysis as above, it is concluded that the scope of S-TMSI is MME Pool Area unique if the MME Pool Area is not overlapped with any other MME Pool Area, otherwise the scope of S-TMSI is unique within the whole MME Pool Areas overlapped together. 
4 Proposal

It proposed to modify the identifiers agreements in TR 23.882 as below:
7.20
Key Issue – SAE Identities

7.20.1
Description of issue

The UE and the network entities in an SAE network need different identities for addressing, mobility, connectivity, confidentiality and other reasons.

In GSM and UMTS networks the identities are to a large extent the same. Using the same identities specifically also for LTE accesses would be beneficial from e.g. a UE mobility and identification point of view. In addition new identities are needed for new network entities.

7.20.2
Agreements on SAE Identities

The following table defines the identities that the UE and the network need in a SAE network.

Note: Identities identifying connections or tunnel end-points have not been addressed except for some specific cases which may have impact on the network architecture.

Note: Additional Non-3GPP identities are FFS

Note: The exact mapping between node identities and Transport Network Layer (TNL) addresses (e.g. IP addresses) is FFS.

	UE and Network Identities

	Name
	Allocated by which SAE/LTE entity
	Purpose
	Scope
	Used by
	Comment

	IMSI 
	N/A
	Permanent Identity of the Subscriber
	Globally unique
	UE, Evolved Packet Core and NAS layer (and possibly RRC during initial attach and to determine paging occasion). 
	For security reasons the IMSI should not be used/stored in the LTE RAN (rare exceptions might be possible)

	IMEI
	N/A
	Permanent Identity of the end user equipment
	Globally unique
	UE, Evolved Packet Core and NAS layer.
	For security reasons the IMEI should not be used/stored in the LTE RAN (rare exceptions might be possible)

	S-TMSI 
	MME
	Temporary user identity 
	Unique within MME pool area(s) 
	UE, Evolved Packet Core, NAS layer 
	The S-TMSI is similar to P-TMSI used today in GSM/UMTS. It needs not to share TMSI space with CS domain as in GSM/UMTS.

Either part of the S-TMSI is used to identify the MME within a pool of MMEs or a separate MME-ID (similar to the 3G NRI) is used (FFS). 

Solutions are needed to support network sharing.

The scope of S-TMSI is MME Pool Area unique if the MME Pool Area is not overlapped with any other MME Pool Area, otherwise the scope of S-TMSI is unique within the whole MME Pool Areas overlapped together.
Format influences re-use of resolution of temporary addresses be 2G/3G SGSNs.

The need to store S-TMSI on legacy UICC is FFS.

	MS-ISDN
	N/A
	Permanent  subscriber Identity primarily used by CS and SMS services and by O+M systems.
	Globally unique
	UE, Evolved Packet Core, HSS, O+M
	Used to identify a subscriber within a charging record. Its usage is FFS; another identifier might be used in SAE. Usage of MS-ISDN for VCC in Evolved Packet Core is FFS.

	IP address
	IASA
	Permanent or temporary Identifier used to identify the UE/user within the PDN
	Unique within PDN
	UE, Evolved Packet Core, PDN, operator services/IMS
	The UE needs a routeable address when connected to a PDN. The IP address may be a IPv4 or a IPv6 address, and may be a private or public IP address.

There are also other IP address allocation options, e.g. by auto-configuration. 

	Tracking Area Identity
	N/A
	Permanent Identity used to identify tracking areas.
	Unique within a PLMN
	Evolved Packet Core, UE. The tracking area identity is also broadcasted transparently in the LTE RAN.
	May share some similarities with the existing Routing Area Identity.

Solutions are needed to support network sharing.

Format influences re-use of resolution of temporary addresses be 2G/3G SGSNs.

The need to store TAI on legacy UICC is FFS

	MME Identity
	N/A
	Permanent Identity used to identify MME 
	Unique within a PLMN
	Evolved Packet Core, LTE RAN, UE (indirectly via S-TMSI and Tracking Area Identity (FFS))
	FFS whether a separate MME Identity is needed. As today, the old Tracking Area Identity + (parts of) the S-TMSI can identify the MME (FFS). 

In the LTE RAN the eNode B can (as in the RNC today) use (part of) the S-TMSI identify the MME (FFS)

An MME is associated with one or more TNL, e.g. IP, addresses.

	Cell Identity
	N/A
	Permanent Identity used to identify the Cell
	FFS: Unique within a PLMN
	Evolved Packet Core, LTE RAN
	Needed to be known in the CN for some UEs in active mode when location-based charging is used. [For paging, the MME needs to know which S1 interfaces to send the page message to. Hence the MME probably needs to be able to map Tracking Area to Cell IDs/eNodeB IDs. Note that the cells within an eNodeB may need to be in different tracking areas.]

It is FFS if the Cell Identity is associated with a TNL address.

FFS whether Cell Identity has to be unique within LTE RAN or globally unique or whether both are needed.

	eNode B Identity
	N/A
	Permanent Identity used to identify the eNode B
	Unique within a PLMN
	Evolved Packet Core, LTE RAN
	FFS whether a specific eNodeB identity is needed or whether (TNL) addresses are sufficient. Used to derive (TNL) addresses for S1 addressing.

The eNode B Identity is associated with one or more TNL, e.g. IP, addresses.

	eNode B Specific S1 UE Context Identity
	eNode B
	Temporary identity used to identify an S1 UE context within eNodeB.
	FFS: Unique within a eNode B [and x2 interface handover target eNodeBs?]
	Evolved Packet Core, LTE RAN
	It is used to identify the MME and/or UPE UE context(s) in the eNode B that relate to signaling relations(s) over S1. 

Whether MME, UPE or both UE context identities are needed depends on function separation between MME and UPE. NAS signaling, for example, might be exchanged over S1 by using UE/user identity without a need for an additional UE Context Identity.

The S1 addressing principle is still FFS.

Uniqueness within a (TNL) eNodeB address might be sufficient.

	MME Specific S1 UE Context Identity
	MME
	Temporary identity used to identify an S1 UE context within MME.
	FFS: Unique within a MME 
	Evolved Packet Core, LTE RAN
	It is used for signaling over S1 to identify the UE context in the MME. Its need is FFS.

The S1 addressing principle is still FFS.

Uniqueness within a (TNL) MME address might be sufficient.

	UPE Specific S1 UE Context Identity
	UPE
	Temporary identity used to identify an S1 UE context within UPE.
	FFS: Unique within a UPE 
	Evolved Packet Core, LTE RAN
	It is used for signaling over S1 to identify the UE context in the UPE. Its need is FFS.

The S1 addressing principle is still FFS.

Uniqueness within a (TNL) UPE address might be sufficient.

	UPE identity
	N/A
	Permanent Identity used to identify the UPE from the LTE RAN
	Unique within a PLMN
	Evolved Packet Core, LTE RAN
	FFS if needed or if the UPE TNL address, e.g. IP address, is enough.

	PDN Identity
	N/A
	Permanent Identity used to identify one or multiple specific PDN(s)
	Globally unique
	UE, Evolved Packet Core
	Depending on Multiple PDNs solution. It may be an APN.

	PCRF Id
	N/A
	Permanent Identity used to identify the PCRF 
	Unique within a PLMN
	Evolved Packet Core
	FFS if needed or if the PCRF TNL address is enough.

	HSS Id
	N/A
	Permanent Identity used to identify the HSS 
	Unique within a PLMN
	Evolved Packet Core
	FFS if needed or if the HSS is identified by (part of) user Identities.

	RAT ID
	N/A
	Radio Access Technology Identity used to identify the type of radio access technology
	Globally unique
	Evolved Packet Core
	FFS if needed or is used by the PCC of SAE.
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