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1
Introduction
As previously discussed during the VCC standardisation, and including in SA2#56 in S2-070150, there is a need to register the users who are receiving IMS centralised services via a CS access in order to avoid impacts to other IMS application servers.  This contribution overviews the motivation and outlines some options for registering the users in the IMS.
2
Discussion

During the discussion of S2-070150 “Consideration for IMS service delivery with VCC” in SA2#56 which addressed the need to be able to register the users in IMS when a CS access is used, the feeling of the group was to further address this topic in Release 8 under IMS centralized services.  

2.1
Motivation

A simplified scenario of an IMS centralized user making or receiving a call via the CS domain; the TAS provides the network support and supplementary services for multimedia telephony services. For this scenario, the IMS centralized terminal originating a call through the CS domain may not be registered to the IMS.  If the terminal does not have PS connectivity, then it will not be registered with the IMS.  In such a case, if the terminal initiates or terminates a call, the TAS will think that the user is unregistered and execute supplementary services based on the unregistered status. However the TAS should provide registered services to the user, not unregistered services since the subscriber is an IMS subscriber and registered/available over the CS domain. One example is for a terminating call where a typical “not registered” service is to forward calls to not registered users to a voice mail service.  This would not be desirable for an IMS centralized subscriber that is “not registered” in IMS but is attached to the CS domain.   
This can also imply that the expected behavior of an application server is different when the call originates from the CS domain or the IMS domain, in that when originating/terminating a call to/from a PS access over IMS, the application servers will see that the user is Registered and apply registered services, however when originating/terminating a call via a CS access, the user may be unregistered.  This works against the vision of convergence where the application servers should be able exhibit the same behavior irrespective of the used access technology.
Deeper analysis may also raise other examples of concern, in particular to application servers that are already in operation and to users who want to be reachable by both TEL URI and SIP URI.
For terminating calls to an IMS user connected via CS access, the S-CSCF can handle the terminating call when the request URI corresponds to a statically pre-configured PSI or a served user, as described in 3GPP TS 24.229. If the request URI corresponds to an unregistered user, the S-CSCF will assess triggering of services for the unregistered user, as described in 3GPP TS 23.218, and TS 29.228.
This contribution considers that the introduction of IMS centralized services should not imply further implications on the other SIP-ASs that may be already deployed, hence consideration should be given to have a means to ensure that subscribers can be registered.
The following approaches are examples on how to ensure that a subscriber is registered in IMS when using CS access:

· Network Registration of the user in IMS

· Dynamic registration initiated over ICCC.

· Dynamic registration based on subscriber status in CS domain (e.g. using interrogation with HSS to obtain the required information or using CAMEL ph3 mobility triggers)

· Have a node perform a registration for a list of IMS centralised subscribers.

· Administrative registration
· . . .

Details of network registrations of IMS users when using CS access are further study.

3
Proposal
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Architectural Requirements and Considerations 

5.1
Basic Assumptions

5.2
Architectural Requirements

5.2.1
Service consistency

The following requirements are defined to ensure service consistency:

-
It shall be possible to provide the services offered by the Telephony Application Server to the users who are accessing the network via the CS domain or via an IP-CAN.support MMTel full duplex speech service set as defined in 22.173 [2] & 24.173 [5]. 
-
Current definition of the MMTel multimedia telephony service definitions offered by the TAS as defined in 22.173 [2] and 24.173 [5] shall not be changed due to the centralization of services in IMS.
-
Home IMS network services shall be provided when using CS access for speech media transport in home and roaming networks;   however a reduced service offering may be provided subject to the constraints of the access network. 
-
Home IMS network services shall not be impacted by the solution for Centralized IMS Service Control when using an IP-CAN for speech media transport in home and roaming networks.

-
The solution shall support call independent IMS supplementary services management
-
Solution needs to work also over international transit networks.
Editors Note 1:
The capabilities of the international transit networks need to be identified.
-
It shall be possible to support Emergency Call and Priority Services (ETS) for IMS Centralized Services users. 

Editor’s Note 2: Other services beside the one defined in TS 22.173 [2] is FFS.
5.2.2
Core network requirements

5.2.2.1
IMS Core Network
-
Impacts on IMS entities should be minimized. 

5.2.2.2
CS Core Network
-
Impacts on CS network elements should be minimized.
5.2.3
Registration

A subscriber shall be registered in the IMS independently of the access technologies used to access the IMS. When using CS access only, the subscriber shall be registered in IMS with appropriate capabilities. 
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