SA WG2 Temporary Document

Page 2
-


3GPP TSG SA WG2 Architecture — S2#56c Ad-hoc
S2-071298
26 - 30 March 2007
Warsaw, Poland
Source:
Nortel
Title:
VCC Open Issue: Impact to Domain Transfer of Subsequent Calls by specific Supplementary Services
Document for:
Discussion
Agenda Item:
9.04
Work Item / Release:
VCC / Release 7
Abstract of the contribution: The VCC cover sheet (S2-063323) document identifies an outstanding issue of Supplementary Services (Call Deflection, Late Call Forwarding and ECT) impacting the domain transfer of subsequent calls. This paper provides a simple solution to this problem, and provides a proposal on a way forward in Release 7.
Discussion
1. History of this Issue

The problem was identified in Huawei’s contribution S2-063082 (at the VCC-Adhoc in Sophia Antipolis), which points out that the invocation of some supplementary services may influence the accuracy of the call/session state maintained in the DTF. A VCC UE is no longer active in the call after invoking supplementary services such as Call Deflection, ECT, or Late Call Forwarding, but the call/session state maintained in the DTF may not be updated. This incorrect information in the DTF may fail the domain transfer of subsequent call/sessions of the VCC UE because the DTF finds multiple active sessions belonging to the UE.
To solve this problem, S2-063082 proposed to use the Connected Number, i.e., P-Asserted-Identity header in the 200 OK message, to notify the DTF that the connected-to party has changed so the DTF can then update the call/session state for the VCC UE which has been freed from the call/session. 
One problem with this proposal is that the connected number may not always be included in the connect message. A similar approach is to use the SS notification (e.g. CF Notification, ECT Notification) in the ISUP message, but this mechanism is not reliable since the SS Notification is not always included in the related ISUP messages. The inclusion of the SS Notification is usually controlled by subscription and/or operator policy. 
Additionally, the main issue with the proposal is that it suggested that the DTF has knowledge of Supplementary Services, which adds an undesirable requirement to the DTF.
Nortel brought in paper S2-063801 to SA2#55 (in Busan) with some alternatives for solving this issue. The recommended option was to adopt the use of dynamic VDNs. This did not rely on the need to update the call/session state as the dynamic VDN was unique for a specific session. However, it was the general feeling from SA2 delegates that to use this as a use case to promote the need for dynamic VDNs in Release 7.
At SA2#56 (Florence), in papers S2-070467 and S2-070468, Nortel came back with a more severe solution suggesting that if the DTF ever found multiple sessions, it would reject the request for DT. However, after the compromise on Call Hold/Call Wait (that stated that there could be valid situations where the DTF has multiple sessions), Nortel subsequently withdrew its papers.
At SA2#56 (Florence), Huawei again suggested inserting an implementation note to indicate when the DTF received the request for domain transfer, if it found multiple sessions and had “sufficient information” to identify the particular session applied for DT, the DT shall be supported, else the DTF should reject the request for domain transfer. The issue with an implementation note such as this is that “sufficient information” implies that it would have to obtain this information from the CS network, and we are clearly aware of the issues associated with reliance on ISUP.
2. New solution identified
To solve this issue cleanly, Nortel proposes that the UE identifies the session to the DTF when requesting DT. In absence of V3, we have to resort to what’s currently available in SIP to identify a session in the INVITE issued by the UE when requesting DT. For voice calls, there can only be one voice session between two peers, so the connected party information (SIP or Tel-URI of the other end) could be used as an identifier for the session. We know already that when a call is anchored in the DTF, the connected party information is saved off in the DTF (as described in section 5.3.1.2.1 of 23.206).
From looking at the various SIP headers, Nortel proposes that the call-info header could be used for this purpose. In RFC 3261, it states that the call-info header provides additional information about the caller and since the connected party’s SIP/Tel URI relates to the caller’s (the UE is always the caller when requesting DT) session being requested to be transferred, this header is ideal for this purpose.

For example, if Bob is talking to Tom and Bob’s UE sees a need for DT, it will generate an INVITE with Request-URI=VDI and a call-info header with Tom’s SIP/Tel-URI along with the info parameter. The DTF maintains the connected party information as part of session info when performing 3pcc, so when it gets this INVITE, it knows to transfer Bob/Tom session even if there were other sessions active for Bob at the time of the request.
This solution works in both directions:

For DT requests from CS to IMS, the call-info header is provided in the INVITE generated by the UE when sending the request for DT with Request-URI=VDI (see below)
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For DT requests from IMS to CS, when the CSAF/DTF receives the INVITE, it can insert the call-info header prior to processing the request for DT (see next page – step 6).
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3. Other considerations

The whole point of this contribution is to identify the session that is targeted for domain transfer. The stale session remains in the DTF until it is released by the A or C party. This means that there is a very slim chance that subsequent domain selection could be affected, i.e. the stale call/session state in the DTF could have the affect on the DSF performing subsequent domain selection, because it may use this information in deciding which domain to terminate to. Nortel feels that this race condition is very rare given the conditions required to get into this situation.
Proposal
Nortel proposes the following:

1. Remove the following Editor’s note in Section 5.3.1.2.1 of the TS:
Editor’s note: 
In case user’s Late Call Forwarding, Call Deflection or Explicit Communication Transfer Supplementary Services is invoked in the CS domain after anchoring in IMS, the DTF shall maintain the correct call state so that domain transfers for subsequent calls of the user are not rejected. It is for further study as to how the DTF maintains the correct call state.
2. EITHER 
a. Agree on the use of the call-info header as a way forward to solve this issue and standardize on text in Stage 2 (see S2-07xxxx) and Stage 3 in the Release 7 timeframe.
OR
b. Leave this issue as an implementation problem in Release 7 and add no further text to the Stage 2 and Stage 3 specifications in Release 7 i.e. just remove the editors note (see S2-07xxxx)
Nortel asks SA2 to consider the proposal for resolution of this open issue in Release 7.
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