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1 Abstract of the contribution
This paper discusses the needs for the support of multiple QoS per APN, and of multiple APNs for the mobility between 3GPP and WLAN Interworking, and how the existing WLAN Interworking procedures satisfy these requirements. It proposes a solution based on the use of one single IPsec tunnel and a Session Management protocol (W-SM) rather than triggering sessions establishments through existing the establishment of multiple IPsec tunnels. 
2 Proposed text

2.1 Rationale for a single tunnel solution

This section lists a number of limitations and drawbacks due to the way sessions are established in WLAN Interworking i.e. via the establishment of IPsec tunnels from the UE. It covers:

· The support of Network Requested Secondary PDP Context Activation procedure
· The support of multiple QoS per APN
· The support of multiple APNs
2.1.1 Support of Network Requested Secondary PDP Context Activation procedure
The Network Requested Secondary PDP Context Activation procedure (NRSPCA) has been recently introduced in TS 23.060 by CR 0558 [5]. This procedure is mainly used for IMS sessions; it overcomes the limitations identified when using UE initiated media bearer establishment. Rather than activating a Secondary PDP Context from the UE, it allows the network (GGSN) to initiate it, which has a number of advantages such as:

· a comprehensive knowledge of the appropriate QoS for the requested service according to operator policy via the PCRF (e.g. priority, guaranteed bitrate, etc) that the UE does not have; 
· a reduced complexity as there is no need for the UE to know the rules for mapping the SDP parameters onto QoS parameters;

· a consistent error handling in case of e.g. failure in establishing the media bearer, since the network is the originator of the request;
This procedure is therefore a very important procedure for IMS deployment.
It is supported by 3GPP GPRS/UMTS system, but not by WLAN Interworking that is limited to the establishment of IPsec tunnels from the UE.  
2.1.2 Support of multiple QoS per APN
When a user has established several sessions in parallel in 3GPP GPRS/UMTS under the same APN, these sessions should be maintained when the UE moves from 3GPP to WLAN, and also when moving back to 3GPP. 
In particular, when the user has moved from 3GPP to WLAN then to 3GPP, it should be able to manage its individual PDP Contexts as if he would have stayed in 3GPP. 

In normative annex F.2.3 of TS 23.234 [1], there are two ways of supporting QoS differentiation:
A- F.2.3.1 “Usage of Diffserv marking of the GTP tunnel”
B- F.2.3.2 “Usage of QoS profile of the GTP tunnels”
A- In F.2.3.1 “Usage of DiffServ marking of the GTP tunnel”, it is specified:

“The GGSN may have the additional capability to put a policed DiffServ marking onto the GTP IP header, based on the DSCP marking of the received DL IP packet and the applied policy. In this case no additional secondary PDP contexts are needed.”
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TS 24.234 [2] section 8.2.1.9 “QoS provisioning support” gives additional details on the usage by the UE:

“If QoS mechanisms are applied and based on the QoS required for the service, the WLAN UE shall use Diffserv and mark the DS field in the external IP header of a tunnel for uplink data stream.

On each IKEv2 Child-SA, the WLAN UE shall only send out packets belonging to a single QoS class. Thus multiple IKEv2 Child-SAs shall be established to carry packets belonging to services with different QoS levels.

The WLAN UE shall map the 3GPP traffic classes (see 3GPP TS 23.107 [20]) into DS codepoint (DSCP) codes following the GSMA specification GSMA PRD IR.34 [21].”

Therefore, when using GTP tunnel Diffserv marking, the UE moving from 3GPP with multiple PDP Contexts will have to setup as many IPsec tunnels. This is a first drawback because it requires more resources in the handset than with a single IPsec tunnel.
Now, considering QoS parameters; in TS 24.008 [3], the quality of service information element is coded as shown in figure 10.5.138/3GPP TS 24.008 and table 10.5.156/3GPP TS 24.008.
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	0
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	Octet 9
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	Octet 12
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0
0
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	Octet 14

	Maximum bit rate for downlink (extended)
	Octet 15
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	Octet 16


Figure 10.5.138/3GPP TS 24.008: Quality of service information element

If the UE established primary and secondary PDP Contexts under 3GPP system (GSM/UMTS) with QoS profiles, the information elements such as Guaranteed Bit Rate UL/DL, Mean throughput, etc. are lost when the UE moves to WLAN. A first requirement is that they should be retrieved when the UE moves back to 3GPP system.
Moreover, when the UE establishes a session under WLAN Interworking, the existing standard does not allow to set these information elements such as Guaranteed Bit Rate UL/DL, Mean throughput, etc.; so a move to 3GPP system would not guarantee a QoS always in line with the requested service. 

The conclusion is that, in order to guarantee a continuity of services between 3GPP and WLAN-Interworking, a richer UE-Network signalling than the simple setup of IPsec tunnels via IKE child SAs is needed. 
B- In F.2.3.2 “Usage of QoS profile of the GTP tunnels”, it is specified:

“Each end-to-end tunnel is mapped to one primary and multiple secondary GTP tunnels (one per allowed DSCP of the user's 3GPP WLAN QoS profile). The secondary PDP-context activation may be either network-initiated, or TTG initiated (where the TTG acts as MS).”
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This alternative allows for a single IPsec tunnel between the UE and the Network for the case of multiple PDP Contexts for the same APN, but it is very costly in terms of PDP Contexts resources: each time a UE establishes an IPsec tunnel for a given APN, the GGSN and the TTG establish as many PDP Contexts as allowed by the subscriber QoS Profile in the HLR/HSS. 

· This would imply the setup of several PDP Contexts (one primary and one or more secondary) even if the user does not need them;

· This would force the operators to double or triple the PDP Contexts capacity of their GGSNs and TTGs;

· This does not solve the issue mentioned in the previous section with regards to the QoS parameters such as Guaranteed Bit Rate UL/DL, Mean throughput, etc.
2.1.3 Support of multiple APNs
In the same way as for multiple sessions under the same APN, when a user has established several sessions in parallel in 3GPP GPRS/UMTS under different APNs, these sessions should be maintained when the UE moves from 3GPP to WLAN, and also when moving back to 3GPP. 

With the existing WLAN Interworking procedures, the UE is forced to perform as many IKE authentication procedures as APNs. This is very heavy and induces additional delays.

2.2   Single Tunnel Gn-proxy solution: introduction of Session Management protocol (W-SM)
This solution proposes to limit the number of IPsec tunnels to one in all the above cases. It also proposes to satisfy service continuity between 3GPP system and WLAN Interworking by providing the exchange of all the QoS parameters, including e.g. Guaranteed Bit Rate, Mean throughput, etc.
The principles are:

· The UE performs authentication only once even in the case of multiple APNs;

· At authentication, the TTG establishes one single IPsec tunnel with the UE; the whole signalling and user traffic is carried over this IPsec tunnel, similarly to GAN;

· The UE is considered as “registered” to the TTG once authentication and IPsec tunnelling is performed.

· A NAS WLAN Session Management (W-SM) protocol is used to setup, modify, delete sessions. In other words, this protocol replaces the IPsec tunnel setup procedure for the establishment of sessions. 
As explained in “PS mobility overview”, there is no need for MM/PDP context transfer procedures as make-before-break handovers are simplified by the fact the UE can operate 3GPP and WLAN radios simultaneously. 
This W-SM protocol, in order to satisfy service continuity between 3GPP system and WLAN Interworking, reuses the PDP Context concept and carry same parameters as 24.008, such as QoS Information Elements, etc.. It may also reuse 24.008 messages for simplicity.

· IETF GRE [4] tunnels (or any other kind of tunnel such as GTP/UDP) to carry user plane sessions. Each GRE tunnel between UE and TTG is relayed by a GTP tunnel between TTG and GGSN. 
2.3 User plane protocol stack

The PS user plane protocol stack is shown in the following figure.
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2.4 Control plane protocol stack

The PS control plane protocol stack is shown in the following figure.
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Figure 1: Control Plane protocol stack
The TCP connection allows for the split of the TTG into separate Security Gateway and W-SM termination physical nodes, and guarantees the presence of the UE under the WLAN cell via a keep alive mechanism. 
3 Proposal
It is proposed to include the above text in the Technical Report in the subsection “One Tunnel Gn-proxy solutions” of section 6.1 “Solutions”. 
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