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1 Introduction

This contribution proposes a solution that provides subscriber control over NW-Init Non-GBR bearers. This allows the provisioning of operator controlled Gx-only services (see Section 7.12.1 in ‎[1]) such as a “bit pipe” service with “better than default QoS” to be used by “unknown” applications (e.g., installed by the subscriber on the UE, or running on a laptop that is connected to the UE).
2 Discussion
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Figure 1:
Subscriber Control over Network-Initiated Non-GBR Bearers via a Static and Purely DSCP-based ULPF and a Corresponding Dynamic DLPF
The work within SA2 on NW-init bearers in SAE/LTE has so far focused on solutions to control from the network the binding of Service Data Flows (SDFs) to bearers. However, for services and applications unknown to the network a subscriber may only wish to utilize a so-called “bit pipe” service as a complement to the default bearer providing “default QoS” where the “bit pipe” service would provide “better than default QoS” that is within the subscribed QoS level for the user stored in the home network.

As explained by Figure 1 NW-initiated Non-GBR bearers used for the provisioning of operator controlled Gx-only services provide the possibility for an operator to provision a "premium bearer", e.g., pre-established by the completion of the attach procedure. The subscriber can select (e.g., indirectly via UE-based configuration) the IP flows requiring a higher QoS that are associated with services or applications that may be unknown to the network for binding to such a "premium bearer". This can be realized based on a static and purely DSCP-based UL packet filter in the UE and a corresponding dynamic DL packet filter in the PCEF. SAE/LTE could provide the possibility for an operator to provision for such a “premium bearer” by using

· a static and purely DSCP-based UL packet filter in the UE, and 

· a dynamic DL packet filter in the PCEF.

The static and purely DSCP-based UL packet filter would be provided to the UE from the PCRF/PCEF at bearer establishment / modification. The dynamic DL packet filter would be generated and maintained by the PCEF based on packet inspection of the bearer’s UL traffic. In addition to the provisioning of static and purely DSCP-based UL packet filters in the UE, PCC rules would be required to support the provisioning of dynamic DL packet filters in the PCEF.
One example application of the concept would be a multi-bearer VPN access (e.g., 1 for Data / 1 for VoIP): a successful VPN login could be used as the trigger to establish (NW-init) multiple Non-GBR bearers to the UE associated with that VPN. Based on the proposed solution the subscriber could then control the mapping of applications / services to bearers.
3 Conclusions
It is proposed to discuss the proposed solution that enables a subscriber to exercise control over NW-Initiated Non-GBR bearers. If agreeable, Ericsson would be happy to provide corresponding initial draft text proposals for TS 23.401 in TS 23.402.
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