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Abstract of the contribution: This contribution proposes signalling flows to be included into 23.401 for idle mode location management. The procedures are based on 23.060 procedures. 
1 Introduction
UEs in idle mode need to perform the Tracking Area Update procedure when they enter a new tracking area in idle mode, or periodically, similarly to existing 2G/3G accesses. This procedure informs the core network (MME) about the location of the UE on a tracking area granularity. An extension of the basic intra-MME Tracking Area Update signalling flow enables the UE to move from one pool area to another. 
The contribution proposes signalling flows based on the 23.060 procedures. First we present the basic case when the MME is unchanged; this will be the typical case when the pool area is unchanged. Then we show the extensions to the basic procedure when the pool area is changed. This will be followed by considerations on reducing system complexity by limiting the number of options that are needed to be defined.
2 Signalling flows
Intra-MME Tracking Area Update 
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Figure X1: Intra-MME Tracking Area Update signalling flow
1) The UE sends a Tracking Area Update Request to the MME. This may be triggered by a change of the Tracking Area (TA), or by a timer in the case of periodic Tracking Area Updates
2) The MME may optionally authenticate the UE. 
3) The MME validates the MS's presence in the new TA. If due to roaming restrictions or access restrictions the UE is not allowed to be attached in the TA, or if subscription checking fails, the MME rejects the routeing area update with an appropriate error cause. If all checks are successful, the MME responds to the UE with Tracking Area Update Accept. 
4) If the UE was allocated a new S-TMSI in the Tracking Area Update Accept, then it confirms the receipt of the new S-TMSI with the Tracking Area Update Complete message to the MME. 
Idle mode combined MME and Serving SAE GW relocation
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Figure X2: Tracking Area Update  with combined MME and Serving SAE GW relocation (note that the old or new Serving SAE GW may be co-located with the PDN SAE GW)
1) The UE arrives at a new tracking area and sends a Tracking Area Update Request. The target eNodeB recognizes that this message cannot be sent to the old MME as identified by the S-TMSI. Therefore it selects a new MME and sends the Tracking Area Update Request to this new MME. 
2) The new MME sends an MME Context Request message to the old MME to get the UE context. The old MME is identified based on the S-TMSI and TA identifier (TAI).
3) The old MME sends the UE context to the new MME in the MME Context Response message.
4) The new MME may optionally authenticate the user. 
5) The new MME confirms the context in an MME Context Ack message to the old MME. 

6) The new MME decides that the Serving SAE GW needs to be relocated and selects a new Serving SAE GW. To create the UE context in the new Serving SAE GW, the MME sends a Create Serving SAE GW Context Request.
7) The new Serving SAE GW updates the PDN SAE GW with the identity of the new Serving SAE GW by sending an Update PDN SAE GW Context Request message. The PDN SAE GW responds with an Update PDN SAE GW Context Response message.

8) The new Serving SAE GW sends and Update Serving SAE GW Context Response to the new MME. 

9) The HSS is updated with the new MME identity with an Update Location message. 

10) The HSS sends a Cancel Location message to the old MME. 

11) The old MME acknowledges this by sending a Cancel Location Ack to the HSS.

12) A Release Serving SAE GW Context message is sent to the old Serving SAE GW to release the old context. The old Serving SAE GW responds with an acknowledgement when this is done. The context in the old MME can also be released. 
13) HSS sends Update Location Ack to the new MME.

14) The new MME sends a Tracking Area Update Accept to the UE, which also includes a new S-TMSI.

15) The UE acknowledges this by sending a Tracking Area Update Complete message to the new MME. 

Idle mode MME relocation only
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Figure X3: Tracking Area Update with MME relocation only (note that the Serving SAE GW may be co-located with the PDN SAE GW)
For easier reading, only the differences compared to combined MME and Serving SAE GW relocation are explained below. 

6) 
The MME decides to keep the Serving SAE GW, and sends an Update Serving SAE GW Context Request to the Serving SAE GW to update it about the identity of the new MME.
7) 
No message needs to be sent to the PDN SAE GW since the Serving SAE GW is not relocated.

8) 
The Serving SAE GW responds with an Update Serving SAE GW Context Response message.

12) The context in the Serving SAE GW must not be released.
It is the new MME which decides at step 6 which of the above two cases is applicable, i.e., whether the Serving SAE GW is also relocated or not. 
Idle mode Serving SAE GW relocation only

Based on the agreement to use Option B for MME separation, the relationship between the Serving SAE GWs and eNodeBs is simplified, since only the GTP-U user plane tunnelling protocol is needed in active mode and an additional control plane protocol can be avoided. This makes it possible to simplify the system and avoid defining Serving SAE GW relocation procedures (both idle and active mode) without MME relocation. See S2-071198 for a detailed discussion.

In other words, it would be possible to deal with only one type of pool areas in the LTE RAN, and let the core network decide if only the MME, or both the MME and the Serving SAE GW need to be relocated. This can lead to significant simplifications in an already complex and multi-optioned SAE/LTE architecture. 
3 Proposal

The following is proposed:

· Base the idle mode Tracking Area Update and idle mode CN relocation procedures on the relevant 23.060 procedures. 

· Reduce system complexity by not specifying a procedure for an idle mode serving SAE GW only relocation.
· Include the proposed signalling sequences with explanations into 23.401 as shown below.
Start first change in 23.401

5.3
Authentication, Security and Location Management

<This section describes the MM functionality and signalling flows for, eg attach, detach, identity check, paging, etc.>

5.3.X
Tracking Area Update procedure
A Tracking Area Update takes place when an attached UE in LTE_IDLE state detects that it has entered a new TA or when the periodic TA update timer has expired or when the UE has to indicate new access capabilities to the network.
The MME detects that it is an intra-MME Tracking Area Update by noticing that it also handles the old TA. A periodic TA update is always an intra-MME tracking area update. In the case of inter-MME, it is the new MME which decides whether to relocate the Serving SAE GW to a new one or not. Based on the MME decision, one of following procedures is performed. 
5.3.X.1
Intra-MME Tracking Area Update
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Figure X1: Intra-MME Tracking Area Update signalling flow

1) The UE sends a Tracking Area Update Request to the MME. This may be triggered by a change of the Tracking Area (TA), or by a timer in the case of periodic Tracking Area Updates

2) The MME may optionally authenticate the UE. 

3) The MME validates the MS's presence in the new TA. If due to roaming restrictions or access restrictions the UE is not allowed to be attached in the TA, or if subscription checking fails, the MME rejects the routeing area update with an appropriate error cause. If all checks are successful, the MME responds to the UE with Tracking Area Update Accept. 

4) If the UE was allocated a new S-TMSI in the Tracking Area Update Accept, then it confirms the receipt of the new S-TMSI with the Tracking Area Update Complete message to the MME. 
Idle mode combined MME and Serving SAE GW relocation
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Figure X2: Tracking Area Update  with combined MME and Serving SAE GW relocation (note that the old or new Serving SAE GW may be co-located with the PDN SAE GW)
1) The UE arrives at a new tracking area and sends a Tracking Area Update Request. The target eNodeB recognizes that this message cannot be sent to the old MME as identified by the S-TMSI. Therefore it selects a new MME and sends the Tracking Area Update Request to this new MME. 

2) The new MME sends an MME Context Request message to the old MME to get the UE context. The old MME is identified based on the S-TMSI and TA identifier (TAI).
3) The old MME sends the UE context to the new MME in the MME Context Response message.

4) The new MME may optionally authenticate the user. 

5) The new MME confirms the context in an MME Context Ack message to the old MME. 

6) The new MME decides that the Serving SAE GW needs to be relocated and selects a new Serving SAE GW. To create the UE context in the new Serving SAE GW, the MME sends a Create Serving SAE GW Context Request.

7) The new Serving SAE GW updates the PDN SAE GW with the identity of the new Serving SAE GW by sending an Update PDN SAE GW Context Request message. The PDN SAE GW responds with an Update PDN SAE GW Context Response message.

8) The new Serving SAE GW sends and Update Serving SAE GW Context Response to the new MME. 

9) The HSS is updated with the new MME identity with an Update Location message. 

10) The HSS sends a Cancel Location message to the old MME. 

11) The old MME acknowledges this by sending a Cancel Location Ack to the HSS.

12) A Release Serving SAE GW Context message is sent to the old Serving SAE GW to release the old context. The old Serving SAE GW responds with an acknowledgement when this is done. The context in the old MME can also be released. 

13) HSS sends Update Location Ack to the new MME.

14) The new MME sends a Tracking Area Update Accept to the UE, which also includes a new S-TMSI.

15) The UE acknowledges this by sending a Tracking Area Update Complete message to the new MME. 

Idle mode combined MME relocation only
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Figure X3: Tracking Area Update with MME relocation only (note that the Serving SAE GW may be co-located with the PDN SAE GW)
1) The UE arrives at a new tracking area and sends a Tracking Area Update Request. The target eNodeB recognizes that this message cannot be sent to the old MME as identified by the S-TMSI. Therefore it selects a new MME and sends the Tracking Area Update Request to this new MME. 

2) The new MME sends an MME Context Request message to the old MME to get the UE context. The old MME is identified based on the S-TMSI and TA identifier (TAI).
3) The old MME sends the UE context to the new MME in the MME Context Response message.

4) The new MME may optionally authenticate the user. 

5) The new MME confirms the context in an MME Context Ack message to the old MME. 

6) The MME decides to keep the Serving SAE GW, and sends an Update Serving SAE GW Context Request to the Serving SAE GW to update it about the identity of the new MME. 
7) No message needs to be sent to the PDN SAE GW since the Serving SAE GW is not relocated. 
8) The Serving SAE GW responds with an Update Serving SAE GW Context Response message to the new MME.
9) The HSS is updated with the new MME identity with an Update Location message. 

10) The HSS sends a Cancel Location message to the old MME. 

11) The old MME acknowledges this by sending a Cancel Location Ack to the HSS.

12) No message is sent since the context in the Serving SAE GW must not be released. The context in the old MME can also be released. 

13) HSS sends Update Location Ack to the new MME.

14) The new MME sends a Tracking Area Update Accept to the UE, which also includes a new S-TMSI.

15) The UE acknowledges this by sending a Tracking Area Update Complete message to the new MME. 

End first change in 23.401
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