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5.1
Control and User Planes

<This section specifies the protocol stacks on the control and user planes for each of the interfaces required for non-3GPP access support.>

Depicted in Figure X1a are the interfaces required for support of trusted non-3GPP IP accesses:

· Ta* - interface for non-3GPP access authentication and access restriction signalling;

· S2a (tnl) – interface for PMIP tunnel management and user traffic;

· S2a (policy) – interface for QoS and location/RAT based policy signalling;

· Standard IP interface to a DHCP server for the purpose of IP address allocation and host configuration.
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 Figure X1: Interfaces for support of non-3GPP IP accesses

For the sake of clarity also depicted in Figure X1a is the functional decomposition of the trusted non-3GPP IP access. The functions of the trusted non-3GPP IP access include the following:

· Authenticator (in the sense of [IEEE 802.1X]) for non-3GPP access authentication;
· Proxy MIP Agent (PMA);

· QoS Policy Enforcement Point (PEP);

· DHCP relay function.

Depicted in Figure X1b are the interfaces required for support of WLAN 3GPP IP Access:

· Wa* - interface for non-3GPP access authentication and access restriction signalling;

· Wm* - interface for IPsec tunnel authentication;

· S2b (tnl) – interface for PMIP tunnel management and user traffic;

· S2b (policy) – interface for QoS and location/RAT based policy signalling;

· Standard IP interface to a DHCP server for the purpose of IP address allocation and host configuration.
In case of WLAN 3GPP IP Access the following functionalities are located in the ePDG:

· Authenticator for IPsec tunnel authentication;
· Proxy MIP Agent (PMA);

· QoS Policy Enforcement Point (PEP);

· DHCP relay function.

In addition to these, the untrusted non-3GPP IP access may have the following functions:

· Authenticator for non-3GPP access authentication, and
· DHCP server for the locally assigned IP address.

S2a (tnl) and S2b (tnl) are functionally equivalent and are further referred to simply as S2 (tnl).
S2a (policy) and S2b (policy) are functionally equivalent and are further referred to simply as S2 (policy).

5.1.1
Interface for non-3GPP access authentication – Ta*/Wa*

The Ta*/Wa* interfaces for non-3GPP access authentication shall be based on the Wa/Wd interfaces specified in [TS 29.234].

NOTE: 
Wa was specified to support both RADIUS and Diameter. It is FFS whether support for both RADIUS and Diameter is required for Ta*/Wa* in SAE context.

The overall protocol architecture for non-3GPP access authentication is illustrated in Figure X2.


[image: image2.emf]UE

Lower

layers

AAA protocol (e.g. Diameter)

AAA transport (e.g. UDP/IP or SCTP/IP)

Non-3GPP IP access

(Authenticator)

Ta*/Wa*

Lower

layers

EAP

3GPP AAA

proxy/server

EAP method (e.g. EAP-AKA)

 Figure X2: Protocol architecture for non-3GPP access authentication

5.1.2
Interface for tunnel authentication – Wm*

The Wm* interface for tunnel authentication shall be based on the Wm interface specified in [TS 29.234].

5.1.3
Interfaces for PMIP tunnel management - S2 (tnl) and S8b

The S2 (tnl) and S8b protocol architecture with PMIPv6 is illustrated in Figure X3.


[image: image3.emf]n3-PMA

(non-3GPP access)

L2

L1

vHA vPMA

(vSAE GW)

UE

L2

L1

L2

L1

L2

L1

PMIPv6 Control Plane

PMIPv6 User Plane

PMIPv6

L2

L1

IPv6/PMIPv6

IPv4/IPv6

L2

L1

PMIPv6

IPv6/PMIPv6

S2 (tnl)

hHA

(hSAE GW)

L2

L1

IPv6/PMIPv6

L2

L1

IPv6/PMIPv6

S8b

L2

L1

PMIPv6

vHA vPMA

(vSAE GW)

n3-PMA

(non-3GPP access)

L2

L1

PMIPv6

IPv4/IPv6

S8b

hHA

(hSAE GW)

S2 (tnl)

 Figure X3: Protocol architecture with PMIPv6

NOTE: 
It is assumed that the SAE core network shall support network based mobility (i.e. Proxy MIP) procedures. Text pertaining to host mobility (i.e. Client MIP) may be added later.

5.1.4
Interfaces for Policy signalling - S2 (policy)

S2 (policy) is a Diameter-based interface. From functional point of view the S2 (policy) Diameter application is a subset of the Gx Diameter application specified in [TS 29.212].
The S2 (policy) interface supports the transport of:

· quality of service information from the SAE GW to the non-3GPP access; 
· management and reporting for location and/or RAT based policy.
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