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6.4
Successful SMS MT delivery procedure
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Figure 6.4: Successful SMS MT delivery procedure

1)
The UE registers to the S-CSCF according to the IMS registration procedure. Note, that I-CSCF and P-CSCF are not shown in this figure.

2)
The SC forwards the SMS message (SMS‑DELIVER) to the SMS-GMSC.

3)
The SMS‑GMSC interrogates the HSS to retrieve routeing information. Based on the pre-configured IP-SM-GW address for the user, the HSS forwards the request to the corresponding IP-SM-GW. The IP‑SM‑GW creates a correlation identifier as per TS 23.040 [2] which associates the SRI for SM with the subsequent Forward SM messages(s), and stores this along with the IMSI of the receiving subscriber. The IP-SM-GW returns the address of itself, along with the correlation identifier, as routeing information to SMS‑GMSC, or the address of the current MSC and/or SGSN. The HLR/HSS returns the addresses of the current MSC, SGSN to the IP‑SM‑GW for delivery of the SMS in CS/PS domain. The HLR/HSS also returns the IMSI, for the IP‑SM‑GW to correlate the receipt of SMS from the correlation identifier within the IMSI field of the Forward Short Message.
NOTE 1:
For the case the IP‑SM‑GW address is not pre-configured in the HSS, the Send Routeing Info for SM request will be forwarded on the STP level, the IP-SM-GW returns the address of itself as routeing information to SMS-GMSC upon receipt of the forwarded Send Routeing info for SM request.

NOTE 2
With the option that IP‑SM‑GW returns the addresses of the current MSC and/or SGSN, it is possible to avoid the overloading the IP‑SM‑GW with non IMS terminated SMs. In order to obtain the addresses of the current MSC and/or SGSN, the IP‑SM‑GW interrogates the HLR/HSS.

4)
SMS-GMSC delivers the short message (SMS‑DELIVER) to IP-SM-GW (AS) including the correlation identifier received from the IP‑SM‑GW, in the same manner that it delivers the short message to an MSC or SGSN. 
5)
The IP‑SM‑GW performs service authorization based on the stored subscriber data described in the clause 6.1. The IP‑SM‑GW shall check whether the subscriber is authorised to use the short message service (e.g. Operator Determined Barring settings), similar to the authorization performed by MSC/SGSN if the short message is delivered via CS or PS domain. In addition, the IP‑SM‑GW shall also check whether the subscriber is authorised to use the encapsulated short message delivery via IMS. If the result of service authorization is negative, the IP‑SM‑GW shall not forward the message to the S‑CSCF but instead shall perform domain selection to determine an alternative domain for delivering the message, as specified in sub‑clause 6.5a of the present document. If there is no alternative domain to deliver the message, the IP‑SM‑GW shall return an appropriate error to the SMS‑GMSC in a Failure Report.
6)
If the preferred domain is IMS, the IP-SM-GW (AS) uses the TEL-URI associated with the IMSI of the message received for the target UE to send the short message (SMS‑DELIVER, SC Address) using the appropriate SIP method towards the S-CSCF.

7)
S-CSCF forwards the Message (SMS-DELIVER, SC Address) to the UE.

8)
The UE responds with a OK to the S-CSCF

NOTE 3:
This is not yet the deliver report.

9)
S-CSCF responds with a OK to IP-SM-GW (AS).
6.5
Delivery Report procedure
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Figure 6.5: Delivery report procedure

1)
The UE has received the short message as described in clause 6.4.

2)
The UE sends a SMS‑DELIVERY‑REPORT to the S-CSCF, including either a positive or a negative acknowledgement to the short message received in step 1.

3)
The S-CSCF forwards the SMS‑DELIVERY‑REPORT to the IP-SM-GW (AS). It shall be ensured that the SMS‑DELIVERY‑REPORT reaches the same IP-SM-GW that forwarded the short message in step 1.
4)
IP-SM-GW (AS) acknowledges, at the SIP level, the SMS‑DELIVERY‑REPORT to S-CSCF.

NOTE:
This is the acknowledgement to the Forward Short Message in the SMS MT deliver procedure.

5)
S-CSCF forwards the SIP acknowledgement to the SMS‑DELIVERY‑REPORT to the UE.
6)
The IP-SM-GW (AS) sends a SMS‑DELIVERY‑REPORT to the SMS-GMSC.

7)
The SMS-GMSC sends a SMS‑DELIVERY‑REPORT status to the HSS. This may trigger the SMS Alerting procedure or an update of the message waiting data in the HSS as described in TS 23.040 [2], if necessary.

6.5a

Unsuccessful SMS MT deliver procedure

When a short message fails to reach the UE via the selected domain, a failure delivery report is received by the IP‑SM‑GW. The IP‑SM‑GW shall then re-attempt the delivery of the message in an alternative domain. 
If the message successfully reaches the UE after re-delivery using the alternative domain, the IP‑SM-GW shall forward the received successful delivery report to the SMS‑GMSC. Otherwise, if the message still fails after the IP‑SM‑GW has tried the alternative domain, the IP-SM-GW shall forward the received unsuccessful delivery report to the SMS‑GMSC, and the SMS‑GMSC sends a delivery report status message to the HLR/HSS to indicate that the IP‑SM‑GW failed to send the short message. As per normal procedures, the HLR/HSS then records the corresponding Messages Waiting Data (MWD), and a short message alert procedure may then later be initiated as described in clause 6.5b or 6.6.

The domains and their order selected for delivery shall be one of either:

-
IMS and CS,
-
CS and IMS,
-
IMS and PS, or
-
PS and IMS.
The specific domains and order in which they are selected for message delivery is subject to operator policy and/or user preferences. Usage of the CS or PS domain is dependant on whether the IP‑SM‑GW returned an MSC address or SGSN address (determined by SSN in the GT) to the SMS‑GMSC in the associated routeing information retrieval response. Using a different domain will result in incorrect setting of the MWD in the HLR/HSS.
The IP-SM-GW should not attempt delivery of the message to all three domains of IMS, CS and PS, in any order. Attempting delivery to all three domains by an IP-SM-GW drastically reduces the amount of time that IP‑SM‑GW can wait for a response from a domain before declaring the message as undeliverable for that particular domain. In addition, it can also increase the risk of the SMS‑GMSC timing out waiting for a response to the ForwardSM. Instead, the existing procedure of returning an additional address to the SMS‑GMSC in the routeing information retrieval response sent by the HLR/HSS should be used. The additional address returned may point to an IP-SM-GW in order to try another combination of the above list, or, it may point to a service node in the VPLMN (i.e. MSC/VLR or SGSN) or an SMS Router as per normal procedures defined in 3GPP TS 23.040 [2].
The following flow shows only an example order of selected domains, i.e. in this case the IMS is the selected domain, and PS is the alternative domain.
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Figure 6.5a: Unsuccessful SMS MT delivery procedure

1)
As described in clause 6.4, the short message is routed to the UE via S‑CSCF after the domain selection and ordering of domains to which to deliver is performed in the IP‑SM‑GW. However, in this scenario the message fails to reach the UE e.g. due to the UE not being reachable in IMS, or exceeded memory capacity of the UE.

2)
The S‑CSCF sends an appropriate failure message according to normal IMS procedure as defined in 3GPP TS 23.228 [9], and sends it to the IP‑SM‑GW (AS) including an appropriate error value. This delivery report is an acknowledgement to the short message received by the S-SCSF in step 1.

NOTE 1:
When the failure message is sent from the UE, e.g. the UE notifies the network that the MS has been unable to accept a short message because its memory capacity has been exceeded, the S‑CSCF forwards the failure message to the IP‑SM‑GW (AS).

3)
IP‑SM‑GW (AS) acknowledges the failure message to S‑CSCF.

4)
The IP‑SM‑GW verifies the error cause of the failure delivery report. If the error is due to exceeded memory capacity of the UE, the IP‑SM‑GW forwards the SMS‑DELIVERY‑REPORT back to the SMS-GMSC and the procedure continues as described in step 10.Otherwise, the IP‑SM‑GW forwards the short message to the domain which is listed in the second place in its priority list. It is supposed that the SGSN is selected in this example.

5)
The SGSN delivers the message to the UE but the message fails to reach the UE, e.g. the UE is not reachable in PS domain.

NOTE 2:
If the delivery succeeds in the PS domain at this point, the procedure for successful message delivery over PS domain is described in clause 6.4.

6)
The SGSN generates a SMS‑DELIVERY‑REPORT and sends it to the IP‑SM‑GW, including an appropriate error value. This SMS‑DELIVERY‑REPORT is an acknowledgement to the short message received by the SGSN in step 5.





7)
The IP‑SM‑GW sends an SMS‑DELIVERY‑REPORT to the SMS‑GMSC.

8)
The SMS‑GMSC sends an SM Delivery Report Status to the HLR/HSS, indicating that the message failed to be sent by what the SMS‑GMSC believes to be the SGSN (which in reality is the IP‑SM‑GW). The HLR/HSS records the corresponding MWD for PS as specified in 3GPP TS 23.040 [2]. 

HLR/





 





GMSC





-





SMS





 





C





S





-





SM





 





HSS





 





IP





-





SM





-





GW





 





SGSN





 





UE





 





MSC 





 





S





-





CSCF





 





1. SM MT delivery Procedure





 





2. Delivery Report (failure)





 





3. Report Ack





 





4. Message transfer





 





5. Message transfer





 





6. Delivery Report (failure)





 











 











 





10. Delivery Report (failure)





 





11. SM Delivery Report Status





 








 








�PAGE \# "'Page: '#'�'"  �� � HYPERLINK "http://www.3gpp.org/ftp/Information/DocNum_FTP_structure_V3.zip" ��Document numbers� are allocated by the Working Group Secretary.   Use the format of document number specified by the � HYPERLINK "http://www.3gpp.org/About/WP.htm" ��3GPP Working Procedures�.


�PAGE \# "'Page: '#'�'"  �� Enter the specification number in this box. For example, 04.08 or 31.102. Do not prefix the number with anything . i.e. do not use "TS", "GSM" or "3GPP" etc.


�PAGE \# "'Page: '#'�'"  �� Enter the CR number here. This number is allocated by the 3GPP support team.  It consists of at least four digits, padded with leading zeros if necessary.


�PAGE \# "'Page: '#'�'"  �� Enter the revision number of the CR here. If it is the first version, use a "-".


�PAGE \# "'Page: '#'�'"  �� Enter the version of the specification here. This number is the version of the specification to which the CR was written and (normally) to which it will be applied if it is approved. Make sure that the latest version of the specification (of the relevant release) is used when creating the CR. If unsure what the latest version is, go to � HYPERLINK "http://www.3gpp.org/3G_Specs/3G_Specs.htm" ��� � HYPERLINK "http://www.3gpp.org/specs/specs.htm" ��http://www.3gpp.org/specs/specs.htm�.


�PAGE \# "'Page: '#'�'"  �� For help on how to fill out a field, place the mouse pointer over the special symbol closest to the field in question.


�PAGE \# "'Page: '#'�'"  �� Mark one or more of the boxes with an X.


�PAGE \# "'Page: '#'�'"  �� SIM / USIM / ISIM applications.


�PAGE \# "'Page: '#'�'"  �� Enter a concise description of the subject matter of the CR. It should be no longer than one line, but if this is not possible, do not enter hard new-line characters.  Do not use redundant information such as "Change Request number xxx to 3GPP TS xx.xxx".


One or more organizations (3GPP Individual Members) which drafted the CR and are presenting it to the Working Group.


For CRs agreed at Working Group level, the identity of the WG.  Use the format "xn" where �	x = "C" for TSG CT, "R" for TSG RAN, "S" for TSG SA, "G" for TSG GERAN; �PAGE \# "'Page: '#'�'"  ���	n = digit identifying the Working Group; for CRs drafted during the TSG meeting itself, use "P". �Examples: "C4", "R5", "G3new", "SP".


�PAGE \# "'Page: '#'�'"  �� Enter the acronym for the work item which is applicable to the change. This field is mandatory for category F, A, B & C CRs for Release 4 and later. A list of work item acronyms can be found in the 3GPP work plan. See �� HYPERLINK "http://www.3gpp.org/ftp/Specs/html-info/WI-List.htm" ��http://www.3gpp.org/ftp/Specs/html-info/WI-List.htm� .


�PAGE \# "'Page: '#'�'"  �� Enter the date on which the CR was last revised.  Format to be interpretable by English version of MS Windows ® applications, e.g. 19/02/2006.


�PAGE \# "'Page: '#'�'"  �� Enter a single letter corresponding to the most appropriate category listed. For more detailed help on interpreting these categories, see Technical Report �HYPERLINK "http://www.3gpp.org/ftp/Specs/html-info/21900.htm"��21.900� "TSG working methods".


�PAGE \# "'Page: '#'�'"  �� Enter a single release code from the list below.


�PAGE \# "'Page: '#'�'"  �� Enter text which explains why the change is necessary.


�PAGE \# "'Page: '#'�'"  �� Enter text which describes the most important components of the change. i.e. How the change is made.


�PAGE \# "'Page: '#'�'"  �� Enter here the consequences if this CR were to be rejected. It is mandatory to complete this section only if the CR is of category "F" (i.e. correction), though it may well be useful for other categories.


�PAGE \# "'Page: '#'�'"  �� Enter the number of each clause which contains changes.   Be as specific as possible (ie list each subclause, not just the umbrella clause).


�PAGE \# "'Page: '#'�'"  �� Tick "yes" box if any other specifications are affected by this change.  Else tick "no".  You MUST fill in one or the other.


�PAGE \# "'Page: '#'�'"  �� List here the specifications which are affected or the CRs which are linked.


�PAGE \# "'Page: '#'�'"  �� Enter any other information which may be needed by the group being requested to approve the CR. This could include special conditions for it's approval which are not listed anywhere else above.





_1232857192.vsd
 


SC


HLR


/


HSS


IP


-


SM


-


GW


UE


SMS


-


GMSC


3b. Routing Info 


. 


3a. Routing Info 


7


. 


Message


3c. Routing Info 


4


. 


Forward Short Msg


2


. 


Msg transfer


S


-


CSCF


6


. 


Message


1


. 


SIP


/


IMS registration


/


re-registration procedure 


5. Perform Domain Selection


8


. 


 OK


9


. 


OK



_1232837936.vsd
HLR/HSS


IP-SM-GW


UE


7. SM delivery report status


SMS-GMSC


1. SMS MT delivery  procedure 


6. Delivery report


S-CSCF


2. Delivery report


3. Delivery report


5. Report Acknowledgement


4. Report Acknowlodgement



