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1.
Introduction
At the last SA2#56b meeting, one method to solve the service interaction through the iFC compatibility checking has been introduced in S2-070809[1].This is a possible solution for the interaction between services for specified scenarios in which the invoked services has one kind of compatibility class in one invocation of the AS.

If S-CSCF only judge whether the related iFC has been triggered, S-CSCF can’t ensure the services located at the invoked AS has been successful executed. This document seeks to clarify the precondition for using the iFC compatibility i.e. the actual service invoking status need to be known by S-CSCF not just by whether the iFC has been triggered.
2. 
Scenarios and Discussion
Normally one successful invocation of the service is not equal to SIP request has been routed to AS hosting that specific service. And the compatibility checking is the service compatibility checking. So the base of the service compatibility checking should be the actual invocation status of the services not the iFC trigger status compatibility checking.
For example, S-CSCF executes the iFC1, gaining the AS1 and the compatibility class 1, the AS1 hosts the service S1, when receiving an INVITE message, the AS1 judges that the user hasn’t configured the application data of S1, or, the content of SIP request can’t meet with the configured application data of S1, then the AS1 doesn’t invoke S1, and return the INVITE message. If S-CSCF only judge whether the service has been executed by iFC trigger status, it will regard S1 has been successful executed. This is not true for this scenario. 
Then S-CSCF executes iFC2, gaining the AS2 and the compatibility class 1, the relation rules of the compatibility between the iFC1 and the iFC2 shows that iFC belonging to same compatibility class, S-CSCF can route the request to AS2. Similar scenario can also happen on AS2. 

Then S-CSCF executes iFC3, gaining the AS3 and the compatibility class 2, the relation rules of the compatibility between iFC3 and iFC1/ iFC2 shows that iFC3 belonging to conflict compatibility class. S-CSCF should not route the request to AS3 if it based on iFC trigger status. But in practice S1/S2 may have not served for user, it may be possible to invoke AS3.
From above description, it is clear that S-CSCF should know the actual invocation status of the services when it receives the SIP request back from the invoked AS.
3.    Proposal

It is suggested that the actual invocation status of the services should be known by S-CSCF and S-CSCF should handle the iFC compatibility checking based on the actual invocation status of the services.
The following text is proposed for inclusion in TR 23.810.

*** FIRSTCHANGE ***
5.5.2.2
Solution 1: Compatibility Class

To allow the S-CSCF to handle simple services interaction, such as avoiding to trigger two incompatible services during the same sessions, the notion of class of compatibility could be introduced. This class of compatibility would be contained in the iFC information stored in the HSS and downloaded to the S-CSCF, and would indicate to the S-CSCF which iFC should not be triggered after the service corresponding to other iFCs has been successful invoked , and the S-CSCF should obtain the actual service invocation status information. 
For example, in the figure below, the user profile contains 4 iFCs. Each of those iFC has been assigned a compatibility class:

· iFC1 has been assigned a compatibility class of 1

· iFC2 has been assigned a compatibility class of 1

· iFC3 has been assigned a compatibility class of 2

· iFC4 has been assigned a compatibility class of 3
The number of set of compatibility class needed is defined by the operator. The rules of allowed interaction between those different classes are pre-configured in the S-CSCF by the operator. In our case, iFCs belonging to compatibility class 2 must not be triggered if services corresponding to iFCs belonging to compatibility class of 1 have been successful invoked  before. At the same time, iFCs belonging to compatibility class of 3 can be triggered if no services corresponding to iFC belonging to set 2 has been successful invoked .

[image: image1]
Figure 5.5.2.2-1 Example of iFC Compatibility Class Checking

The following aspects will need to be studied further: the general data structure of the set of rules, and the way those set of rules are configured in the S-CSCF (i.e. to ensure multi-vendor interoperability), and how to indicate the actual service invocation status.
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