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This contribution discusses the interfaces required for inter-system mobility between LTE/SAE accesses and non-3GPP access systems. 
1. Introduction
The current assumption regarding the S2a and S2b interfaces, according to TS 23.402, is that:

-
S2a interface and S2b interface are based on current or future IETF RFCs. S2a and S2b are based on Proxy Mobile IP and/or Client Mobile IP in FA Mode. (The exact protocol decision is FFS).
This proposal defines the initial attach operation for Client Mobile IPv4 in FA Mode on S2a.
2. Proposal

Text implementing the proposed terminology and definitions for the S2 interface in TS 23.402 is provided in the Annex.
Annex
Proposed changes to TS 23.402:
*** Start of first modification***
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*** End of first modification ***

*** Start of second modification***
5.5.1.2 
Initial Attach on S2a
This section is related to the case when the UE powers-on in a trusted network via S2a interface. 
5.5.1.2.X
Initial Attach procedure with CMIPv4 FA Mode for non-roaming
In the non-roaming case, MIPv4 [11] is used to setup a MIP tunnel between the Trusted non-3GPP IP Access and the PDN SAE GW.  It is assumed that a Foreign Agent (FA) is located in the Trusted non-3GPP IP Access.  
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Figure 5.5.1.2.X-1. Initial attachment when Client based MM mechanism are used over S2a for non-Roaming

Note: 
It is assumed that the non-3GPP access can simulate a point-to-point link between the UE and the Boarder Router. How this is achieved is out of scope for this specification.
1)
For the purposes of this mechanism it is assumed that there is a point to point link between the UE and the FA. How a non-3GPP system simulates such point-to-point link is out of scope.
2) 
The UE sends an Agent Solicitation (AS) [11] message.
3)
The FA sends a Foreign Agent Advertisement (FAA) [11] message to the UE. Note that according to [11] the FAA message may be sent even if an AS message is not received. The FAA message includes the Care-of Address (CoA) of the Foreign Agent function in the FA.
4)
The UE sends a Registration Request (RRQ) [11] message to the FA. 
Reverse Tunnelling shall be requested. This ensures that all traffic will go through the PDN SAE GW. 
The RRQ message shall include the NAI-Extension [RFC2794].
Editor’s Note: It is FFS how the UE is informed of the allocated PDN SAE GW IP address.
Editor’s Note: Reverse Tunneling can be requested by setting the T flag in the RRQ message.
Editor’s Note: RFC4433 defines a MIPv4 mechanism for HA discovery.
5) 
The FA processes the message according to [11] and forwards a corresponding RRQ message to the PDN SAE GW. 
6)
The PDN SAE GW processes the RRQ and creates a binding cache entry for the UE.  The PDN SAE GW allocates an IP address for the UE.  The PDN SAE GW then sends a Registration Reply (RRP) [11] to the FA, including the IP address allocated for the UE.
Editor’s note: Whether the PDN SAE GW should inform the 3GPP AAA server/HSS that it is serving the UE is FFS.  It is FFS which entity stores the allocated PDN SAE GW IP Address.

7)
The FA processes the RRP according to [11] and sends a corresponding RRP message to the UE.

8)
IP connectivity from the UE to the PDN SAE GW is now setup.  Any packet in the uplink direction is tunnelled to the FA by the UE using the point-to-point link simulated by the non-3GPP access. The FA then tunnels the packet to the PDN SAE GW. From the PDN SAE GW normal IP based routing takes place. In the downlink direction, the packet for UE (HoA) arrives at the PDN SAE GW. The PDN SAE GW tunnels the packet based on the binding cache entry to the FA. The FA then tunnels the packet to the UE via proper point-to-point tunnel.
*** End of second modification ***
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