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Abstract of the contribution:

This paper discusses the interpretation of the current SAE architecture and considers its relationship to PDCP/ciphering location discussion
1. Introduction

At the last SA2 meeting, the discussion on PDCP/ciphering location was reinitiated. The main argument to open that discussion was to prevent possible market fragmentation after the SA plenary decision in Dec 2006.
In the course of the discussion, it was suggested that either closing S1 or S5 interface should be the only candidate solution to iron the problem out.

This document argues that why discussion of PDCP/ciphering location shall result in limiting only two architectural alternatives. 
Of course, a narrow scoped discussion on issues such as PDCP and ciphering location on their own does not make sense. So this paper discusses the architectural principles to be discussed together with PDCP/ciphering location.
2. Discussion

Up till now, we identified two basic architectural alternatives as depicted in Figure 1.
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Figure 1: Two alternatives to consider

Architecture 1 includes a MME/UPE without separation, while S5 carries both user plane and control plane traffic.  

Architecture 2 separates the MME and UPE but explicitly asserts the UPE functions belong in one or another of the SAE GW, MME or eNB. The UPE as a distinct entity on its own does not remain in this architecture proposal. 
Also note that Architecture 2 redefined S5 interface as an interface between SAE GW, which originally was defined between MME/UPE and SAE GW.
Here we propose to select Architecture 1 as the SAE architecture. The reasons are;

· Architecture 1 is in line with the SA plenary decision. Note that there was the note from the SA plenary chairman explicitly saying that “It is therefore requested that any challenges to SP-060925 be directed towards SA instead of SA2, so that SA2 can proceed with the remaining SAE architectural issues.”
Note that Architecture 2 clearly violate the decision and guidance from SA plenary and the chairman.
· Architecture 2 does not allow combining MME and UPE (or SAE GW). Note that it was clearly agreed that combined MME/UPE shall be allowed in the implementation, although SA2 has not resolved on the issue of having a standardized interface between MME and UPE (or SAE GW). Also note that although we have spent a tremendous meeting time to solve functional allocation between MME and UPE, we could barely make any progress. I.e. MME and UPE separation issue is blocking the progress of the whole SAE.
· We believe that the localized user plane mobility anchor (e.g. UPE in Architecture 1) is beneficial for the following reasons – detailed discussion can be found in S2-070859; 

· Allows radio technology agnostic SAE GW

· Allows separation of service node (SAE GW) and mobility/RAN supporting node (UPE)

· No issue on idle mode packet termination: buffering at UPE
· Efficient control and use of backhaul resource can be possible.
· Easier management of security associations with the limited number of eNBs 
· Efficient inter-eNB mobility management

· Facilitate limited number of interfaces with SGSN for packet forwarding (if necessary) during inter-RAT handover.

· Allows combining UPE and MME which will result in simpler interfaces and flows
· Regarding preventing market fragmentation by limiting implementation option, Architecture 1 also do the job if we do not allow MME separation, because it will fix the UPE location always together with MME.
· One possible concern to have UPE between eNB and SAE GW is the increased number of the nodes in the user plane. However
· UPE performs a simple tunnel switching procedure (no complex procedures on the packets such as deep packet inspection as required in the SAE GW) which is similar to that of a Giga/Tera bit grade routers, and well-designed packet processing can minimize such overhead. 
· For multiple PDN supports and inter SAE GW pool area mobility, the user plane path of Architecture 2 is configured with two cascading SAE GWs.
3. Conclusion
We propose that the architecture principle must be discussed before or together with the location of PDCP/ciphering location. Also, we propose to choose Architecture 1 as the SAE architecture with the following principles, as depicted in the figure 2.
· Opens both S1 and S5

· Combines MME/UPE 
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