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Abstract of the contribution: 
This contribution proposes required functionality for non3GPP attach procedure via S2b considering the mobility support between 3GPP-non3GPP
1. Introduction
In the SA2#56, the IETF-based SAE architecture was agreed. This contribution proposes non3GPP attach procedure via S2b and required functions considering the mobility support between 3GPP-non3GPP. 
2. New Functionality for non3GPP Attach Support via S2b
The principle for non3GPP access accommodation via S2b in SAE architecture is to utilize the existing I-WLAN mechanism and flows specified in TS23.234.

Considering the support for mobility between 3GPP-non3GPP mobility via S2b, following new mechanisms are newly required and used in the attach procedures.

1) Path establishment mechanism between ePDG and SAE-GW
The I-WLAN specification provides the IP connectivity via Wi interface. In the SAE, the interface to PDNs comes out from the SAE Gateway, i.e. SGi, therefore the path establishment mechanism between ePDG and SAE Gateway needs to be added. The path establishment mechanism shall be the same for routing path management during handover between 3GPP-non3GPP. In this contribution, attach procedures described below use Proxy Mobile IP [1] for this functionality.
2) IP Address allocation
The UE IP address, that is corresponds to remote IP address in the I-WLAN specification, shall be the one pointing the SAE gateway from the external networks. In addition, the UE can access to the home network services via ePDG and visited SAE-GW in the vPLMN, therefore, the IP address shall be able to be allocated from home SAE gateway in this scenario.
Considering UE mobility support between 3GPP-non3GPP, the IP address of UE shall be maintained in the network entity in order to provide it to the edge entity such as ePDG.
3) SAE-GW selection

In order to support load balancing of SAE-GW, it shall be possible to select one of the SAE-GWs that serves for a given UE at the initial attach phase. This mechanism will be applied for both visited SAE-GW selection and home SAE-GW selection. 

4) Serving SAE-GW information management

Considering the SAE-GW allocated for UEs are different in order to support load balancing, it is required the SAE network to maintain the SAE-GW information, i.e. IP address, for a PDN connection of UE for the case of handover. This is because when UE handovers from non3GPP to LTE, for instance, UPE needs to select the right serving SAE-GW to send routing path update signaling.
3. Logical Functions
In order to achieve above mentioned new mechanisms, following new logical functions are introduced. 

Note that the followings can be placed in existing entities shown in SAE architecture in TS23.402, and it is FFS where to locate them.

· SAE Gateway Resolver (SAE-GWR)

This logical fucntion resolves SAE Gateway from identifiers such as (W-)APN and provide SAE Gateway IP address. The SAE-GWR supports load balancing functionality by allocating different SAE Gateways information that can provide connectivity to the requested PDN based on a give algorithm such as round robin.

The SAE-GWR provides SAE Gateway information of its locating domain, i.e visited SAE Gateway if the SAE-GWR locates in vPLMN, while SAE-GWR provides home SAE-GW information.
The mapping between SAE-GWR and identifiers is configurable by operator and assumed to be pre-configured as database.

The home SAE-GWR interacts with 3GPP AAA Server in hPLMN in order to assign the home SAE-GW that allocates UE IP address for required PDN access.

In the roaming scenario, the visited SAE-GWR interacts with ePDG in vPLMN in order to assign the visited SAE-GW for the UE.

· Visited SAE Gateway Locator (vSAE-GWL)
This logical entity maintains visited SAE gateway that is currently used by an UE. The identifier for visited SAE gateway resolution shall contain information of UE and accessing PDN. 

At the initial PDN connection phase, edge entities of the access networks, e.g. ePDG, registers the serving visited SAE GW information after the connection to the PDN in the hPLMN has established. The serving SAE GW information is associated with UE and PDN.
In the handover scenario, e.g. mobility from LTE to non3GPP, the edge entity of the access network where UE newly connected, e.g. ePDG, queries vSAE-GWL to retrieve the information of the serving visited SAE-GW in the previous access.

The vSAE-GWL is used only when UE accesses to home PLMN services in the roaming scenario, e.g. PDNs in hPLMN, and the traffic goes through both visited and home SAE GWs.
4. Attach Procedures
Figure 1 shows the non3GPP attach procedure via S2b in non-roaming scenario.
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Figure 1. non3GPP attach via S2b in non-roaming scenario

1. UE initiates IPSec SA establishment procedure with ePDG.
2. UE sends the IKE_AUTH request to trigger EAP authentication procedures with PDN and UE identifier, e.g. APN and NAI
3. ePDG exchanges Diameter EAP request/answer messages with 3GPP AAA Server for EAP-AKA authentication. During this signaling exchange, 3GPP AAA Server may interacts with HSS in order to retrieve necessary information (details are FFS). 
4. After successful authentication within the network side, ePDG starts the IP configuration information retrieval procedure for the UE and sends Diameter AA-Request to 3GPP AAA Server
5. Receiving the user information, such as UE identifier and PDN identifier, 3GPP AAA Server queries SAE-GWR for SAE-GW allocation. 
6. Based on the answer from SAE-GWR, 3GPP-AAA Server exchanges signaling with the notified SAE-GW to obtain IP configuration information for the UE
7. 3GPP AAA Server sends AA-Answer to ePDG to notify retrieved IP configuration information for the UE.
8. ePDG starts the routing path establishment procedure for the UE IP address by exchanging Proxy Binding Update/Acknowledgement with SAE-GW.
9. After establishing the routing path, ePDG sends IKE_AUTH response to UE to notify EAP Success to UE.
10. UE exchanges IKE_AUTH request/response with ePDG to authentication IKE SA_INIT.
Figure 2 shows the non3GPP attach procedure via S2b in roaming scenario. In this flow, UE connects to the PDN in the hPLMN via visited ePDG and visited SAE-GW.
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Figure 2. non3GPP attach via S2b in roaming scenario

1. UE initiates IPSec SA establishment procedure with ePDG.
2. UE sends the IKE_AUTH request to trigger EAP authentication procedures with PDN and UE identifier, e.g. APN and NAI
3. ePDG exchanges Diameter EAP request/answer messages with 3GPP AAA Server via 3GPP AAA Proxy for EAP-AKA authentication. During this signaling exchange, 3GPP AAA Server may interacts with HSS in order to retrieve necessary information (details are FFS). 
4. After successful authentication within the network side, ePDG starts the IP configuration information retrieval procedure for the UE and sends Diameter AA-Request to 3GPP AAA Server via 3GPP AAA Proxy.
5. Receiving the user information, such as UE identifier and PDN identifier, 3GPP AAA Server queries SAE-GWR for home SAE-GW allocation. 
6. Based on the answer from SAE-GWR, 3GPP-AAA Server exchanges signaling with the notified home SAE-GW to obtain IP configuration information for the UE
7. 3GPP AAA Server sends AA-Answer to ePDG via 3GPP AAA Proxy to notify retrieved IP configuration information for the UE.
8. ePDG, then, queries SAE-GWR in the vPLMN for visited SAE-GW allocation.
9. After receiving the visited SAE-GW information, ePDG starts the routing path establishment procedure for the UE IP address by sending Proxy Binding Update to visited SAE-GW. This message contains home SAE-GW information in the vendor specific mobility option [2]. Visited SAE-GW then sends Proxy Binding Update to home SAE-GW. The Proxy Binding Acknowledge will be return to visited SAE-GW and it also sends Proxy Binding Acknowledge to ePDG.
10. After establishing the routing path, ePDG sends IKE_AUTH response to UE to notify EAP Success to UE.
11. UE exchanges IKE_AUTH request/response with ePDG to authentication IKE SA_INIT.
12. After successful PDN connection establishment, ePDG registers visited SAE-GW information and an identifier that contains information of UE and accessing PDN (details are FFS).
5. Conclusion
We propose to agree on above mentioned new functionality for non3GPP Attach via S2b and procedures, and input texts and flows above to sections where appropriate in TS23.402.
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