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Abstract of the contribution: This contribution shows that the PDCP/HC/Ciphering issue is just one (and fairly independent) aspect of the overall architecture. It also proposes a structured way forward resulting in an option free architecture for SAE/LTE and allow progress of work in 3GPP without any further delay/rehashing of the issues that have been already agreed.
1 Introduction
At SA2#56 in Florence, S2-070540 [1] was discussed which shows three potential implementation options as a result of the SA plenary decisions. These are shown as options A, B1 and B2 in Figures 1-3 below. Note that the MME and the PCRF entities and interfaces are not shown. 
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Figure 1: Architecture option “A” according to S2-070540 [1]
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Figure 2: Architecture option “B1” according to S2-070540 [1]
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Figure 3: Architecture option “B2” according to S2-070540 [1]
S2-070540 considers all options to be valid, and analyzes the problems arising from the mixing of products from these different architecture options. The main problem is considered to be the mixing of products from option B2 with those of A and B1. Due to the risk of no interoperability, it is proposed to limit the number of options. 
It can be argued if all of these implementation options are allowed or not but regardless of that it is expected that companies will continue to contribute according to their own favourite interpretation/implementation option and hence to hamper the progress on SAE in 3GPP.

The way forward is hence to find a single architecture with sufficient support to eliminate implementation options. To avoid further delays in 3GPP the single architecture need to build on the current architecture assumptions with no or limited modifications.
2 Analysis of Implementation Options
The implementation options arise from the fact that the UPE entity is shown as a stand-alone logical entity. This allows UPE to be implemented either as a stand-alone user plane node, or to be co-located with one of the other entities. 
According to the existing working assumptions, the UPE functions belong to the core network, hence B2 is not regarded as a valid implementation option based on current agreements. Furthermore, it is expected that with the full specification of the reference points based on the agreed working assumptions, UPE co-located with the eNodeB will yield a highly sub-optimal system in terms of security and performance. This is because of the fact that S5a is assumed to be within the core network, and not to a RAN node. Nevertheless, there seems to be an apparent risk that some companies would anyway implement such products. The deployment of such products would mean a serious risk of non-interoperability and market fragmentation. 
Implementation option B1 shows the UPE as a stand-alone user plane entity in the core network. This scenario is undesirable because it is assuming a three-node architecture in the user plane (eNodeB, UPE and SAE GW). The three-node architecture used as the normal case implies increased complexity and increased costs for the network operator. While we may in some use cases need to have three user plane nodes in the path, such as in the case of “UPE relocation” or “multiple PDN connectivity”, these use cases are regarded as very rare and non-typical. It is believed that these rare use cases do not provide a sufficient motivation to standardize a three-node architecture rather than a two-node architecture. 
It is therefore proposed to update the SAE/LTE architecture such that there is no ambiguity with regards to the placement of the UPE functionality, and that the two-node user plane architecture is highlighted as a salient characteristic of the SAE/LTE system in the basic non-roaming case. 
3 Reduction of Implementation Options
Independent of the ongoing discussions regarding the placement of header compression and ciphering it is necessary to avoid ambiguity with respect to the placement of UPE functions. For this reason, it is proposed that the UPE functionality be included within the SAE GW. The resulting architecture is shown in Figure 4 below for the basic non-roaming case. The figure highlights the basic two-node user plane architecture as a salient characteristic of SAE/LTE. This is assumed to be the typical case for non-roaming users. The SAE GW functionality encompasses UPE functionality, 3GPP anchor functionality and SAE anchor functionality. 
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Figure 4: Basic non-roaming SAE/LTE architecture (user plane nodes only). 

In the non-roaming case, it may be possible to use the S5 interface between two SAE GWs playing the serving and the PDN access roles as shown in Figure 5 below. This use case is intended for “UPE relocation”, i.e., for the case that the UE makes a wide area mobility between different user plane pool areas. Furthermore, this use case is applicable for connecting to a PDN when the PDN access SAE GW is different from the serving SAE GW. 
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Figure 5: Non-roaming SAE/LTE architecture with S5 (user plane nodes only). 

In the case when there are two SAE GWs in the user plane path, the two SAE GWs play different roles: the serving and the PDN access roles, as defined below (partly based on S2-070126 [2]). 

Serving SAE GW role:

· The serving SAE GW is the SAE GW which terminates the interface towards EUTRAN 

· The serving SAE GW role includes the following functionality: 

· Mobility anchor point for intra-LTE mobility;

· UE Idle mode DL data buffering and paging initiation 

· Header compression and ciphering would be part of the serving SAE GW role according to agreed working assumptions. 
· For each UE associated with SAE system, there is always a single SAE GW having the role of a Serving SAE GW. 

PDN access SAE GW role:

· The PDN access SAE GW acts as a gateway to the PDN and terminates the SGi reference point. 

· The PDN access SAE GW role includes the following functionality: 

· PCEF functionality;

· LI functionality

· IP address allocation

· For each UE associated with SAE system, there may be several SAE GW’s having the role of PDN access SAE GW, in case the UE is connecting to multiple PDNs simultaneously and the multiple PDN connectivity are not made via the same PDN access SAE GW. 

Further listing and detailing the functionality of the serving SAE GW role and the PDN access SAE GW role shall be part of the SAE specification work and is FFS. 

In the case of the basic non-roaming scenario (Figure 4), the serving and PDN access SAE GW role are co-located in the same SAE GW entity. In the case of “UPE relocation” or “multiple PDN connectivity” in the non-roaming case (Figure 5), one SAE GW plays the serving role and terminates the S1 interface, while the other SAE GW plays the PDN access role and terminates SGi. 
The roaming architecture is shown in Figure 6 below. In this case, the serving and PDN access SAE GWs are connected by S8. Note the similarity to the non-roaming case with S5; it is desirable harmonize S5 and S8a/b in order to simplify the architecture.S8a/b can be regarded as the roaming variant of S5.
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Figure 6: Roaming SAE/LTE architecture (user plane nodes only). 

We believe that the use of the above architecture notation avoids any ambiguity and implementation options with respect to the placement of UPE.
4 SAE GW as the single user-plane node in the core network

By moving the UPE functionality into the SAE GW node, the SAE GW becomes the single user plane node in the core network. As mentioned above, it is expected that the serving and the PDN access roles will be co-located in the same node in the typical non-roaming case. 
While the moving of UPE functionality into the SAE GW to some extent increases the complexity of the SAE GW, it is expected that the single user plane node is a much more cost-efficient implementation of user plane functionality than having a separate UPE entity and a separate SAE GW node. The UPE functionality of idle mode DL buffering and paging initiation, intra-LTE mobility anchor point, and with the current working assumption PDCP termination do not, by themselves, imply such a complexity as to motivate a stand-alone user plane node.
The SAE GW as a single user plane node does not in any way limit operator flexibility with respect to deploying the SAE GWs either centrally or closer to the eNodeBs; both central and distributed deployments, or a combination of them, are possible. 
Furthermore, the separation of the MME from the user plane functionality allows flexibility for deployments, node platform optimizations, independent scalability of the control and user plane, and better migration possibilities (see S2-07xxxx [6]). With the MME and the SAE GW nodes as the two core network entities, the architecture can remain simple and also maintain flexibility and efficiency at the same time. 
5 Full non-roaming architecture

The full non-roaming architecture is shown below with the proposed introduction of the SAE GW roles. (Note that non-3GPP AAA interfaces from TS 23.402 are not shown for simplicity.)
With regards to deployment this architecture opens for operator flexibility with a possibility for centralized and pooled MME nodes, and a combination of distributed SAE GWs and centralised SAE GWs, depending on cost and performance considerations, transport network optimization, location of services, etc. An operator may choose to connect a UE to either a local SAE GW or a centralised SAE GW using the SAE GW selection mechanisms.
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Figure 7: Full non-roaming architecture 

6 Key architecture Agreement  
Reference point assumptions agreed:

· S1: GTP-U for user plane

· S2a/b: Client and/or Network based mobility

· S3: GTP

· S4: GTP

· S5: GTP and IETF based mobility protocol

· S8: GTP and IETF based mobility protocol

Independent of any other architecture enhancements that may be agreed it is important to ensure that we keep a solid base for the continued work and hence the following architecture agreements need to be confirmed:

· Separation of MME entity
As discussed in contribution S2-070702, It is proposed to specify a separate MME entity.
· No UPE entity
As described in chapter 3 and 4 it is proposed to remove the UPE as a separate entity and instead define two roles for the SAE GW
· SAE GW Roles
The Serving Role and the PDN access roles are in the normal case active in one SAE GW, but they may be active in two separate SAE GWs in the roaming case (S8 reference point) and in case of Multiple PDN connections and UPE relocation (S5 reference point).
Some companies have questioned the following agreed working assumption in relation to SAE/LTE work, as such these issues require additional discussion/final conclusion:
· PDCP termination
Contribution S2-070699 [3] discusses the PDCP termination and concludes that due to a number of drawbacks and lack of motivation for moving the ciphering to the eNode B, it is proposed to keep that the current working assumption on the RAN / CN split and terminate the ciphering in the evolved packet core. Contribution S2-07xxxx [5] analyzes the security aspects and concludes that there are serious security concerns with moving the UP security termination point down to the eNB.


· Bearer model for QoS
As discussed in contribution S2-070xxxx [4] the bearer model and QoS concept agreed in 23.882 fulfils the SAE/LTE requirements in a simple yet efficient way. No technical motivation has been identified to change the bearer model and QoS concept agreed in 23.882.

7 Conclusion and Proposal

To avoid further delay in the SAE/LTE standardisation it is of utmost importance that the meeting(s) agree on a complete overall architecture and does not make “random decisions” on individual functions. It is proposed that the following steps are taken in the process to reach a complete overall architecture.
1. Agree that a complete overall Architecture needs to be decided upon urgently
2. Agree to the architecture figure and functional content for the entities (independent of PDCP placement). Ericsson’s proposal is in section 3.

3. Confirm existing agreements and agree on the principles for a single interoperable implementation option for SAE/LTE architecture. Ericsson’s List of assumptions that need to be made for actual progress of work is listed in Section 6.
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