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1. Introduction
IETF defined access-independent MM protocols can be categorized into host-based (Client based Mobile IP, or CMIP) and network-based (Proxy Mobile IP, or PMIP) schemes. This paper compares CMIP and PMIP from several aspects. 
2. Discussion

2.1 Handover Control

· In CMIP, the registration and handover procedure can only be triggered by the terminal. In other words, the network has no control in handover decision. This could easily lead to handover failure since the terminal can only have limited knowledge of the target radio/network utilization. Furthermore, with CMIP there is no possibility of future enhancement for network/operator controlled handover;

· With PMIP, the handover decision can be made by the network or the UE depending on the operator policies. The host-decided handover can be indicated by attachment procedures for example DHCP (on non-3GPP access) or PDP context activation (on 3GPP accesses). Furthermore, PMIP solution can be evolved towards full network controlled (operator) or mobile-assisted handover (with inter-RAT information exchanges and inter-RAT paging enhancements). 

It is important to note that 3GPP only support network-based mobility using GTP for intra-RAT and inter-RAT mobility (between GPRS, UMTS, and HSPA).
2.3 Security
· CMIPv6 operates in co-located mode. That means the UE (MN) should be able to directly connect to the HA (i.e. SAE GW). The CMIP operation starts after the initial authentication and authorization procedures. However, in order to avoid potential security attacks on the HA (SAE GW), the non-3GPP system should actively monitor and block user traffic until MIP operation has completed successfully (this could be impossible to track since CMIPv6 control messages are encrypted end-to-end by IPSec). The situation gets even more complicated if the non-3GPP system has to serve both 3GPP and non-3GPP users. So the claim that CMIP has no impact to non-3GPP is basically an academic myth;
· In PMIP, the MM process is part of the initial attachment procedure. In other words, the MN (UE) will not be assigned an IP address until the whole attachment process is completed. Hence, PMIP does not inherit such security problems since the network controls, proxies, and maintains the security keys and not the mobile device. 

2.4 Overhead

· IETF Standard Track requires IPSec implementation for CMIPv6 to protect the control plane. To use CMIP for I-WLAN access, it means that double IPSec layers are required for MM signalling which causes extensive overhead on the air link and the processing power. Furthermore, with CMIPv6, all the user traffic is tunnelled between the MN (UE) and the HA (SAE GW). This will increase the overhead on the air link especially for traffic patters with smaller packets e.g. VoIP;
· With PMIP, there is only a single tunnel for MM related signalling (not per mobile). Furthermore, PMIP adds no overhead to the user traffic on the air link.
2.5 Handover Efficiency

· For CMIP case, the MM procedure starts explicitly only after the initial attachment procedures (including authentication/authorization). This slows down the whole handover process which could fail the handover if the serving access fades before completion of handover procedure;
· With PMIP, MM procedure happens as part of the actual attachment procedure. PMIP is by nature a faster handover procedure.
2.6 Multiple PDN Support

· For CMIPv6, a tunnel is set up between the MN (UE) and the HA (SAE GW) for user traffic. If the UE (MN) requires accessing a service (e.g. APN) which is accessible via a different SAE GW (than that of his current SAE), the UE has to set up separate CMIP session to the other SAE GW. Multiple CMIP sessions for one UE create several implications on the security, device complication, and the HA (SAE GW);
· With PMIP, the PMIP client can set up multiple tunnels with different HA (SAE GW) with a single user IP address (with no impact to device). 

3. Conclusion

This paper highlighted several weaknesses of CMIP and showed that such weaknesses do not apply to network based mobility schemes (e.g. PMIP and GTP). 3GPP GTP has already proven that network based mobility protocols can work for intra-access and inter-access mobility (2.5G (( 3G). Contrary to CMIP inflexibility, we can conclude that PMIP mobility scheme can further be enhanced for collaborative (between network and terminal) handover-decision-making by exchanging inter-access information (similar to inter-RAT exchanges already defined in 3GPP for 2G/3G mobility). Such enhancements are not possible with CMIP based solutions since the UE solely decides for the handoff. Furthermore, network-based mobility schemes are superior in terms of security, overhead, efficiency, and multiple simultaneous PDN. 
We propose to mandate network-based schemes (PMIP) for inter-access mobility and avoid spending valuable 3GPP resources to fix shortcoming of host-based mobility schemes (CMIP). 
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