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This contribution discusses architectural principles and requirements to be used when defining the S5 reference point. 
1. Introduction

According to the SA plenary guidance, SA2 shall define two variants of the S5 reference point; one variant based on GTP and one variant based on current or future IETF RFCs. In order to ensure a single SAE architecture and to avoid overlapping/duplicated functionality it is important that the SAE architecture and functional split is the same independent of the S5 variant. This contribution discusses architectural principles and requirements that should be used when defining the S5 reference point.
2. Architectural principles
Before formulating requirements on a S5 reference point, a few principles need to be followed. 
See Sec 4 below for a list of principles
3. Requirements on S5/IETF interface
Before discussing details and IETF protocol selection for the S5 reference point, it is beneficial to start discussing requirements that are applicable to S5, independent of S5 variant. These requirements are e.g. valuable for selecting the IETF variant of S5. In case no suitable RFC for S5-IETF currently exists, requirements on S5-IETF can be used to provide input to the IETF for developing a suitable protocol. It should be noted that the required functionality could either be supported by a single protocol on S5-IETF or by a combination of multiple protocols, e.g., separate protocols for mobility management, session management, AAA and/or policy control.
Based on what has been discussed for SAE in TR 23.882 as well as on functionality in existing 3GPP systems, we think that the following requirements will be applicable, independent of S5 variant:
Note: This is an initial proposal. As further development of the architecture takes place as well as when additional functionality such as MBMS, LCS etc. are addressed, further functional requirements will need to be added.
See Sec 4 below for an initial list of requirements
Requirements related to the roaming interface S8a/b are FFS.
4. Proposal 

We propose to add the following architectural principles and requirements to TS 23.402. 
-------------------------- Beginning of change ------------------------

4.5
Reference Points
4.5.1 List of Reference Points
Editor’s Note:    Once the architecture diagrams are stable in this specification and in TS 23.401, the reference point names need to be updated to remove either the letters or only keep a number series, e.g. S6a replaced with Sn where there is only either a digit or a letter.
S1, S3, S4:
these are defined in [4].

S2a:
It provides the user plane with related control and mobility support between trusted non 3GPP IP access and the SAE Gateway.

S2b:
It provides the user plane with related control and mobility support between ePDG and the SAE Gateway. 
S5:
The functionality and applicability of S5 is FFS (i.e. whether UPE is relocated alone or together with SAE Gateway).
S6a:
This interface is defined between MME/UPE and HSS for authentication and authorization. It is defined in [4].
S6c:
It is the reference point between SAE Gateway in HPLMN and 3GPP AAA server for mobility related authentication if needed.  

S6d:
It is the reference point between SAE Gateway in VPLMN and 3GPP AAA Proxy for mobility related authentication if needed.  
S7:
It provides transfer of (QoS) policy and charging rules from PCRF to Policy and Charging Enforcement Point (PCEF). The allocation of the PCEF is FFS. 
S8b:
It is the roaming interface in case of roaming with home routed traffic. It provides the user plane with related control between SAE Gateways in the VPLMN and HPLMN.
S9: 
Indicates the roaming variant of the S7 reference point for the enforcement in the VPLMN of dynamic control policies from the HPLMN.
SGi: 
It is the reference point between the SAE Gateway and the packet data network. Packet data network may be an operator external public or private packet data network or an intra operator packet data network, e.g. for provision of IMS services. This reference point corresponds to Gi and Wi functionalities and supports any 3GPP and non-3GPP access systems.
Wa*:
It connects the Untrusted non-3GPP IP Access with the 3GPP AAA Server/Proxy and transports access authentication, authorization and charging-related information in a secure manner. Differences compared to Wa as defined in [5] are FFS.  

Ta*:
It connects the Trusted non-3GPP IP Access with the 3GPP AAA Server/Proxy and transports access authentication, authorization and charging-related information in a secure manner. 

Wd*:
It connects the 3GPP AAA Proxy, possibly via intermediate networks, to the 3GPP AAA Server. Differences compared to Wd as defined in [5] are FFS.

Wm*:
This reference point is located between 3GPP AAA Server/Proxy and ePDG and is used for AAA signaling (transport of tunnel authentication and authorization data). Differences compared to Wm as defined in [5] are FFS.

Wn*:
This is the reference point between the  Untrusted Non-3GPP IP Access and the ePDG. Traffic on this interface for a UE initiated tunnel has to be forced towards ePDG. The existence of an entity corresponding to WAG in I-WLAN and its impact on Wn* is FFS.

Wx*:
This reference point is located between 3GPP AAA Server and HSS and is used for transport of authentication data. Differences compared to Wx as defined in [5] are FFS.

Usage of S6, S8 and S9 for providing visited network with static/dynamic policies is FFS.

It is FFS if the two depicted S7 interfaces are different or not.
S1 interface for LTE is the same for both the architectures.

Protocol assumption:
-
S2a interface between SAE Gateway and Trusted non-3GPP IP Access, and S2b between SAE Gateway and ePDG are based on current or future IETF RFCs.

-
The S5 interface between the MME/UPE and the SAE Gateway, S8b and S2a/S2b interfaces are based on the same protocols and differences shall be minimized.

-
S8b interface between SAE Gateways in the VPLMN and HPLMN is based on current or future IETF RFCs. 
Note that redundancy support on reference points S5 and S8b should be taken into account.

4.5.2 
Reference Point Requirements
4.5.2.1
S5 reference point requirements

Both the GTP and IETF variants of the S5 reference point shall satisfy the following architectural principles:
· There shall be only one radio interface protocol stack defined, common for both S5 variants, including both radio layer and Non-Access Stratum protocols. 
· There shall be only one S6a interface defined common to both S5 variants. There may be a need for different information elements specific to IETF or GTP based variants of S5 but differences due to the S5 variants should be minimized.
· In the non-roaming case, there shall be only one S7 interface defined for transfer of policy and charging rules, common to both S5 variants. There may be a need for different information elements specific to IETF or GTP based variants of S5 but differences due to the S5 variants should be minimized.
· The same functional split between the endpoints of the S5 reference point shall be used, independent of S5 variant. 

The S5 reference point shall fulfil the following requirements:
· S5 shall support transfer of access network and location information (e.g. as input to policy decisions) 

· S5 shall allow access to multiple PDNs. It shall be possible to allow an UE to connect to different packet data networks. It is FFS whether it shall also be possible to support a UE with concurrent connections to several packet data networks.

· S5 shall be able to transport both IPv4 and IPv6 user plane traffic independent of IP version of the underlying IP transport network. 

· S5 shall support fault handling. There should be mechanisms to identify and signal faults for groups of mobiles – e.g., if a large node handling millions of terminals goes down. 
Note: As further development of the architecture takes place as well as when additional functionality such as MBMS, LCS etc. are addressed, further requirements will be needed.

-------------------------- End of change ------------------------
3GPP

SA WG2 TD


