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Abstract of the contribution: This document discusses solutions for PS-PS session continuity and concludes that it should not be necessary to use an IMS AS for this purpose.
1. Introduction

At SA2 #56, document S2-070218 described problems associated with the solution for PS-PS session continuity provided in S2-062213. S2-070218 further proposed a VCC type solution that utilised the Replaces header to correlate an incoming INVITE with an ongoing session. This document discusses how the identified issues with the solution of S2-062213 can be treated and argues that the use of an AS in the signalling path to facilitate PS-PS session continuity is overkill, resulting in unnecessary signalling overhead and latency. 
2. Discussion

The identified issues of the S2-062213 are below: 
1) The support of GRUU to prevent forking to all UEs of user B. GRUU is optional in Rel 7.
2) The Replace header is optional feature of Rel6 IMS UE.

3) The usage of Privacy header

4) Charging 

5) The interaction with VCC procedure.

To circumvent the above identified issues, the S2-070218 proposed an AS based solution supporting the Replaces header, but the proposed solution has a big problem in that it requires all IMS RT flows to be routed via an AS regardless of whether subsequent PS-PS continuity is likely to be required. 
Below are some thoughts and ideas towards resolution of the identified issues of non-AS based solution in the S2-062213.
A) The remote party user identity can be retrieved from the IM CN subsystem entities based on the session information which is included in the Replace header of INVITE. Therefore, if GRUU is not supported,  the INVITE can still be correctly terminated without forking at the remote party. 
B) For PS-PS session continuity interworking with other services, the Replace header should be mandated within IMS Rel7 UE and in ASs such as VCC AS.

C) To be able to return a new INVITE with the Replaces header towards the privacy applied originator, the IM CN subsystem such as S-CSCF or TAS could keep the session information and identity restricted originator’s information. 
D) During the PS-PS session continuity procedure, the S-CSCF may transfer a new ICID to the session charging function through the ISC interface with the original session information (i.e. Call-ID, From tag, To tag) and the replacing session information. How this information is transferred is subject to Stage-3 design.
E) Service continuity between CS domain and IMS is supported by VCC AS and the service continuity between PS domains where the session remains in IMS is supported by SIP session mobility mechanism based on the Replace header. The VCC AS in release 7 should support the Replaces header for the purposes of inter-working with SIP session mobility procedures for PS-PS continuity.
3. Conclusion
This paper indicates that it should be possible to use SIP session mobility procedures using the Replaces header to enable PS-PS session continuity, and that it should not be necessary to use another IMS Application Server for this purpose.
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