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This paper adds the procedure for initial network attach over S2b interface. This document deals only with the non-roaming scenario.
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5.5.1
SAE-GW Selection and IP address allocation

<This section specifies selection of SAE-GW for PDN access and allocation of IP address applied when connecting non-3GPP accesses to the SAE core as part of  Session Management. >
Editor’s note: Initial attach will be covered in this section.
This section is related to the case when the UE powers-on in an untrusted network via S2b interface. Initial network attach and network selection procedures are carried out as described in section “Network Discovery and Selection”.

5.5.1.1
Initial Attach procedure with PMIPv6
Note: It is assumed that Proxy Mobility Agent (PMA) is collocated with ePDG.
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Figure X1: shows the initial attachment when Network based MM mechanism are used over S2b

1. The IKEv2 tunnel establishment procedure is started for setup of default bearer setup. The PDG IP address to which the UE needs to form IPsec tunnel with may be discovered via DNS query or can be statically configured. The UE is authorized for access to the W-APN. The procedure is as described in 3GPP TS 33.234 [XX1]

2. After successful authorization, the AAA infrastructure downloads the keys as well as the profile for the user. This profile will contain the SAE GW address to which the UE needs to be registered, HoA Prefix etc. 

3. The PDG sends the BU message to the SAE GW. On receipt of the BU, the SAE GW updates the binding cache for the UE IP address. 

Editor’s Note: How the HoA is configured by PDG  from HoA Prefix is FFS.
4. After the BU is successful, the PDG sends the final IKEv2 message with the IP address which configures the IPsec tunnel between the UE and the PDG.

5. The default bearer is now setup. Any packet in the uplink direction is tunnelled to the PDG by the UE using the IPSec tunnel. The PDG then tunnels the packet to the SAE GW based on the configuration. From the SAE GW normal IP based routing takes place. In the downlink direction, the packet for UE (HoA) arrives at the SAE GW. The SAE GW tunnels the packet based on the binding cache entry to the PDG. The PDG then tunnels the packet to the UE via proper IPsec SA.

At the end of the procedure a default IP bearer is established between UE and SAE GW.

5.5.1.2
Initial Attach procedure with MIPv6
This section deals with the initial power on when the UE is in I-WLAN network when S2b implements MIPv6 protocol.
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Figure X2: shows the initial attachment when Host based MM mechanism are used over S2b

1. The IKEv2 tunnel establishment procedure is started for setup of default bearer setup. The PDG IP address to which the UE needs to form IPsec tunnel can be discovered via DNS query. PDG authorizes the UE for access to the W-APN mentioned in the IKEv2 tunnel establishment request.

2. After successful authorization, the AAA infrastructure downloads the keys as well as the profile for the user. This profile will contain the SAE GW address to which the UE needs to be registered. 

3. The PDG sends the final IKEv2 message with the IP address which configures the IPsec tunnel between the UE and the PDG.

4. The UE sends the BU message to the SAE GW. On receipt of the BU, the SAE GW updates the binding cache for the UE IP address.

5. The default bearer is now setup. Any packet in the uplink direction is tunnelled to the PDG by the UE using the IPSec tunnel. The PDG then tunnels the packet to the SAE GW based on the configuration. From the SAE GW normal IP based routing takes place. In the downlink direction, the packet for UE (HoA) arrives at the SAE GW. The SAE GW tunnels the packet based on the binding cache entry to the PDG. The PDG then tunnels the packet to the UE via proper IPsec SA. 
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