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Abstract of the contribution:

This paper derives assumptions about identity usage based on example information flows taken from SAE TR.

1 Introduction

This paper shows example information flows taken from SAE TR to derive assumptions about usage of identities. The flows are examples show general principles suitable to derive assumptions about identity usage. It is not intended to considerer the different MME split approaches as these imply no different behaviour for the usage of identities listed under agenda item 8.4. Therefore the more simple figures with combined MME/UPE are taken as examples. The data forwarding vs. bi-casting is not considered in this paper.

2 Information Flows and Discussion

2.1 Intra-LTE MME/UPE Relocation in Active mode
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TR 23.882 Figure 7.15-5 : intra-LTE MME/UPE Relocation in Active mode

From that flow following statements can be derived :

a) E-UTRAN identities like target RAN node ID (eNodeB ID) is needed to identify in the old MME/UPE whether the target RAN node can be served by the same MME/UPE or whether another MME/UPE has to be contacted. In the latter case also the new MME/UPE needs to identify the target RAN node ID (eNodeB ID). The selected PLMN ID might be needed to select the new MME/UPE appropriately.

b) Registered identities are mainly important for idle mode mobility functions only.

c) Security contexts need to be transferred to new network nodes. A re-authentication takes longer than acceptable for data transfer interruption. Once the path is established with new nodes a re-authentication may be performed in parallel to data transfer. This requires support of key changes during active state.

d) The procedure does not need a UPE-TMSI. Handover is triggered at S1 on the signaling link that is used according to the adopted MME split approach. Any relation between MME and UPE is managed without a need for a UPE-TMSI.

2.2 Information flow for handover from 2G/3G to SAE/LTE
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TR 23.882 Figure 7.8-2: Information flow for handover from 2G/3G to SAE/LTE

From that flow following statements can be derived :
a) E-UTRAN identities like target RAN node ID (eNodeB ID) is needed to identify in old 2G/3G MME/UPE (2G/3G SGSN) the SAE MME/UPE that has to be contacted. The new SAE MME/UPE needs to identify the target RAN node ID (eNodeB ID). The selected PLMN ID might be needed to select the new SAE MME/UPE. The procedure and identity usage is the same for the SAE/LTE to 2G/3G handover. In this case it is advantageous if target RAN node ID formats are the same for 3G and LTE/SAE as this minimizes impact on SGSNs, which don’t need to differentiate between LTE/SAE or other 3G targets with Gn as the base for such handovers. Some further evaluations are needed to check whether the existing ranges are sufficient to identify LTE/SAE entities, e.g. the required number of eNodeB ID.  
b) Registered identities are mainly important for idle mode mobility functions only.

c) Security contexts need to be transferred to new network nodes. A re-authentication takes longer than acceptable for data transfer interruption. Once the path is established with new nodes a re-authentication may be performed in parallel to data transfer. This requires support of key changes during active state.

d) The procedure does not need a UPE-TMSI. Handover is triggered at S1 on the signaling link that is used according to the adopted MME split approach. Any relation between MME and UPE is managed without a need for a UPE-TMSI.

2.3 Information flow for change in idle state from 2G/3G to SAE/LTE 
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Figure 7.5-2: Information flow for change in idle state from 2G/3G to SAE/LTE

From that flow following statements can be derived :
a) E-UTRAN identities and also 2G/3G RAN identities are not important for idle mode mobility. The MME signals back to the RAN node from which it receives the service request. Any node identities are derived from registered identities like TMSI or RA/TA in case old serving nodes have to be interrogated. In network sharing scenarios the selected PLMN might be signaled together with service request to allow RAN to derive a new serving node belonging to the selected PLMN.

b) The registered identities S-TMSI/TA or P-TMSI/RA are used by the new 2G/3G or SAE MME/UPE to derive addresses of the old MME/UPE. It is advantageous if S-TMSI/TA or P-TMSI/RA formats are the same for 2G/3G and LTE/SAE as this minimizes impact on SGSNs, which don’t need to differentiate between LTE/SAE or other 2G/3G targets with Gn as the base for such handovers.

c) Security contexts may be transferred to new network nodes. In idle state re-authentication is also possible. Alignment with active state mobility security context transfer may be needed. A high frequency of re-authentication may require security context transfer in idle state to limit consumption of authentication vectors.

d) The procedure does not need a UPE-TMSI. The MME recognizes whether the old UPE may continue serving the UE. Or whether a new UPE has to be allocated, e.g. at 3G to LTE/SAE change.

Summary and Conclusion

Following assumptions as derived above should be adopted:
a) E-UTRAN identities like target RAN node ID (eNodeB) is needed to identify in old 2G/3G MME/UPE the SAE MME/UPE that has to be contacted. The new SAE MME/UPE needs to identify the target RAN node ID (eNodeB). The selected PLMN might be needed to select the new SAE MME/UPE. The procedure and identity usage is the same for the SAE/LTE to 2G/3G handover. In this case it is advantageous if target RAN node IDs formats are the same for 3G and LTE/SAE as this minimizes impact on SGSNs, which don’t need to differentiate between LTE/SAE or other 3G targets with Gn as the base for such handovers. Some further evaluations are needed to check whether the existing ranges are sufficient to identify the required number of eNodeBs. In network sharing scenarios the selected PLMN might be signaled together with service request to allow RAN to derive a new serving node belonging to the selected PLMN.

b) The registered identities S-TMSI/TA or P-TMSI/RA are used by the new 2G/3G or SAE MME/UPE to derive addresses of the old MME/UPE. It is advantageous if S-TMSI/TA or P-TMSI/RA formats are the same for 2G/3G and LTE/SAE as this minimizes impact on SGSNs, which don’t need to differentiate between LTE/SAE or other 2G/3G targets with Gn as the base for such handovers. Some further evaluations are needed to check whether the existing ranges are sufficient to identify LTE/SAE entities, e.g. the required number of TAs or TMSIs.

c) Security contexts need to be transferred to new network nodes during active state mobility for intra LTA as well as for inter 3GPP cases. A re-authentication takes longer than acceptable for data transfer interruption. Once the path is established with new nodes a re-authentication may be performed in parallel to data transfer. This requires support of key changes during active state. In idle state re-authentication is also possible. Alignment with active state mobility security context transfer may be needed. A high frequency of re-authentication may require security context transfer in idle state to limit consumption of authentication vectors.

d) None of the procedure needs a UPE-TMSI. Handover is triggered at S1 on the signaling link that is used according to the adopted MME split approach. Any relation between MME and UPE is managed without a need for a UPE-TMSI. During idle state mobility the MME recognizes whether the old UPE may continue serving the UE. Or whether a new UPE has to be allocated, e.g. at 3G to LTE/SAE change.




























































































































3GPP

SA WG2 TD


_1205648984.doc


14. IP bearer service







16. Register MME







15. Network Registration







11. Handover Complete Acknowledge







8. Data Forwarding







6. Handover  Preparation Confirm







5. Evolved RAN Bearer Establishment











4. Handover  Preparation Request







Evolved



RAN











2G/3G



Access







9. Radio Bearer Establishment







HSS







Inter AS Anchor







2G/3G



MME/UPE







UE







10. Handover Complete 







12. User Plane Route Update







SAE



MME/UPE







2. Handover Initiation











7. Handover Command











13. Resource Release







3. Handover Required







1. IP bearer service







8a. Forward SRNS Context







3a. SAE MME/UPE selection
















_1218027233.doc

[image: image1]

8. Handover Command























10. Handover Complete Detect











































9. Radio Bearer Establishment, UE detected by eNB2







13. Handover Complete (resource release) 















































































S1















S5/S8







11. Route Update/Bearer Request







































IASA











1. IP bearer service







eNB 1











































2. Handover Initiation UE in ACTIVE mode







































































12. Handover Complete (Resource release)







UE











































Bearer path established between eNB2 and UPE2







5. Handover Request with eNB2 (UE eNB context)







7. Means to minimize  loss of data















































S1



















MME/UPE 2











































4. Handover Required (UE eNB context, eNB2 id, UE MM/SM Context)







Sx







eNB 2



























MME/UPE 1







3. Handover Required (UE eNB context, eNB2 id)







14. IP bearer service via MME/UPE2







6. Handover Response












_1202752390.doc


SAE MME/UPE







6. Register MME







7. Delete old UE contexts 







9. User Plane Route Update







8. Confirm Registration







2. Network Registration (old temporary identity)







5. Authentication







1. Access System Reselection















2G/3G MME/UPE















10. Confirm Registration 











4. Transfer UE Context







3. Send Temporary Identity











HSS







Intersystem Mobility Anchor







UE
































