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1 Introduction

This contribution proposes the TA update procedure with MME/UPE change. 
2. Discussion
In IDLE state the eNB may select a new MME in case of moving out of the MME pool. It is proposed that the eNB don’t do UPE selection to avoid UPE configuration in eNB. The new MME can reselect a new UPE to make routing optimization. The MME needs to re-establish the default IP connectivity for the UE.
3 Proposal

It is proposed to update the TR 23.882 as following changes.
/********* First Change Begin**************/
H.3
TA Update
TBD

Figure H.3.1: Alternative A
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Figure H.3.2-1: Alternative B, without MME/UPE change
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Figure H.3.2-2: Alternative B, with MME/UPE change
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Figure H.3.3: Alternative C
/********* First Change End**************/
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