Page 1
-


3GPP TSG SA WG2 Architecture — S2#56b
S2-070779
12 - 15 February 2007

St. Louis, Missouri, USA
Source:
HP
Title:
HLR/HSS Interaction Models
Document for:
Discussion
Agenda Item:
IMS 4.3
Work Item / Release:
Centralized IMS Services/Release 8
Abstract of the contribution: Two different models are available for HLR/HSS interaction. The first model maintains a lot of the processing used in the HLR, especially with regard to service interaction.  The second model places all this processing in the IMS domain. Both models should be included in the TR. 
1. Overview

Another contribution at this meeting (S2-070778) has shown the basic advantages of the HLR/HSS modifications.  This contribution explores two different models of how the HLR and HSS could interact to accomplish the goals of ICS.
2. Analysis
This architecture is proposed in S2-070778 and shown graphically in the next figure:
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Figure 1:UE to IMS paths including HLR/HSS path.

There are two distinct approaches the HLR/HSS interaction can take, based on where decisions are made:
1. The HLR can maintain all the service interactions it does today, and only send “actions” to the HSS to pass on to the AS running the service.  As an example, the HLR would continue to check that Call Barring is not active before allowing Call Forwarding to be activated.

This approach is shown in the figure below.
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Figure 2: HLR controlled SS Service Invocation
The other option is the HLR can become a “pass-through” to the HSS, and allow the AS running the service to handle any service interactions.  This would mean the HLR would not reply to the incoming request until the AS determined what the reply should be.

This is shown in the following figure.
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Figure 3: Service Controlled Invocation

This is obviously only a rough idea of how the messaging could progress.  The actual process could involve several AS and much more HSS-to-AS interaction.
The first approach is most useful in situations where the existing 2G services want to be replicated exactly and/or the IMS wishes to take advantage of the existing (and considerable) service logic in the HLR. This also allows the service to be controlled in “traditional” ways on the HLR without affecting HSS provisioning directly.  A value changed on the HLR would get replicated in the HSS automatically with this approach. 

The second approach allows for more flexibility and growth in IMS.  Currently, for instance, Call Barring and Call Forwarding are not allowed at the same time.  IMS may allow the subscriber to choose a preference in which could be selected (e.g. allow Call Forwarding to always be turned on, and consider Call Barring a “secondary priority”).  This approach would be best where it has been determined that the existing HLR logic will be too limited for the services provided by IMS. 

A hybrid approach can also be considered, where the HLR sends a request to the HSS/AS only if the request is legal currently.  This would mean the HLR would continue to enforce Call Barring/Call Forwarding logic, and IMS would be free to perform other services which were not in conflict with this.  However, since the IMS service may interact with the service logic in such a way that the Activate SS request would fail, the HLR would wait on the reply until HSS/AS indicated the request was successful.

3.0 Summary and Conclusion
This paper has explored the two different models of the HLR/HSS interaction which would be possible to use in support of ICS. It is recommended this discussion be included in the ICS Technical Report.
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