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1 Introduction

In the last SA2 meeting the RNC failure recovery mechanism in case of Direct Tunnel has been agreed. When the GGSN receives a GTP-U Error Indication and is able to detect Direct Tunnel is established, the GGSN shall notify the SGSN that it received an Error Indication from RNC. However some of the operators still see some risk for overload in the SGSN. Ericsson and ZTE provide a contribution which proposes a fallback solution which can avoid such SGSN overload. This contribution provides some discussion on this solution.
2 Discussion

In the provided solution when direct tunnel is established the GGSN keeps both the SGSN Tunnel Endpoint and RNC Tunnel Endpoint. The RNC tunnel is used for downlink data in normal case. When the GGSN receives a GTP-U Error Indication from the RNC it shall switch the downlink tunnel from the RNC to the SGSN immediately. The following is the merits of this solution.

1. This solution doesn’t need signaling between the GGSN and SGSN in case of RNC failure, so it can avoid the SGSN overload. 
2. MM procedures may be a little bit faster since the SGSN has already a TEID allocated for the SGSN-GGSN tunnel. 
However this solution also has some aspects need to be discussed further:
1. In this solution the SGSN should not remove the GTP-U tunnel even after the direct tunnel is established between the RNC and GGSN. This means the SGSN shall keep a GTP-U tunnel for each PDP context as today. Also the GGSN needs to keep two Tunnel Endpoints for each PDP context. This would require more TEIDs in the TEID value range to stay allocated, but other actual resources should be consumed only when packets actually are forwarded by SGSN.
2. The mechanism for the SGSN to bring the fallback tunnel to the GGSN needs to be discussed. One possible way is do some extension in the Update PDP context Request message to allow bringing two Tunnel Endpoints in one message. Another possible way is the GGSN can use the Tunnel Endpoint in the Create PDP context Request as the SGSN fallback tunnel. The SGSN needs to tell the GGSN whether the tunnel in SGSN has been removed or not via the following Update PDP context procedure. 

3. How to harmonize the agreed solution with this new solution need to be discussed. It should probably be optional to enable initial OTS deployment by SGSN upgrade only. 

3 Proposal

It is proposed to take the above views into consideration when we discuss the fallback solution.
Se also S2-070067, Direct Tunnel functionality – RNC failure – Discussion, Ericsson
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