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Introduction

In OTS CR (S2-064134), a new flag – DTI – is added in the RNC. The intention for introducing this flag is “to instruct the RNC to apply direct tunnel specific error handling as described in subclause 13.8.” And in subclause 13.8 GGSN Failure in TS 23.060, it addresses “If the RNC receives an error indication from a GGSN and the RNC has the DTI flag set for that RAB, it shall initiate the RAB Release procedure”. As a result, the RNC shall be updated when introducing the direct tunnel function. It will lead to more efforts and take more time on updating the existing network to support direct tunnel, which may be undesirable to some operators. Therefore, any solution that can not only guarantee the RNC, the SGSN to behave properly with the direct tunnel enabled when GGSN fails, but also avoid any update on the RNC is desirable. 
In this paper we will first analyze the reason to introduce this DTI flag in the RNC. And then a solution without the DTI flag in the RNC is proposed to solve the same problem. Finally, it is proposed to adopt the method in this paper to avoid the RNC update to support direct tunnel function.
Discussion
The intention for introducing the DTI flag in the RNC is “to instruct the RNC to apply direct tunnel specific error handling as described in subclause 13.8.” And in subclause 13.8 GGSN Failure in TS 23.060, it addresses “If the RNC receives an error indication from a GGSN and the RNC has the DTI flag set for that RAB, it shall initiate the RAB Release procedure”. Therefore, in order to understand why the DTI flag is needed in the RNC, it is necessary to have a clear view on the RNC, SGSN and GGSN’s behaviour when GGSN fails.
When the GGSN fails and recovers, the SGSN can’t detect the GGSN failure for PDP contexts using direct tunnel if there isn’t any Echo Detection Mechanism on the Gn control plane. Furthermore, in the case that the user plane resource of the GGSN resets, the SGSN also can not detect it. This will cause the PDP context hanging in the SGSN for some period time, which means the SGSN will maintain some PDP contexts as active although they have been deleted by the recovered GGSN.
The PDP Contexts stored in the SGSN recover from the error when one of the following occurs:

1)  The inactivity timer expires in RNC and Iu connection is released. After the Iu connection released, the released RAB list is received in Iu release procedure.
In this case, the GTP-U tunnel needs to be established between the GGSN and SGSN in order to be able to handle the downlink packets. So the SGSN-Initiated PDP Context Update procedure will be triggered.


2) 
If MS tries to send data through the PDP context, then the MS initiated Service Request for the data is received by SGSN at the point when all RABs are established already according to SGSN.
In this case, the SGSN-Initiated PDP Context Update procedure also will be triggered either for checking the status of PDP context from GGSN before the RAB Assignment procedure or informing the re-established GTP-U tunnel information to GGSN after the RAB Assignment procedure complete.
The above two cases will trigger the SGSN-Initiated PDP Context Update procedure to the recovered GGSN. As we know, the GGSN uses the TEID in the control plane to link the received PDP Context Update message to the stored PDP Context. When the GGSN recovers, all the stored PDP Context will be released, and the TEID will be allocated to a new activated PDP Context for another MS. Therefore, the GGSN may update a wrong PDP Context when receiving this SGSN-Initiated PDP Context Update message. Therefore, some severe errors, such as transmitting downlink data to another MS or charging another user, will happen. However, the SGSN, GGSN and RNC can’t detect such kind of errors. 
Therefore, when direct tunnel function introduces, the above described problem shall be solved. Current solution in TS 23.060 requests the RNC to initiate the RAB Release procedure with a new error cause - ’Resource Not Available in GGSN’ - to the SGSN for direct tunnel enabled PDP Contexts when receiving an error indication from the GGSN. As a result, the SGSN can detect the GGSN failure and initiate the Deactivation PDP Context procedure to the MS to delete the affected PDP Context. Obviously, this solution requires the RNC to update to support DTI flag, so that the RNC can identify whether the established tunnel is a direct tunnel or not.
However, the proposed solution in TS 23.060 is not the only way to solve the problem described above. If the SGSN includes IMSI into the Update PDP Context Request message when initiating every PDP Context Update procedure for those PDP contexts in which DTI flag is set, the GGSN can use this IMSI to link the correct PDP context. Therefore, the problem described above can be solved. And, in TS 29.060, it is specified that the SGSN will include the MS IMSI in the Update PDP Context Request Message when changing the GTP version from GTP v0 to GTP v1. Therefore, the only modification of SGSN for this proposed solution is to add another new condition to include the IMSI when initiating every PDP Context Update procedure for those PDP contexts in which DTI flag is set. And this solution doesn’t require any update of the current RNC, which shall help the direct tunnel to be deployed more quickly. Comparing with the original solution in TS 23.060, our proposed solution has a distinct advantage that shall not require any update of the deployed RNC in order to support the direct tunnel function. Accordingly, it is proposed to consider our proposed solution in Release 7 in order to deploy direct tunnel quickly.
Proposal

It is proposed to adopt the proposed solution in this paper and remove all the impacts related with the direct tunnel function in the RNC. The according CR to 23.060 is described in another document (S2-070690).
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