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Abstract

This document addresses inter-access system mobility management and proposes an update of Section 7.8.3.3 of TR 23.882. 

At the SA2 SAE ad hoc meeting in Montreal (14-16 November 2006) a drafting group was tasked to merge the contributions S2-064211 and S2-064230 into a single P-CR proposal, which resulted in Td S2-064271.

The parts of S2-064271 captured in S2-064312 (revision of S2-064307) were approved and included into TR 23.882 V1.6.
This document addresses those parts of S2-064271 that have been postponed for further discussion on the SA2 email reflector.
Editorial notes:
· Section 5 has been included for reference into this P-CR only. The requirements shaded blue are the ones relevant to Sec. 7.8.3.3.

· In the first part of  Sec. 7.8.3.3, explanatory text is proposed to be added to each requirement,  aiming to provide clarification how the requirement is interpreted in the context of inter-system mobility, and /or pointing out possible remaining issues that need to be clarified.
· The requirements have been re-numbered according to the new numbering scheme introduced in Sec. 5 of the TR. Text shaded yellow highlights changes made to the tables compared to the initial proposal S2-064271. As e.g. the interpretation of Requirement 14 is proposed to be changed to indicate support for local breakout, the column position in the table has been changed and the requirement is shaded yellow. Requirement 38 has been added and is therefore also shown with yellow shading.
· The requirements are entered into the tables as proposed in the related email discussion report S2-070124.
5
Requirements on the Architecture

Editors Note:
This clause identifies the major requirements on the architecture that guide the architecture evolution.

High-level principles

1
3GPP and non 3GPP access systems shall be supported.

2
Shall provide scalable system architecture and solutions without compromising the system capacity, e.g. by separating the control plane and the transport plane.

3
Interworking with release 6 3GPP systems (i.e. 3GPP-PS core, 3GPP-IP access and IMS) shall be supported

4
The C plane response time for the IP-CAN shall be such that (excluding DRX times) the mobile can move from a fully idle state (this is an idle state where the mobile is GMM attached, has an IP address allocated and is IMS registered) to one where it is sending and receiving user plane data in a significantly reduced time. The target time is less than 200 ms;

5
The Evolved 3GPP System shall support SMS and equivalent functionality to that provided by the MSC's "SMS message waiting flag". Note: this might be provided by the R'7 WID for "support of SMS and MMS over generic 3GPP IP access".

6
The Evolved 3GPP System shall support basic IP configuration for terminals that do not have IP connectivity.

7
The functional split will be defined to sufficient level of detail to avoid overlapping/duplicated functionality, signalling and related delays.

8
The basic IP connectivity in the evolved architecture is established during the initial access phase of the UE to the network.

9
For the set-up of IP connectivity with enhanced QoS, the number of signalling transactions shall be minimised.

10
Mobility Management functionality shall be responsible of mobility within the Evolved 3GPP System and between the Evolved 3GPP System and different types of access systems.
11
The Evolved 3GPP Mobility Management solution shall be able to accommodate terminals with different mobility requirements (e.g.: fixed, nomadic and mobile terminals);

12
The Evolved 3GPP Mobility Management shall allow the network operator to control the type of access system being used by a subscriber.
13
Mobility procedures within the Evolved 3GPP System, between the Evolved 3GPP System and existing 3GPP Access Systems and between Evolved/Existing 3GPP access systems and non 3GPP access system shall provide seamless operations of both real-time (e.g. VoIP) and non real-time applications and services by, for example, minimizing the packet loss and interruption time.
14
The Evolved 3GPP system should allow route optimization by selecting or re-selecting the MME, UPE, 3GPP Anchor or SAE anchor so that the user plane traffic does not need to be tunneled outside the current network area . This applies in all roaming scenarios (e.g.: when both users are in a visited network) and some intra-PLMN scenarios (e.g. serving UPE/IASA of the UE has been changed due to UE’s mobility). This is desirable in order to prevent additional delay and unnecessary waste of backbone bandwidth. The policy rules of the home network should control whether or not local breakout is used.

15
In order to maximise users' access opportunities, the evolved architecture should allow a UE which is roaming to a VPLMN to use a non-3GPP access network with which the VPLMN has a business agreement. For example, it should be possible for a user to use a WLAN access network with whom only the visited operator has a direct relationship (not the home operator).

16
The Evolved 3GPP System shall support Ipv4 and Ipv6 connectivity. Interworking between Ipv4 and Ipv6 terminals, servers and access systems shall be possible. Mobility between access systems supporting different IP versions should be supported with minimum network/terminal impacts.
17
Subscriber security procedures in the Evolved 3GPP System shall assure (at least) the same security level as current 3GPP CS/PS networks;

18
Access to Evolved 3GPP System shall be possible via existing Rel 99 USIM. Evolved 3GPP System shall also permit access to inbound roamers from mobile networks with Rel 5 HSS;

19
The authentication framework should be independent from the specific access network technology;

20
The evolved 3GPP System shall ensure necessary support for the existing charging principles (e.g.: calling party pays) both at application and bearer level.

21
Transport overhead needs optimization, especially for the last mile and radio interfaces. 
22
Signalling overhead on the radio interface should be minimised.
23
Radio interface multicast capability shall be a built-in feature.
24
Evolved system shall support IP multicast service which provides point to multipoint user data transport.
25
The SAE/LTE system shall at least support handling of regional subscription / regional roaming / access restriction (the terms are defined in 22.011). In case a regional subscription / regional roaming / access restriction applies, the network may provide the UE with guidance to find another tracking area / network.

26
The SAE/LTE system shall be able to handle the situation where the home operator changes a user's subscription such that it changes roaming restrictions.

27
Roaming etc restrictions shall not be more granular than Tracking Area (consideration for support of RAT specific restrictions needs to be made). SA1 needs to clarify the requirements on RAT specific restrictions.

28
Handling of roaming etc. restrictions for UEs in LTE_IDLE and LTE_ACTIVE state shall be aligned.

29
LTE/SAE shall support the same level of User Identity Confidentiality as today's 3GPP system (e.g. Idle mode signalling and attach/re-attach with temporary user identities)

30
The SAE/LTE system shall support network sharing functionality. Details need to be studied in RAN WGs and SA2.

31
The SAE/LTE system shall support redundancy concepts / load sharing of network nodes, e.g. similar to today's Iu-flex mechanisms. All nodes other than cell site node should be considered "distributed resources utilising load sharing/redundancy mechanisms".

32
The SAE/LTE system shall provide effective means to limit signalling during inter-RAT cell-reselection in LTE_IDLE state. For example, similar performance to that of the "Selective RA Update procedure" defined in TS 23.060. Optimisation for movement to/from states such as URA-PCH and GPRS-Standby shall be studied.

33
It shall be possible to support service continuity between IMS over SAE/LTE access and the CS domain. It shall be achieved with minimum impact on the CS domain.

34
It shall be possible to support IMS and its communication services over SAE/LTE access, including the support of calls between IMS over SAE/LTE access and the CS domain.

35
It shall be possible for the operator to provide the UE with access network information pertaining to locally supported 3GPP and non-3GPP access technologies. The access network information may also include operator preferences based on locally available 3GPP and non-3GPP access technologies, and the information may be restricted to the access technologies or access networks the UE can use.

36
It shall be possible to perform Lawful Intercept for both roaming and non-roaming users for all access systems the user are allowed to use.
37
The mobility management shall be able to provide location hiding capabilities without increasing system complexity. The location hiding capabilities may be provided differently per operator (e.g. applied for all users, only for the required users, not required at all). The mobility management shall also be able to enable location privacy protection when to users who require this privacy service, and in this case local breakout and route optimization support might be disabled.
38
The mobility management between 3GPP and non 3GPP access systems should have minimum impact on the access technologies and it should be independent from transport technologies.
39
The mobility management shall support the anchoring of traffic for a UE within a SAE CN node to allow charging and other service enabling functions to be performed. This does not preclude the possibility to change the SAE CN nodes to allow route optimization.

40
It shall be possible to be compatible with the existing 3GPP roaming interfaces when SAE interworks with pre-SAE/LTE network.
41
The mobility management is provided without degrading the current 3G security level. This means both control signalling and user data are securely transported. It is desirable that the mobility management entity for LTE access is not directly addressable by the UE.
Editor's note:
Initial list to be completed.

*** Start of Modified Section ***
7.8.3.3
Comparison of different mobility management schemes
The following alternatives are currently considered for mobility between 3GPP and Non-3GPP systems:

Host-based Mobility Management Solutions
1.
MIPv4 with FA-CoA [23]

2.
MIPv4 with Co-CoA [23]

3.
MIPv6 [24]

4.
HMIPv6 [31]

5.
DS-MIPv6 [27]
6.
DS-MIPv4 [32]
Network-based Mobility Management Solutions
7.
NETLMM [12]

8.
PMIPv4 [26]

9.
PMIPv6 [17, 33]
The main SAE requirements listed in clause 5 for the evolved 3GPP Mobility Management are applicable for mobility between 3GPP and Non-3GPP systems as follows:
Requirement 11:  Support of fixed, nomadic and mobile terminals

This requirement is regarded fulfilled if the mobility management protocol supports fixed, nomadic and mobile terminals. There may be differences between the candidate protocols with regard to transport  overhead in each individual case, e.g. some candidate protocol may support fixed/nomadic without any overhead, whereas another protocol requires the same overhead as for mobile terminals. 

Requirement 13: Seamless operations of both real-time and non real-time applications and services

This requirement is  regarded as satisfied when seamlessness of inter-system  handover as defined in TS 22.258 [4] can be provided.

Requirement 14:  Route optimization and local breakout

This requirement includes support of local breakout and home-routed traffic simultaneously.

Requirement 16:  Interoperability between IP versions

It needs to be clarified if a UE that support SAE can be assumed to have IPv4/IPv6 dual stack capability, or whether inter-system mobility is required to be supported for IPv4-only terminals. Current assumption is that IPv4-only terminals need to be supported.

Requirement 21:  Transport overhead minimization

Transport overhead shall be minimized on the radio interface and the last mile (backhaul). This requirement is regarded as satisfied for mobility schemes that avoid over-the-air tunneling. It can be possibly satisfied by means of header compression.

Requirement 22:  Signalling overhead minimization

The overall signalling overhead should be minimized. This requirement is regarded as natively fulfilled for mobility management approaches that rely on L2 signalling only on the radio interface.

Requirement 37:  Location hiding capabilities

Inter-system mobility management shall provide location hiding capabilities without additional complexity. This requirement is fulfilled when the IP address never changes under which the location of the UE may be identifiable. 

Requirement 38:  Impact on access technologies

Inter-system mobility management shall have minimum impact on the involved access technologies. This requirement is regarded as fulfilled for mobility management approaches that do not require additional functionality within the network.

Requirement 41: Security of signalling and user data transport

This requirement addresses security of data transport and signalling. Direct signalling between the mobility management entity and the UE shall be avoided. Security of data transport and signalling  is regarded as fulfilled natively for all candidate protocols. Network-based schemes have the additional feature of avoiding direct addressing of the mobility management entity.





Editor’s Note: The above list is not complete and further requirements can be added.
In light of the above requirements, the characteristics of the host-based and network-based mobility approaches are evaluated as follows.

	Mobility Management Approach
	Description

	Requirements natively satisfied 

	Requirements

possibly satisfied but depending on the protocol (or the way it is used)


	Host-based Mobility Management
	· Routing path manage​​ment is done based on signalling sent from UE

· UE is aware of network internal routing path changes
· UE handles two IP addresses, one from the PDN and the other from the local network where the UE is currently connected when the UE is not in its home network (however applications are aware of only the IP address from the PDN)
	Requirement 11
Requirement 14
Requirement 37
Note:  This requirement is satisfied when bidirectional tunneling to the HA is used.
Requirement 38
Requirement 41 
Note: mobility anchor address needs to be known to the UE
	Requirement 13 Note: This requirement can be satisfied with additional signalling mechanisms  
Requirement 16

Requirement 21

Requirement 22 Note: IP MM signalling over the air for handover is mandatory

	Network-based Mobility Management
	· Routing path management is done based on network initiated signalling 

· UE is not aware of    network internal routing path changes

· UE handles only an IP address that is allocated from the PDN, which does not change because of  UE mobility, however the handling of a single IP address on different physical interfaces is complex
· applicability for global mobility management beyond the boundaries of an operators administrative IP domain needs to be proven  

· suitability for multi-homing in the inter-technology case needs to be proven
· Potentially less protection against impersonation attacks than host-based schemes
	Requirement 11
Requirement 14
Requirement 21

Requirement 22

(L2 MM signalling only over the air)

Requirement 37
Requirement 41 


	Requirement 13

Requirement 16
Requirement 38


7.8.3.4
Mobility Management Protocol Comparison
The advantages and disadvantages of different schemes are tabulated below:

	Scheme
	Advantages
	Disadvantages
	Requirements Satisfied
	Requirements Not Satisfied Natively

	MIPv4 FA-CoA
	· Mature mobility management protocol (in IETF)
· Need to allocate only one CoA for all UE
· Tunneling is avoided for over-the-air transmission
	· Handover interruption time may not meet the requirements for some types of flows, e. g., real time flows.       Note: Optimizations such as FMIPv4 [9] can be used to enable fast handover.
· Additional signalling overhead over the air as UE needs to perform MIP binding updates both periodically as well as for every handover

· All terminal need to necessarily implement MIPv4 stack

· Inefficient routing (triangular routing)

· Core network elements need to support FA functionality
	Requirement 11 
Requirement 14
Requirement 21
Requirement 37
Requirement 38
 Requirement 41 
Note: mobility anchor address needs to be known to the UE
	Requirement 13 

Requirement 16
Requirement 22

	MIPv4 Co-CoA
	· Mature mobility management protocol (in IETF)
· Lesser impact on core network terminals as FA functionality need not be implemented

· Need to allocate one CoA for each UE leading to limitation in availability of IP address


	· Handover interruption time may not meet the requirements for some types of flows, e. g., real time flows.       Note: Optimizations such as FMIPv4 [9] can be used to enable fast handover.
· Additional overhead in the air due to tunnel between HA and UE

· Additional signalling overhead over the air as UE needs to perform MIP binding updates both periodically as well as for every handover

· All terminals that desire IASA mobility need to necessarily implement MIPv4 stack

· Inefficient routing (triangular routing)

· Tunnelling is needed for over the air transmission
	Requirement 11
Requirement 14
Requirement 37

Requirement 38
 Requirement 41 
Note: mobility anchor address needs to be known to the UE
	Requirement 13 

Requirement 16
Requirement 21 Note: This can be achieved based on additional mechanisms
Requirement 22

	MIPv6
	· Mature mobility management protocol (in IETF)
· Can support route optimization (not always a strict advantage)
· 
· Less impact on core network terminals since FA functionality need not be implemented

	· Handover interruption time may not meet the requirements for some types of flows, e. g., real time flows. 

Note: Optimizations such as FMIPv6 [8] can be used, to enable fast handover
· Additional overhead in the air due to tunnel between HA and UE or Home Address Option

· Additional signalling overhead over the air as UE needs to perform MIP binding updates both periodically as well as for every handover

· All terminals that desire inter access mobility need to necessarily implement MIPv6 stack
	Requirement 11 

Requirement 14
Requirement 37      Note: This requirement is satisfied when bidirectional tunneling to the HA is used.
Requirement 38
 Requirement 41 
Note: mobility anchor address needs to be known to the UE
	Requirement 13

Requirement 16
Requirement 21 Note: This can be achieved based on additional mechanisms
Requirement 22


	HMIPv6
	· Intra-MAP handoffs are faster than MIPv6
· Binding Updates to HA/CN are less frequent while local binding update is as frequent as MIPv6
	· Requires additional security associations between the MN and the MAP. IPsec could be used for this purpose as in MIPv6.
· When used with MIPv6, it incurs an overhead of three IP headers over the air. If used without MIPv6 (i.e., no global mobility), the MN needs to undergo a change in IP address every time it associates with a different MAP
	Requirement 11 

Requirement 14
Requirement 37 

Note: This requirement is satisfied when bidirectional tunneling to the HA is used.
Requirement 38
Requirement 41
Note: mobility anchor address needs to be known to the UE

	Requirement 13 Note: This can be satisfied with additional optimizations e.g. FMIPv6 [8]
Requirement 16
Requirement 21 Note: This can be achieved based on additional mechanisms
Requirement 22 



	NetLMM   IETF Design Team protocol   


	· Little mobility signalling (only L2) over the air interface for inter-access mobility 

· Since mobility signalling is handled locally (only involving network entities), the HO interruption time is potentially smaller

· UE does not need to implement MIP stack

· Handoff latency can be improved within the NETLMM domain, since location updates could be triggered prior to the handoff.
	· Impact on core network elements as they need to implement NetLMM stack 

· Cannot support Ipv4 only core network in initial release

· applicability for global mobility management beyond the boundaries of an operators administrative IP domain needs to be proven  

· Less suitable for multi-homing than host-based approaches, i.e. simultaneous use of multiple access technology for a given UE IP address to access the same PDN (FFS if this is valid scenario)
	Requirement 11

Requirement 14
Requirement 21
Requirement 22

Requirement 37

Requirement 41
	Requirement 13 Note: This can be satisfied with additional system specific optimizations
Requirement 16 
Requirement 38


	Proxy MIPv4
	· Little mobility signalling  (only L2) over the air for inter-access mobility 

· Since mobility signalling is handled locally (only involving network entities), the HO interruption time is potentially smaller

· UE does not need to implement MIP stack
	· Impact on core network elements as they need to implement proxy mobility agent is needed

· 
· Proxy agent needs to run at least as many instances of the proxy MN client as the number of UE’s.
	Requirement 11 


Requirement 14
Requirement 16 (if combined with DS-MIPv4)

Requirement 21
Requirement 22

Requirement 37

Requirement 41
	Requirement 13 Note: This can be satisfied with additional system specific optimizations

Requirement 38


	Proxy MIPv6
	· Little mobility signalling  (only L2) over the air for inter-access mobility 

· Since mobility signalling is handled locally (only involving network entities), the HO interruption time is potentially smaller

· UE does not need to implement MIP stack

· Handoff latency can be improved within a domain, since location updates could be triggered prior to the handoff.
	· Impact on core network elements as they need to implement a network based MIPv6 client

· needs to run at least as many instances of the proxy MN client as the number of UE’s.


	Requirement 11 
 Requirement 14 
Requirement 16 (if combined with DS-MIPv6)
Requirement 21 

Requirement 22
Requirement 37

Requirement 41 


	Requirement 13 Note: This can be satisfied with additional system specific optimizations
Requirement 38


	DS-MIPv6
	· Supports mobility of IPv4/IPv6 dual stack terminals in IPv4/IPv6 networks

· Supports both private and public IPv4 visited access networks

· Support for IPv4 NAT traversal
	· Cannot support IPv4 only terminal

· Handover interruption time may not meet the requirements for some types of flows, e. g., real time flows      Note: Optimizations such as FMIPv6 [8] can be used to enable fast handover
	Requirement 11 

Requirement 14 

Requirement 16 (for IPv6 capable terminals)
Requirement 37
 Requirement 38
Requirement 41


	Requirement 13

Requirement 21 Note: This can be achieved based on additional mechanisms
Requirement 22 



	DS-MIPv4
	· Supports mobility of  IPv4/IPv6 dual stack terminals in IPv4/IPv6 networks

· Support for IPv4 NAT traversal
	· Can support IPv4 only terminal

· Route optimization not supported

· Handover interruption time may not meet the requirements for some types of flows, e. g., real time flows        Note: Optimizations such as FMIPv4 [9]can be used to enable fast handover
	Requirement 11
Requirement 14
Requirement 16 (for IPv4 capable terminals)
Requirement 37
 Requirement 38
 Requirement 41
	Requirement 13
Requirement 21 Note: This can be achieved based on additional mechanisms 

Requirement 22

 


Editor’s Note: The above table may not be complete and more requirements and mobility management options may be added.

Editor’s Note 2: NetLMM [12] will likely be replaced by PMIPv6 [17, 25] or a future version of it by the IETF NetLMM Working Group. If this decision will be confirmed by the IETF email discussions, the NetLMM entry in the above table can be removed.
*** End of Modified Section ***
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